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Preamble

The objective of the InterPARES 2 Project is to develop a theoretical understanding of the
records generated by experiential, interactive and dynamic systems, of their process of creation,
and of their present and potential use in the artistic, scientific and governmental sectors.' The
Modeling Cross-domain Task Force, while not included in the original Project plan, was added
to three other cross-domain task forces for two reasons:

1. Modeling of the creation, maintenance and preservation of records, both from the
preserver viewpoint and from the business process viewpoint, presents a picture of all the
activities of records making, records keeping, and records preservation and their
relationship for researchers in the Project to utilize.

2. Modeling serves as a method of analysis to which researchers in the other domains and
focuses could contribute their expertise to develop better understanding of requirements
for long-term preservation of records in experiential, interactive and dynamic systems.

No specific research questions were formulated for the Modeling Cross-domain at the outset
of the Project. However, some of the questions of Domain 3 were addressed by the Modeling
Cross-domain. These are as follows:

e What preservation paradigms can be applied across activities and technologies?

What preservation paradigms are required for specific types of records resulting
from each activity?

e What metadata are necessary to support appraisal and preservation of authentic
digital records resulting from each activity?”

The modeling work was based upon previous projects such as the UBC Project’ and the
InterPARES 1 Project,® as well as upon theoretical concepts developed through research
undertaken by the Records Continuum Research Group in Australia.’

The Modeling Cross-domain developed two models. The Chain of Preservation (COP)
Model is based on the perspective of the entity responsible for long-term preservation of digital
records. The Business-Driven Recordkeeping (BDR) Model is based on the perspective of the
records creating entity. The two models are mutually supportive in that they provide two ways of
looking at the problem of long-term preservation of authentic digital records. The COP Model is
explained in the next part of this report, followed by an explanation of the BDR model. The
purpose of developing two models was to be able to look at the question of preservation of the

! Luciana Duranti (2004), “InterPARES 2 Project Midterm Report to the Social Sciences and Humanities Research Council.”
MCRI Grant No. 412-2001-1003, 1 (unpublished).

? Luciana Duranti (2001), “International Research on Permanent Authentic Records in Electronic Systems (InterPARES):
Experiential, Interactive and Dynamic Records,” SSHRC MCRI InterPARES 2 Project Proposal, 412-2001, 14. Available at
http://www.interpares.org/display_file.cfm?doc=ip2_detailed proposal.pdf.

* See Luciana Duranti and Heather MacNeil (1996), “The Protection of the Integrity of Electronic Records: An Overview of the
UBC-MAS Research Project,” Archivaria 42 (Fall): 46—-67. Online reprint available at
http://journals.sfu.ca/archivar/index.php/archivaria/article/view/12153/13158; and Luciana Duranti, Terry Eastwood and Heather
MacNeil, Preservation of the Integrity of Electronic Records (Dordrecht: Kluwer Academic Publishing, 2002). An online reprint
of the book is available at http://www.interpares.org/book/index.cfm. See also the UBC Project’s Web site at
http://www.interpares.org/UBCProject/index.htm.

* International Research on Permanent Authentic Records in Electronic Systems (InterPARES 1 Project). The Project’s Web site
is available at http://www.interpares.org/ipl/ipl_index.cfm.

5 See the Web site of the Records Continuum Research Group, Monash University. Available at
http://www.sims.monash.edu.au/research/rcrg/index.html.
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reliability, authenticity and accuracy of records in experiential, interactive and dynamic systems
through the lens of two somewhat different conceptions, each offering its own insights.

The result of the modeling work undertaken within the Modeling Cross-domain, as presented
in this narrative, constitutes an intermediate version of the models. Both models, therefore,
should be considered consultation drafts. While they have been discussed extensively within the
Project, further discussion from other viewpoints and with other experts is still required so that
these models can benefit from such dialogue and evolve to a more refined stage.

Further work is needed on the definitions, the description of the diagrams and the validation
of the models. The COP model has, for instance, not been validated in the artistic and
governmental sectors, while the BDR model has not been validated in the artistic and scientific
sectors and also needs more testing within administrative environments by doing walkthroughs
based on the available and new case studies.® The current versions, however, have been
sufficiently developed to provide insight into the approach taken and an understanding of the
underlying concepts. Both models are based on experience and, as such, on a logical construction
of existing knowledge. They are now offered as instruments for feedback from individuals and
organizations.

Chain of Preservation Model

Introduction

Early in the work of the InterPARES 2 Project, which began in 2001, the Modeling Cross-
domain Task Force began developing a model that would eventually be called the Chain of
Preservation (COP) model.” The COP model, which depicts all the activities and the inputs and
outputs that are needed to create, manage and preserve reliable and authentic digital records, was
created based on the IDEFO (Integrated Definition Function) modeling process using IDEFO0
modeling software. IDEFO is a U.S. Federal Information Processing Standard for function
modeling.® A function model is a structured representation of the functions, activities and
processes within the modeled system or subject area.” The COP model consists of a series of
diagrams depicting all the activities involved in the life-cycle management of digital records
together with a glossary of all the terms appearing on the diagrams. The diagrams and glossary
are included in Appendices 1 and 2 and are also available on the InterPARES 2 Web site. '

The COP model was based on three previous models. The first of these previous models was
generated during a project entitled “The Preservation of the Integrity of Electronic Records”
(commonly referred to as the UBC Project) conducted between 1994 and 1997 by Professors

® Two walkthroughs of an earlier draft of the COP model were conducted using data from two scientific sector (Focus 2) case
studies. See William Underwood, Kevin Glick and Mark Wolfe (2007), “InterPARES 2 Project - General Study 12 Final Report:
Validation of the InterPARES 2 Project Chain of Preservation Model Using Case Study Data.” Available at
http://www.interpares.org/display_file.cfm?doc=ip2_gs12 final report.pdf; and Randy Preston (2004), “InterPARES 2 Project -
Modeling Cross-domain: Walkthrough of the Manage Chain of Preservation Model Using Case Study 14 Data,” draft report.
Available at http://www.interpares.org/display_file.cfm?doc=ip2_cs14 COP_model walkthrough.pdf.

" The COP model was also called the Grand Unified Model (GUM), Manage Electronic Records (MER) model, Manage Records
Lifecycle (MRL) model and the Manage Chain of Preservation (MCP) model during the earlier stages of its development.

¥ See United States Secretary of Commerce, Draft Federal Information Processing Standards Publication 183,21 December
1993. Available at http:/www.idef.com/pdf/idef0.pdf.

? For more information about the IDEF0 process, see http://www.idef.com.

1% See http://www.interpares.org/ip2/ip2_models.cfm. Enter terms used in the model into the search box provided to see their
definitions.

InterPARES 2 Project, Modeling Cross-domain Task Force Page 2 of 233



InterPARES 2 Project Book: Part Five T. Eastwood, H. Hofman and R. Preston

Luciana Duranti and Terry Eastwood and research assistant Heather MacNeil of the University
of British Columbia. Its purpose was to define the activities for the genesis and preservation of
an agency’s archival fonds. Its scope was to control records (archival documents) according to
the agency’s mandate using the principles of archival science. It adopted the perspective or
viewpoint of the records creator. The diagrams and glossary constituting the UBC Project’s
model are available on the InterPARES Web site'' and in the book publishing the results of the
Project.'? The other two previous models were produced also using IDEFO methodology during
1998-2001 by the InterPARES 1 Project; one of the selection function and the other of the
preservation function. " The “Select Electronic Records” model defines all the activities involved
in the selection of authentic digital records for long-term preservation. It adopts the viewpoint of
the entity responsible for long-term preservation of digital records. It covers all the activities of
the preserver in appraising and carrying out the disposition of digital records. The “Preserve
Electronic Records” model takes the same viewpoint and covers all the activities conducted in
preserving authentic digital records. These two models are also available on the InterPARES
Web site'* and in the book publishing the results of the InterPARES 1 Project."

The process of developing the COP model involved examining the three pre-existing models
and their conceptual bases closely, and then engaging in producing a new model based on
previous conceptions but refining them and creating new definitions of terms where required.
The work was done at the University of British Columbia with the assistance mainly of research
assistants Rachel Mills and Bart Ballaux and, later in the work, Randy Preston. Luciana Duranti,
the Project Director, participated in the early stages of the work. As the modeling exercise
progressed, the interim results were presented to the wider research group for their criticism and
comment, which often lead to improvements in the model.

Purpose, scope and perspective of the model

In one sense, the purpose of the COP model was to unify the three previously produced
models, which each depicted one of the functions in the life-cycle management of digital records.
As is widely recognized, digital records must be carefully managed throughout their entire
existence to ensure that they are accessible and readable over time with their form, content and
relationships intact to the extent necessary for their continuing trustworthiness as records. It is
also widely recognized that management of digital records must proceed from a comprehensive
understanding of all phases or stages in the lifecycle of records, from the time they are generated,
through their maintenance by their creator, and during their appraisal, disposition and long-term
preservation as authentic memorials of the actions and matters of which they are a part. The COP
model has, then, within its scope all these phases or stages in the lifecycle of digital records and
all the activities and important, specific actions that must be undertaken to ensure that digital
records are properly generated in the first instance, maintain their integrity over time, and can be
authentically reproduced at any time throughout their existence. As well, it characterizes the data

" See http://www.interpares.org/UBCProject/index.htm.

12 Duranti et al., Preservation of the Integrity of Electronic Records, op. cit.

'3 It is worth noting that the Open Archive Information System (OAIS) reference model, now an international standard (ISO
14721:2003), served as the basis for the preservation function model from InterPARES 1 and thus can, by extension, be said to
have also informed the COP model.

' See http://www.interpares.org/book/index.cfm.

'3 Luciana Duranti (ed.), The Long-term Preservation of Authentic Electronic Records: The Findings of the InterPARES Project
(San Miniato, Italy: Archilab, 2005). More specifically, Appendix 4: A Model of the Selection Function and Appendix 5: A
Model of the Preservation Function, 239-292.
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and information that must be gathered, stored and utilized during the various processes of
management throughout the lifecycle. The COP model also depicts the constraints or controls on
the various activities and actions it characterizes.

The matter of the viewpoint or perspective of the COP model is vital to its understanding.
The UBC Project model was produced from the perspective of the records creator; that is, any
entity with responsibility for long-term preservation of digital records. It could be an entire
organization, an agency within an organization, or even an office within an organization or
agency if such decentralization of records management were appropriate. In contrast, the two
InterPARES 1 Project models took the perspective of the records preserver; that is, the entity
responsible for long-term or continuing or enduring preservation of authentic digital records. It
could be a separate archival institution, such as a public archives responsible for preservation of
a government’s records, or an archival program or unit within an organization, such as a church,
business or university archives, or even a repository preserving archives of records creators with
which it has no organizational or administrative connection. Obviously, however, this last
example presents special problems for long-term preservation of digital records. In fact, the
measures taken to control digital records creation and maintenance in a setting where there is an
established relationship between records creators and a designated records preserver'® are much
more difficult to articulate when the preserver has no organizational relationship with the records
creators whose records it aims to preserve over the long term.

In any event, developers of the COP model faced a serious problem in unifying or
rationalizing the three pre-existing models, for they did not proceed from the same perspective.
This is precisely the problem that has generated criticism of the lifecycle concept, which all too
often finds it difficult to rationalize or coordinate all the activities of records creation,
maintenance and use by the records creator, with appraisal, disposition and long-term
preservation by the records preserver. The developers of the COP model solved this problem, in
effect, by adopting the perspective of the needs of the records. It is quite obvious that early
phases or stages in the records lifecycle are managed by the records creator and later phases or
stages by the records preserver, but the COP model proceeds from an understanding of the
theory, methods and practice of proper records processes throughout the lifecycle of the records.
This understanding recognizes that whoever takes responsibility for undertaking actions on
digital records must do so with the whole sweep of the records’ existence in mind. Nevertheless,
because the goal of the InterPARES Project is to develop knowledge of the requirements for
long-term preservation of authentic digital records, the COP model, it can be conceded, views all
the activities it depicts from the perspective of that goal of preservation of authentic digital
records, which, of course, is consonant with the perspective of the preserver.

Finally, it should be noted that the phrase “chain of preservation” was consciously chosen as
the title for the model to indicate that, from the perspective of long-term or continuing or
enduring preservation, all the activities to manage records throughout their existence are linked,
as in a chain, and interdependent. If a link in the chain fails, the chain cannot do its job. If certain
activities and actions are not undertaken on records, their trustworthiness (that is, their reliability
and authenticity) and preservation are imperilled.

18 A designated records preserver is the entity responsible for taking physical and legal custody of, and preserving (i.e.,
protecting and ensuring continuous access to) authentic copies of a creator’s inactive records. The role of the designated records
preserver should be that of a frusted custodian for a creator’s records; that is, a preserver who can demonstrate that it has no
reason to alter the preserved records or allow others to alter them and is capable of implementing all of the requirements for the
authentic preservation of records.
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Overview of the Chain of Preservation Model'’

Manage Chain of Preservation (A-0)

This top-level diagram delineates the subject of the model and its overall context represented
by a single box with its bounding arrows. The bounding arrows—representing the model’s
primary inputs, outputs, controls/constraints and mechanisms—interface with functions outside
the subject area being modeled, thus establishing the model’s focus.

Constraints on records activities

The IDEF0 methodology requires that constraints or controls on functions be identified.
Records are always generated and kept with certain constraints in mind. The first constraint on
the model has already been mentioned. It proceeds from an understanding of archival science;
that is to say, the model is founded on archival concepts, methods and practices, which were
articulated in the models produced prior to this exercise of producing the COP model.

The other constraints all relate to the context in which records come into being and exist.
Records creators and preservers operate in this context. The first aspect is the context of the
juridical system. The InterPARES Project adopts from diplomatics a definition of the term
juridical system. It is a social group that is organized on the basis of a system of rules and that
includes three components: the social group, the organizational principle of the social group and
the system of binding rules recognized by the social group. The records produced in a society
are, to a considerable extent, influenced by its social setting, by the kind of a society it is, by the
way it governs itself and, in particular, by the rules and customs by which it abides. Thus,
aspects of the juridical system constrain or influence the way records are made, kept,
communicated, used, maintained and preserved. Laws and regulations most directly affect
records processes. There may be laws or regulations that have to be observed when generating or
managing records or when maintaining and preserving them. For instance, governments pass
laws or promulgate regulations affecting their own records and the records of private bodies.
Managing the chain of preservation has to take such rules into account.

In any given context, records may be generated and treated according to various
international, national or other standards. Standards lay out rules or guidelines to regulate
activities, practices and the like. In any given context, it may be either necessary or desirable to
adhere to standards. These standards act as a further constraint on managing digital records.

The degree to which digital technology is available and the capabilities it has constitute a
further constraint. In any real situation, the state of technology may severely limit what can be
done in the management of digital records. The COP model was constructed with an
understanding of the capacity of information technology as it now exists. So, for instance, the
model assumes that software for electronic document and records management exists and can be
utilized and that technological means exist to migrate records. In other words, it assumes an ideal
situation, not one in which fiscal or other limitations prevail.

The final constraint, the preserver’s mission, is the one that most clearly indicates the
perspective of the model. The preserver’s mission is identified as a constraint because the main
interest animating the model is the long-term preservation of reliable, accurate and authentic
digital records. Now, obviously, there are additional constraints on record-making and
recordkeeping that are dictated by the mission, mandate and administrative habits of the records

'” The COP model IDEF0 diagrams, together with the activity and arrow definitions, are provided in Appendix 14.
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creator. Therefore, the mission, mandate and functions of the records creator act as a constraint
on its management of its digital records. This constraint was recognized in the UBC model, and
the COP model was created with this recognition in mind.

Mechanisms instrumental for record activities

Many resources are needed to generate, maintain, control and preserve digital records. The
COP model assumes that both the records creator and the records preserver will assign personnel
tasks for records creation and management, and records preservation, respectively. Various tools,
such as information technology and other equipment and supplies, will be needed to manage the
lifecycle of records, as will physical facilities and infrastructure. In a real situation, lack of these
resources obviously constrain what can be done, and often seriously. In the case of the model, a
situation of optimum resources is assumed to allow users to picture the ideal towards which, in
any given real situation, they may work.

Inputs to record activities

By definition, all of the top-level inputs to the model represent information or objects that
originate outside of the main activity being modeled. The first two inputs, creator’s existing
records and information about the creator’s existing records, acknowledge the fact that, aside
from rare instances where the model is used to support the development of a chain of
preservation framework for a new records creating entity, any entity to which the model is being
applied will already have in place some level of record-making and recordkeeping capacity,
however modest. In other words, it is assumed that most creators will have already created
records prior to developing and implementing the integrated chain of preservation framework
envisioned by this model. Thus, first two inputs represent records made or received by the
creator that predate the development and implementation of the chain of preservation framework
and that will need to be incorporated into the creator’s “new” record-making and recordkeeping
systems following implementation of the framework.

The next input, received documents, represents inputs received by the creator from external
juridical or physical persons subsequent to implementation of the framework. In some cases, the
creator may require additional information about the received documents’ context to properly
identify (i.e., attach to the documents identity metadata that convey the action in which the
documents participate and their immediate contexts—see A2.2.3), declare (i.e., intellectually set
the documents aside as records by registering and classifying them—see A2.2.4), and/or execute
(i.e., attach to the declared records metadata that convey information about the formal execution
phase of the administrative procedure in which the record participates—see A2.2.5) them.
Although the model does not specify exactly how, where or from what source this supplementary
information is or should be obtained, it is assumed that the information would either be generated
and supplied by the external entity transmitting the document to the creator in response to at
request from the creator, or be compiled by the creator through examination of other information
available about the external entity and/or the action to which the received documents relate.

In addition to analysis of the creator’s existing records (and information about the records),
information about the creator and information about the (designated) preserver—such as the
creator’s and preserver’s mission, organizational structure, activities and existing technological,
financial and human resources, etc.—are needed to help identify the framework policies and
design requirements for the chain of preservation framework (see Al.1).

Information about available technology (i.e., documentation concerning the software and
hardware available on the market to the creator and to the preserver) is required to support the
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(re)design for the record-making (see A1.2.1), recordkeeping (see Al.2.2) and permanent
preservation systems (see A1.2.3). It is also needed during the appraisal of the creator’s records
by the preserver to support the process of reconciling the preservation requirements of the
records being appraised with the preserver’s existing and/or potential preservation capabilities
(see A4.2.2.3.3).

Ideally, creator’s and preservers should, to the extent possible, establish and provide users
with access to formal records discovery instruments (indexes, inventories, record descriptions,
etc.) as well as put in place formal records access submission procedures. The final two top-level
inputs, unmediated access requests for kept records and/or information and unmediated access
requests for preserved records and/or information, recognize that this level of control is not
always feasible.

Outputs of record activities

Although there are many different top-level outputs, closer inspection reveals that they are all
either documents or records'® and could, in fact, be represented by just two arrows: documents
issued by the creator and documents issued by the preserver. The primary reason choosing
instead to identify the various types of documents and records generated by the creator and the
preserver at this level is to provide users of the model with an high-level overview of the main
types of record-making, recordkeeping and records preservation activities that generate output
that needs to be managed.

The Four Main Records Activities

The COP model distinguishes four main records activities: (1) managing the framework for
the chain of preservation, (2) managing records creation, (3) managing records in a
recordkeeping system and (4) preserving selected records. The following section summarizes
these main activities and their important outcomes.

Managing the Framework for the Chain of Preservation (A1)

This activity involves determining framework requirements and designing, implementing and
maintaining a chain of preservation framework. As used in this context, a framework means all
the elements of policy, strategy, method and so on needed to manage digital records.

Developing the Management Framework (A1.1)

This activity involves analyzing information about the records creator and its existing records
and about the designated records preserver to identify the management policies and design
requirements for the chain of preservation framework. Specifically, the component activities of
developing the management framework are:

1. to analyze the records creator (Al.1.1), which involves assessing key information about
the records creator to help identify the record-making and recordkeeping-related
requirements for the chain of preservation framework, including the creator’s:

e mission;
e organizational structure;

'8 Technically speaking, given the definition of record used by the InterPARES Project, all of the outputs are in fact documents
even though many are identified as records. This is because, by definition, a record is a document that an entity either makes or
receives and sets aside. From the perspective of the sender, things that send to external juridical or physical persons are
documents, while the copies of the sent documents retained by the sender are records.
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e activities;
e existing technological, financial and human resources; and
e records-related needs and risks.

2. to analyze the creator’s existing records (Al.1.2), which involves assessing creator’s
existing records and information about those records to determine framework
requirements for managing the records;

3. to analyze the designated records preserver (A1.1.3), which involves assessing the same
key information about the designated records preserver as noted above for the records
creator to help identify the preservation-related requirements for the chain of preservation
framework;

4. to establish the framework management policies (Al1.1.4), which involves developing
management regime policies for establishing overall framework design requirements
based on the findings of the above analyses of the designated preserver and the records
creator and its existing records; and

5. to establish the framework design requirements (A1.1.5), which involves first identifying
the rules guiding the design of the chain of preservation framework on the basis of the
analyses of the designated preserver and the records creator and its existing records, and
then issuing specific design requirements—that is, the record-making, recordkeeping and
permanent preservation needs that should guide the framework design—and framework
policies—that is, the collective, high-level management principles that should guide and
control the development of the framework requirements.

Designing the Framework (A1.2)

Designing the chain of preservation framework involves developing three things: (1) a
record-making system design, (2) a recordkeeping system design and (3) a permanent
preservation system design.

The distinction between the record-making and recordkeeping systems should be made clear.
The record-making system consists of a set of rules governing the creation of records and the
tools and mechanisms used to implement these rules. In practice, this involves the capture and
identification of documents, the declaration and execution of records and the deliberate act of
setting aside completed records by transferring them to the recordkeeping system. Thus, the
record-making system can be distinguished conceptually from the recordkeeping system, which
is a set of rules governing the controlled access to, and the storage, maintenance and disposition
of, kept records (i.e., completed records that have been “set aside” in the recordkeeping system
for future action or reference) and/or information about kept records and the tools and
mechanisms used to implement these rules. In real situations, this distinction might be
transparent to the user.

Designing the Record-making System (A1.2.1), the Recordkeeping System (A1.2.2) and the

Permanent Preservation System (A1.2.3)

The process for designing the record-making, recordkeeping and permanent preservation
systems involves the same four basic activities for each system (as discussed below). The major
design distinctions between the three systems relate primarily to the types of “sub-systems”
within each system and, to varying degrees, the types of rules and procedures and system
instruments associated with each system. As envisioned in this model, the so-called “sub-
systems” within each of the three main systems are distinguished primarily on the basis of
conceptual rather than concrete functional boundaries relating to the main types of activities that
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impact upon the creation and maintenance of accurate and reliable records and the long-term
preservation of authentic records. Thus, as with the distinction between the record-making and
recordkeeping systems, the distinctions between some or all of the sub-systems within each of
the three main systems may, in many cases, be transparent to the user. With this understanding in
mind, the key sub-systems for each of the three main systems as delineated as follows:

1. Record-making System:

a.

Document Capture System, the main purposes of which are to facilitate the recording
and saving of particular instantiations of incoming external documents or internal
documents made by the creator in accordance with the specifications of the creator’s
documentary forms, integrated business and documentary procedures and record-
making access privileges.

Document Identification System, the main purposes of which are to facilitate the
creation and recording of identity metadata for captured documents that convey the
action in which the document participates and its immediate context.

Records Declaration System, the main purpose of which is to facilitate the intellectual
“setting-aside” of captured and identified documents as records by assigning
classification codes from the classification scheme, and adding these codes to the
record’s identifying metadata, and by assigning registration numbers based on the
registration scheme, and adding these numbers to the record’s identifying metadata.
Records Execution System, the main purposes of which are to facilitate the creation
and recording of the key metadata (e.g., priority of transmission, transmission date,
actions taken, etc.) for each record that convey information related to, and actions
taken during the course of, the formal execution phase of the administrative
procedure in which each record participates.

Records Transfer System, the main purpose of which is to facilitate the transfer of
executed or completed records deemed worthy of retention by the creator to the
recordkeeping system for the purpose of maintaining them for future action or
reference.

2. Recordkeeping System:

a.

Records Information System, the main purposes of which are to facilitate the
generation, capture, compilation and management of information about records in the
recordkeeping system, and about all recordkeeping maintenance, access and
disposition activities applied to the records, for use in maintaining the authenticity of
the records in the recordkeeping system and for facilitating records appraisal
activities by the preserver and records indexing, storage, access and disposition
activities by the creator.

Records Indexing System, the main purpose of which is to facilitate the indexing of
records in the recordkeeping system, through assignment of access points to each
record using a controlled recordkeeping vocabulary, for the purpose of facilitating
effective and efficient discovery and retrieval of records in the recordkeeping system.
Records Storage System, the main purposes of which are to facilitate the processes of
placing and maintaining the digital components of the creator’s records, and their
metadata, in a storage system on digital media.

Records Retrieval System, the main purpose of which is to facilitate the extraction of
copies of the digital components of the creator’s records in storage, and their
metadata, in response to retrieval requests.
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Records Access System, the main purpose of which is to facilitate access to authentic
copies of the creator’s records, or information about the records, to authorized users
upon request by connecting users with the necessary tools (such as indexes) for
locating records and by effecting the reconstitution of retrieved digital components
and/or information in authentic form and the presentation of the manifested records or
information to users, and/or the packaging of retrieved digital components with
information about how to reconstitute and present the records and/or information with
the appropriate extrinsic form.

Records Disposition System, the main purposes of which are to facilitate the
authorized destruction and/or transfer to a designated preserver of the creator’s
records in accordance with the creator’s retention schedule and the preserver’s terms
and conditions of transfer and disposition rules and procedures.

3. Permanent Preservation System:

a.

Records Information System, the main purposes of which are to facilitate the
generation, capture, compilation and management of information about records in the
permanent preservation system, and about all preservation selection, acquisition,
description, storage, retrieval and access activities applied to the records, for use in
maintaining authentic copies of the creator’s records in the permanent preservation
system and for facilitating all records preservation activities.

Records Selection System, the main purposes of which are to facilitate the appraisal
and selection of the records of creators, as well as the ongoing monitoring of
appraised records, changes to the record-making and recordkeeping activities of the
creators whose records have been appraised and any other factors that might
significantly impact on the accuracy, validity or integrity of the preserver’s current or
active appraisal decisions.

Records Acquisition System, the main purposes of which are to facilitate the transfer,
intake, processing and accessioning of the records of creators selected for long-term
preservation.

Records Description System, the main purposes of which are to facilitate the
intellectual and physical control of accessioned records by recording information
about their nature, make-up and contexts (juridical-administrative, provenancial,
procedural, documentary and technological),’”” as well as about any changes the
records have undergone since they were first created.

Records Storage System, the main purposes of which are to facilitate the processes of
placing and maintaining the digital components of the accessioned records, and their
metadata, in a storage system on digital media.

Records Retrieval System, the main purpose of which is to facilitate the extraction of
copies of the digital components of the preserved records in storage, and their
metadata, in response to retrieval requests.

Records Access System, the main purpose of which is to facilitate access to authentic
copies of the preserved records, or information about the records, to authorized users
upon request by connecting users with the necessary tools (such as record
descriptions and complimentary description instruments such as guides, inventories,
indexes, repository locators and related finding aids) for locating records and by

' These contexts are defined in the report of the Authenticity Task Force (2001), “Appendix 1: Template for Analysis,” in Duranti,
Long-term Preservation , op. cit., 198—199. Online reprint available at http://www.interpares.org/book/interpares_book j app01.pdf.

InterPARES 2 Project, Modeling Cross-domain Task Force Page 10 of 233



InterPARES 2 Project Book: Part Five T. Eastwood, H. Hofman and R. Preston

effecting the reconstitution of retrieved digital components and/or information in
authentic form and the presentation of the manifested records or information to users,
and/or the packaging of retrieved digital components with information about how to
reconstitute and present the records and/or information with the appropriate extrinsic
form.

As noted above, the process for designing the record-making, recordkeeping and permanent
preservation systems involves the same four basic activities for each system. These activities are
identified as follows:

1.

to develop the system’s administrative infrastructure (A1.2.1.1, A1.2.2.1 and A1.2.3.1,
respectively), which for each system (and sub-system) involves defining, analyzing,
creating and documenting a comprehensive, integrated set of administrative policies,
strategies, rules and procedures, and instruments to support system activities and to
enable the systems to meet their functional requirements. Policies are the collective, high-
level management principles that guide and control development, implementation and
execution of a system/sub-system and the activities it supports. Strategies, which help
enable policies, are authoritative objectives and methods governing the operation of a
system/sub-system and the activities it supports. Rules and procedures, which, in turn,
help enable strategies, are the authoritative instructions governing the operation of a
system/sub-system and the activities it supports. Finally, within the context of this model,
instruments are the tools that support the various record-making, recordkeeping and
record preservation processes in each of the three main systems and each of their sub-
systems. The key rules and procedures and system instruments applicable to each of the
three main systems are described below.

e Rules and Procedures:

Within the record-making system, aside from the rules and procedures specific to the

activities within each sub-system, the general rules and procedures include (see

Al1.2.1.1.3):

a. integrated business and documentary forms, consisting of procedures for carrying
out the creator’s business that have been linked to a scheme or plan for
organization of the creator’s records;

b. procedures for ensuring the accuracy of records, consisting of authoritative
procedural orders designed to ensure that records are created accurate in the
record-making system;

c. procedures for ensuring the reliability of records, consisting of authoritative
procedural orders designed to ensure that records are created reliable in the
record-making system; and

d. record-making access privileges, consisting of specification of the authority to
compile, annotate, read, retrieve, transfer and/or destroy records in the record-
making system, granted to officers and employees of the creator;

Within the recordkeeping system, aside from the rules and procedures specific to the

activities within each sub-system, the general rules and procedures include (see

Al.2.2.1.4):

a. procedures for maintaining authentic records, consisting of authoritative
procedural orders designed to ensure that records maintain their identity and
integrity as they are managed and maintained in the recordkeeping system; and
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b. recordkeeping access privileges, consisting of specification of the authority to
annotate, read, retrieve, transfer and/or destroy records in the recordkeeping
system, granted to officers and employees of the creator;

Within the permanent preservation system, aside from the rules and procedures

specific to the activities within each sub-system, the general rules and procedures

include (see A1.2.3.1.4):

a. procedures for assessing the authenticity of records, consisting of authoritative
procedural orders designed to facilitate evaluation of the authenticity of the
creator’s records during appraisal and/or acquisition of the records by the
preserver;

b. procedures for maintaining authentic copies of records, consisting of
authoritative procedural orders outlining pre-established requirements for
maintaining authentic copies of the creator’s records in the custody of the
preserver; and

c. preservation access privileges, consisting of specification of the authority to
compile, annotate, read, retrieve, transfer and/or destroy records in the permanent
preservation system, granted to officers and employees of the creator;

o System Instruments:

Within the record-making system, the key system instruments include (see A1.2.1.1.4):

a. records forms, consisting of specifications of the documentary forms for the
various types of records of the creator;

b. record-making metadata schemes, consisting of lists of all necessary record-
making metadata to be recorded to ensure the reliability, accuracy, identification
and integrity of records created in the record-making system;

c. record-making reporting schemes, consisting of plans for the systematic
generation of documentation or reports of the creator’s record-making activities
according to logically structured conventions, methods and procedural rules; and

d. record profile schemes, consisting of plans for the systematic generation of digital
forms designed to contain the attributes of records that attest to their identity and
integrity, and which are generated when users create, send and/or close records,
are updated when users subsequently modify or annotate completed records, and
remain inextricably linked to the records for the entire period of their existence
while in the custody of the creator;

Within the recordkeeping system, the key system instruments include (see A1.2.2.1.4):

a. recordkeeping metadata schemes, consisting of lists of all necessary
recordkeeping metadata to be recorded to ensure the identification and integrity of
records maintained in the recordkeeping system;

b. recordkeeping registration and classification schemes, consisting of a method for
assigning a unique registration number to each record in the recordkeeping system
and a plan for the systematic identification and arrangement of business activities
and records into categories according to logically-structured conventions,
methods and procedural rules;

c. recordkeeping reporting schemes, consisting of plans for the systematic
generation of documentation or reports of the creator’s recordkeeping activities
according to logically structured conventions, methods and procedural rules; and
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d. retention schedule, consisting of a document providing description of records
series and/or classes and specifying their authorized dispositions;

e. controlled vocabulary/thesaurus, consisting of one or more managed sets of
purposefully delimited and standardised terms, phrases and concepts used by the
creator to control the values of metadata elements;

Within the permanent preservation system, the key system instruments include (see

Al.2.3.1.4):

a. preservation metadata schemes, consisting of lists of all necessary preservation
metadata to be recorded to ensure the identification and integrity of records
preserved in the permanent preservation system,;

b. records transfer registration and accession schemes, consisting of a method for
assigning a unique identifier to each received and accessioned records transfer,
respectively;

c. preservation reporting schemes, consisting of plans for the systematic generation
of documentation or reports of the preserver’s preservation activities according to
logically structured conventions, methods and procedural rules; and

d. controlled vocabulary/thesaurus, consisting of one or more managed sets of
purposefully delimited and standardised terms, phrases and concepts used by the
preserver to control the values of metadata elements;

2. to establish the system’s functional requirements (A1.2.1.2, A1.2.2.2 and A1.2.3.2,
respectively), which for each system (and sub-system) involves developing and
documenting comprehensive and integrated performance, monitoring and technological
system requirements. Performance requirements are the operational and administrative
specifications for measuring the continuing ability of a system/sub-system to fulfil its
purpose. Monitoring requirements are the operational and administrative conditions that
need to be established to facilitate ongoing assessment of the operation of a system/sub-
system in relation to the established performance requirements for the system/sub-
system. Technological requirements are the specifications of the hardware and software
needed for a system/sub-system.

3. to establish the system’s performance requirements (A1.2.1.3, A1.2.2.3 and A1.2.3.3,
respectively), which for each system (and sub-system) involves developing operational
benchmarks or standards for the operation of the system, in relation to the established
functional requirements, against which the continuing performance and adequacy of an
activity, function, process, sub-system or structure within the system can be measured;
and

4. to design the system’s functional infrastructure (Al1.2.1.4, A1.2.2.4 and A1.2.3.4,
respectively), which for each system (and sub-system) involves developing a
comprehensive, integrated design for the system and each of its sub-systems.

Implementing the Framework (A1.3)

This activity involves acquiring, testing and activating all the components of the record-
making, recordkeeping and permanent preservation systems and issuing information about any
problems encountered during implementation of any of these systems so that the framework
design can be modified accordingly.
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Maintaining the Framework (A1.4)

This ongoing activity involves: (a) assessing information about the performance of the
record-making, recordkeeping and permanent preservation systems, based on analysis of
performance reports periodically generated by the activities in each system and on updated
information about the creator and preserver, (b) as appropriate, making recommendations about
revising the framework design to correct problems or to accommodate newly-identified
requirements and (c) periodically generating requests for updated information about any
significant changes to the juridical-administrative, technological and related contexts within
which the records creator carries out its records-related activities.

Managing Records in a Record-making System (A2)

This second main activity involves overseeing and coordinating all the activities associated
with managing the making and receipt of digital records, transferring created records to the
recordkeeping system (i.e., “setting aside”) and monitoring the overall operation of the record-
making system. It is understood that documents will be generated in the course of the activities
of the creator. Once documents are made or received by the creator, the record-making activities
outlined below must be carried out as a precursor to setting aside the records in the
recordkeeping system and maintaining their authenticity.

Monitoring the Performance of the Record-making System (A2.1)

This activity involves assessing the efficacy of the performance of the record-making system
as a whole by analyzing performance reports on the operation of each of the record-making
system’s records capture, identification, declaration, execution and transfer sub-systems and, in
response, issuing (1) activity directives for record-making activities for each sub-system—that is,
authoritative procedural orders/instruments intended to facilitate effective, co-ordinated and
responsive record-making system activities—and (2) reports on the performance of the record-
making system to the overarching performance monitoring function (Maintain Framework, A1.4)
for use in continued refinement and maintenance of the chain of preservation framework.

Managing the Making and Receipt of Records (42.2)

This activity provides overall control and co-ordination of the creator’s activities related to
capturing and identifying make internal documents and documents received from external
juridical or physical persons and subsequently declaring and executing them as records.
Specifically, the component activities of managing the making and receipt of records are:

1. to make documents (A2.2.1), which involves compiling or composing digital information
in a syntactic manner in accordance with the specifications of the creator’s documentary
forms, integrated business and documentary procedures and record-making access
privileges. This activity results in made documents, which are discrete aggregations of
digital information that have been compiled in a syntactic manner, but which have not yet
been recorded or “captured” (i.e., affixed to a digital medium with fixed form and stable
content). In practical terms, this activity refers to document composition processes, such
as writing correspondence, filling out forms or the process of compiling a document
using information extracted from other sources, such as databases, documents and/or
records;

2. to capture documents made or received by the creator (A2.2.2), which involves recording
and saving (i.e., affixing to a digital medium in a stable syntactic manner) particular
instantiations of incoming documents from external juridical or physical persons and
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internal documents made by the creator in the record-making system in accordance with
the specifications of the creator’s integrated business and documentary procedures and
record-making access privileges, and attaching to each captured document the following
metadata:

a. For captured made documents:

e chronological date (and possibly time) of compilation and capture;

e documentary form—that is, whether the document is a report, a letter, a contract,
etc.; and

o digital presentation—that is, file format, wrapper, encoding, etc.

b. For captured received documents:

e chronological date (and possibly time) of transmission from the originator;

e chronological date (and possibly time) of receipt and capture;

¢ documentary form—that is, whether the document is a report, a letter, a contract,
etc.; and

e digital presentation—that is, file format, wrapper, encoding, etc.

Although, as modeled here, this is the first activity that generates “documents” in the
InterPARES sense of the term—that is, as “indivisible units of information constituted by
a message affixed to a medium (recorded) in a stable syntactic manner [with] fixed form
and stable content”—in practice, the distinction between the previous “making” and this
“capturing” activity will, in many situations, be essentially conceptual and transparent to
users.
to identify captured documents (A2.2.3), which involves attaching to each captured
document identity metadata that convey the action in which the document participates
and its immediate context, and that are vital to enabling the presumption of authenticity
of digital records,” including:

e names of the persons involved in the creation of the document, including:

- author(s)—that is, the physical or juridical person(s) responsible for issuing the

document;

- writer(s)—that is, the physical person(s) or position(s) responsible for articulating
the content of the document;

- addressee(s)—that is, the physical or juridical person(s) for whom the document
1s intended;

- originator(s) (if different from the author or writer}—that is, the physical
person(s), position(s) or office(s) responsible for the electronic account or
technical environment where the document is generated and/or from which the
document is transmitted;*' and

- receiver(s) or recipient(s)—that is, the physical or juridical person(s) to whom the
document may be copied or blind copied for information purposes;

0 See Authenticity Task Force (2002), “Appendix 2: Requirements for Assessing and Maintaining the Authenticity of Electronic

Records,” in Duranti, Long-term Preservation , op. cit., 204-219. Online reprint available at
http://www.interpares.org/book/interpares_book k app02.pdf.
2! Identification of the originator is only important in cases where the person, position or office responsible for physically

creating and/or transmitting the document is neither the author nor the writer, and when the presence of the originator’s name
appearing on, or in association with, the document calls into question the actual author and/or writer of the document. This is
most commonly associated with e-mails in instances where the name of the originator appears in the header of an e-mail and/or

its attachments that were in fact authored and/or written by another person, but physically manifested and/or transmitted on
behalf of that person by the originator.
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e name of the action or matter—that is, the subject line(s) and/or the title at the top of
the document;
¢ indication of the presence of a digital signature;
¢ indication of other forms of authentication, including:
- corroboration—that is, an explicit mention of the means used to validate the
document;
- attestation—that is, the validation of the document by those who took part in the
issuing of it, and by witnesses to the action or to the ‘signing’ of the document;
- subscription—that is, the name of the author or writer appearing at the bottom of
the document; and
- qualification of signature—that is, the mention of the title, capacity and/or
address of the person or persons signing the document;
¢ indication of any attachments—that is, mention of autonomous digital objects linked
inextricably to the document.

4. to declare captured and identified documents as records (A2.2.4), which involves
intellectually setting aside captured and identified documents as records by assigning
classification codes from the classification scheme to the documents and adding these
codes to the identifying metadata, and by assigning to the documents registration
numbers based on the registration scheme and adding these numbers to the identifying
metadata. The thinking here is that records classification, in particular, is a critical act in
creating a record. It establishes that a document has been “set aside” for incorporation in
the records of the creator and places it in relation to the business process of which it is a
part, to the action that generated it and to other records. In some classification systems, it
may also relate the record to the place in the administrative structure where it was
created. In particular, a classification scheme or plan lays out what the aggregations of
records are—that is, the series and classes of records—so that all of the records bearing
on particular processes and matters can be identified and circumscribed. Identity
metadata captured for this activity could include:

New metadata:

e classification code; and

e registration number.

Inherited metadata (i.e., identity metadata inherited from the current classification level

and from all higher levels in the classification system, as applicable):

e name of creator;

¢ indication of copyright or other intellectual rights;

e name of handling office (if not evident in the classification code);

e name of office of primary responsibility (if not evident in the classification code and
records retention schedule);

e access restriction code (if not evident in the classification code);

e access privileges code (if not evident in the classification code);

e vital record code (if not evident in the classification code); and

e planned disposition (if not evident in the classification code).

5. to execute records (A2.2.5), which involves attaching to each record metadata that
convey information related to, and actions taken during the course of, the formal
execution phase of the administrative procedure in which the record participates. This
activity may also involve transmitting documents to external physical or juridical persons
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and making record copies of the sent documents. Metadata captured for this activity
could include:

e priority of transmission;

transmission date, time and/or place;

actions taken;

dates and times of further action or transmission; and

information on any attachments—that is, mention of autonomous items that were
linked inextricably to the document prior to its transmission for the document to
accomplish its purpose.

Managing the Setting Aside of Completed Records (A2.3)

This activity provides overall control and co-ordination of the transfer of completed
(executed) records to the recordkeeping system. Specifically, the component activities of
managing the setting aside of completed records are:

1.

to monitor the performance of the record-making transfer system (A2.3.1), which
involves assessing the efficacy of the performance of the record-making transfer system
by analyzing reports on the operation of record-making transfer activities and, in
response, issuing (1) activity directives for transfer activities and (2) reports on the
performance of the record-making transfer system for use in continued maintenance of
the record-making system;
to prepare completed records for transfer to the recordkeeping system (A2.3.2), which
involves attaching to completed records integrity and related metadata that convey
information related to, and actions taken during the course of, managing the records for
records management purposes prior to setting them aside in the recordkeeping system;
compiling information about the records that is needed to meet all transfer information
requirements; and ensuring that the records are in the proper format for transfer to the
recordkeeping system as prescribed by recordkeeping system rules and procedures and
technological requirements. Metadata captured for this activity could include:

e archival or filing date—that is, the date on which a record is officially incorporated
into the creator’s records;

e draft or version number;

e expression of archival bond (e.g., via classification code, file identifier, record item
identifier, dossier identifier, etc.);

e name of the creator—that is, the name of the physical or juridical person in whose
archival fonds the record exists;

e indication of copyright or other intellectual rights (if applicable);*

e indication, as applicable, of the existence and location of duplicate records, whether
inside or outside the record-making or recordkeeping systems and, in instances where
duplicate records exist, which is the authoritative copy—that is, the instantiation of a
record that is considered by the creator to be its official record and is usually subject
to procedural controls that are not required for other instantiations;*

22 If a record comprises material copyrighted by different authors, indication of copyright clearance (or lack thereof) with related
dates is necessary.

2 InterPARES 2 Terminology Database, available at http:/www.interpares.org/ip2/ip2_terminology_db.cfm. In cases where a
record is certified by the author or creator as an “approved reproduction” of a work (for example, a digital work of art), indication
of the existence of such certification is required.
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name of the handling office (if not evident in the classification code)—that is, the
person or office using the record to carry out business;

name of the office of primary responsibility (if not evident in the classification code
or the records retention schedule)—that is, the office given the formal competence for
maintaining the authoritative version or copy of records belonging to a given class
within a classification scheme;24

indication of any technical changes to the records—for example, change of encoding,
wrapper or format, upgrading from one version to another of an application, or
conversion of several linked digital components to one component only—by
embedding directly in the record digital components that were previously only linked
to the record, such as audio, video, graphic or text elements like fonts;

indication of any annotations> or new attachments (e.g., records profiles);

access restriction code (if applicable and if not evident in the classification code)—
that is, indication of the person, position or office authorized to read the record;
access privileges code (if applicable and if not evident in the classification code)—
that is, indication of the person, position or office authorized to annotate the record,
delete it, or remove it from the system;

vital record code (if applicable and if not evident in the classification code)—that is,
indication of the degree of importance of the record to continue the activity for which
it was created or the business of the person/office that created it;*® and

planned disposition (if not evident in the classification code)—for example, removal
from the live system to storage outside the system, transfer to the care of a trusted
custodian, or scheduled deletion.

3. to transfer completed records to the recordkeeping system (A2.3.3), which involves
sending or transmitting completed records prepared for transfer to the office responsible
for the recordkeeping function with the accompanying documentation necessary for
recordkeeping. Metadata captured for this activity could include:

indication of the record(s) transferred,

name of the person effecting the transfer;

name of the entity to whom the records are transferred (if different than the office of
primary responsibility); and

date/time of the transfer.

Managing Records in a Recordkeeping System (A3)

This third main activity involves overseeing and coordinating all the activities associated
with maintaining records in the recordkeeping system to ensure their continuing authenticity,
facilitating access to them, carrying out their disposition and monitoring the overall performance
of the recordkeeping system.

2 This may be the same as the handling person/office.

25 Annotations are additions made to a record after it has been completed or executed. Therefore, annotations are not considered
elements of the record’s documentary form.

%6 The vital record code only pertains to specific communities of practices, such as legal and medical offices, who must identify
the records that are vital to the continuance of their business in case of disaster and who would therefore exercise special
protection measures on those records.
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Monitoring the Performance of the Recordkeeping System (A3.1)

This oversight activity involves assessing the efficacy of the recordkeeping system as a
whole by analyzing reports on the operation of each of the recordkeeping system’s records
information, indexing, storage, retrieval, access and disposition sub-systems (and, as necessary,
by examining records) and, in response, issuing (1) activity directives for each of the sub-
systems and (2) reports on the performance of the recordkeeping system to the overarching
performance monitoring function (Maintain Framework, A1.4) for use in continued refinement
and maintenance of the chain of preservation framework.

Managing the Maintenance of Kept Records (A3.2)

This activity involves managing information about maintenance activities carried out on
records in the recordkeeping system, managing the indexing of the records and the development
of indexing instruments and managing the storage of the records or, more accurately, their digital
components in the recordkeeping storage system.

Managing Information About Kept Records (43.2.1)

The main infrastructural component supporting this activity is a recordkeeping information
system. It is important to emphasize that, as envisioned in this model, an information system
(whether in the recordkeeping or permanent preservation system) is a set of rules governing the
management and maintenance of information about the operation of the system and about the
records in the system—including their digital components and the maintenance actions applied to
them—and the tools and mechanisms used to implement these rules. Thus, it is much more than
a software application, such as an electronic document and records management system
(EDRMS)—which would, instead, simply constitute one of the tools within the system.

In general terms, this activity provides overall control and co-ordination of contextual and
related information about records transferred to, and maintained in, the recordkeeping system,
information about their access and use and information about ongoing records maintenance
activities for use in records appraisal activities by the preserver and in records indexing, storage,
access and disposition activities by the creator.

In terms of the underlying concern for maintaining the authenticity of the creator’s records,
the aim of this activity is to make sure that the nature of any actions undertaken upon the records
is documented, whether through additions of integrity metadata or by compilations of reports, to
provide a kind of audit trail on what has happened to the records since their creation. Such
information is necessary when assessing the ongoing trustworthiness (reliability and authenticity)
of the records in the system. In some cases, it may also be necessary to test the accuracy of
records, such as when changes are made to a database that may affect the accuracy of data used
to generate records.

The primary outputs of this activity include:

1. recordkeeping information system performance information—that is, continuously
logged and updated documentation concerning the ability of the recordkeeping
information sub-system to fulfil is purpose and achieve its performance objectives;

2. information about kept records for appraisal—that is, documentation compiled about the
identity, integrity, format, form, context or other characteristics of records in the
recordkeeping system for the purpose of appraising records and making appraisal
decisions;
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information about kept records for creation—that is, documentation compiled about
records in the recordkeeping system for the purpose of helping inform and direct records
creation activities;

information about context—that is, documentation compiled about the juridical-
administrative, provenancial, procedural, documentary and/or technological contexts of
kept records that is not available from the records themselves, for the purpose of
facilitating appraisal;

information about kept records in storage—that is, documentation compiled about kept
records in the recordkeeping storage system for the purpose of processing retrieval
requests for records and/or information about records;

information about digital components of kept records—that is, technical information
compiled about digital components of records in the recordkeeping storage system for the
purpose of facilitating discovery of, and/or processing access requests for, records and/or
information about records;

information for indexing—that is, documentation compiled about kept records for the
purpose of establishing access points and creating indexing instruments to facilitate
record discovery and retrieval; and

information for storage of kept records—that is, documentation compiled about kept
records and their elements and digital components for the purpose of facilitating their
storage and continued maintenance.

Managing the Indexing of Kept Records (A3.2.2)
This activity provides overall control and co-ordination of records indexing activities. The
component activities of managing the indexing of kept records are:

1.

to monitor the performance of the recordkeeping indexing system (A3.2.2.1), which
involves assessing the efficacy of the performance of the recordkeeping indexing system
by analyzing reports on the operation of recordkeeping indexing activities and, in
response, issuing (1) activity directives for indexing activities and (2) reports on the
performance of the indexing system for use in continued maintenance of the
recordkeeping system;

to index kept records (A3.2.2.2), which involves establishing and recording access points
for kept records within the context of a controlled recordkeeping vocabulary applied
according to recordkeeping indexing system rules, procedures and strategies; and

to develop indexing instruments (A3.2.2.3), which involves preparing tools that facilitate
discovery and retrieval of the records in the recordkeeping system, such as guides,
inventories and indexes.

Managing the Storage of Kept Records (43.2.3)

This activity provides overall control and co-ordination of the recordkeeping storage system
and the records stored in the system. The component activities of managing the storage of kept
records are:

I.

to monitor the performance of the recordkeeping storage system (A3.2.3.1), which
involves assessing the efficacy of the performance of the recordkeeping storage system
by analyzing reports on the operation of recordkeeping storage activities and, in response,
issuing (1) activity directives for storage activities and (2) reports on the performance of
the storage system for use in continued maintenance of the recordkeeping system;

InterPARES 2 Project, Modeling Cross-domain Task Force Page 20 of 233



InterPARES 2 Project Book: Part Five T. Eastwood, H. Hofman and R. Preston

2. to place the kept records in storage (A3.2.3.2), which involves placing the digital
components of kept records and their metadata into storage in accordance with the
procedures for maintaining authentic records and the actions prescribed by the
recordkeeping storage system strategies, rules and procedures and activity directives.
Integrity metadata captured for this activity could include:

indication of the original state (e.g., file format) of the record(s) prior to storage;
indication of any modification(s) made to the record(s) in preparation for storage;
indication of the state of the record(s) after the modification(s) (e.g., impact on form,
format, authenticity, etc.);

reason/authorization for the modification(s) (e.g., through reference to the relevant
section of the recordkeeping storage system strategy);

date/time of any modification(s);

name of the person responsible for the modification(s);

name of person responsible for placing the record(s) in storage;

date/time the record(s) was/were placed in storage; and

location of the record(s) in storage.

3. to maintain records in the recordkeeping storage system (A3.2.3.3), which involves the
following activities:

a.

to monitor the kept records in storage (A3.2.3.3.1), which involves (1) keeping track
of the condition and maintenance requirements of kept records—more specifically,
their digital components and metadata—and the media on which they are stored in the
recordkeeping storage system to identify storage that needs backing-up, digital
components and/or metadata that need correcting or updating and media that need
refreshing and (2) issuing on maintenance activity reports that provide continuously
updated documentation indicating the location of digital components of kept records
in storage, the presence, nature and locations of recordkeeping system backups, the
occurrence of storage problems, the actions taken to correct storage problems, the
actions taken to update records and refresh storage media, the results of such actions
and assessment of the impact, if any, of the maintenance activities on the authenticity
of the records;

to back-up the recordkeeping storage system (A3.2.3.3.2), which involves routinely
creating copies of the digital content in the recordkeeping storage system for the
purpose of recovery in the event of a disaster resulting in system failure or corruption,
and recording information about the back-up activities. It is important to distinguish
here between comprehensive system backups and localized content backups. System
backups contain a copy of a// the digital objects in the system, including the operating
system, the software applications and all digital objects (i.e., digital components of
the records and their metadata) in the system. A system backup provides the
maximum level of recovery potential in the event of a disaster or system corruption.
Content backups contain a copy of selected aggregations of the digital objects in the
system and, therefore, only offer limited recovery potential, especially in cases where
system applications become corrupted. Integrity metadata about these back-up
activities, captured in activity reports, could include:*’

27 As per InterPARES 1 Benchmark Requirement A.3 - Protective Procedures: Loss and Corruption of Records (Authenticity
Task Force, “Appendix 2,” op. cit., 211).
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¢ indication of the reason/authorization for the backup (e.g., through reference to
the relevant section of the recordkeeping storage system strategy);

¢ indication of the type of backup (e.g., incremental, differential, full) ;

¢ indication of the extent or content of the backup (e.g., full system, selected groups
of records, etc.);

e name of the person creating the backup;

e date/time of the backup;

¢ indication of the software application (including version number) used to create
the backup; and

e location of the backup; and

e backup identification number.

C. to correct problems with kept records in storage (A3.2.3.3.3), which involves taking
the actions prescribed by the relevant recordkeeping storage system strategies, rules and
procedures and activity directives, in accordance with the procedures for maintaining
authentic copies of records, to identify and eliminate problems in storage to ensure that
the records remain accessible, legible and intelligible over time; and recording
information about the correction activities and the corrected digital components.
Integrity metadata about this activity, captured either as metadata attached to the
records or in activity reports, could include:**
¢ indication of the original state (e.g., file format) of the record(s) prior to correction;
¢ indication of the correction processe(s) used;
¢ indication of the state of the record(s) after correction (e.g., impact on form,

format, authenticity, etc.);
¢ indication of the reason/authorization for the correction(s) (e.g., through reference
to the relevant section of the recordkeeping storage system strategy);

name of the person responsible for the correction(s);

date/time of the correction(s);

location of the corrected record(s); and

correction identification number.

d. to update kept records in storage (A3.2.3.3.3), which involves carrying out conversion
actions on the digital components of kept records in storage in accordance with the
procedures for maintaining authentic records and the actions prescribed by the relevant
recordkeeping storage system strategies, rules and procedures and activity directives, to
ensure the records remain accessible, legible and intelligible over time; and recording
information about the updating activities and the updated digital components. Typical
conversion activities might include migration, standard-ization or transformation to
persistent form. Integrity metadata related to this activity would be similar to those
noted above for correction activities;29 and

e. to refresh the media for kept records in storage (A3.2.3.3.5), which involves copying or
transferring the digital components of kept records in storage from one medium to
another—or otherwise ensuring that the storage medium remains sound—in accordance
with the procedures for maintaining authentic records and the relevant actions prescribed

28 1.
Ibid.

? As per InterPARES 1 Benchmark Requirement A.4 - Protective Procedures: Media and Technology (Authenticity Task Force,

“Appendix 2,” op. cit.).
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by the recordkeeping storage system strategies, rules and procedures and activity
directives; and recording information about the refreshment activities and about any
impact to the digital components on the refreshed media. Again, integrity metadata
related to this activity would be similar to those noted above for correction activities.*

Managing Access to Kept Records (43.3)

The recordkeeping access system is defined as a set of rules governing the specific methods
and strategies for discovering, reconstituting and presenting and/or packaging retrieved records
and/or information about records in the recordkeeping system and the tools and mechanisms
used to implement these rules.

This activity entails facilitating the discovery of, and managing access requests for, kept
records and/or information about kept records and monitoring the performance of the
recordkeeping access system.

Monitoring the Performance of the Recordkeeping Access System (43.3.1)

This activity involves assessing the efficacy of the performance of the recordkeeping access
system by analyzing reports on the operation of recordkeeping access activities and, in response,
issuing (1) activity directives for access activities and (2) reports on the performance of the
access system for use in continued maintenance of the recordkeeping system.

Facilitating the Discovery of Kept Records and/or Information (A3.3.2)
This activity provides authorized internal and external users with mediated records query,
search and discovery support through the use of tools such as thesauri and records indexes.

Managing Requests for Kept Records and/or Information (43.3.3)

This activity provides overall control and co-ordination of internal and external requests for
access to records and/or information about kept records by processing access requests, retrieving
the digital components for the requested records and/or information, verifying the retrieved
components and information and providing access to the retrieved records and/or information.
The component activities of managing requests for kept records and/or information are:

1. to process requests for kept records and/or information (A3.3.3.1), which involves the

following activities:

a. to register recordkeeping access requests (A3.3.3.1.1), which involves recording
registration information about received mediated and unmediated requests for access to
kept records and/or information about the records and issuing notifications of receipt to the
persons requesting the records. Integrity metadata captured for this activity could include:
e name of the person requesting the record(s) and/or information;

name of the person for whom the request is being made (if different than the above);

date/time of the request;

indication of the records and/or information requested;

access privileges of the requester;

name of the person registering the request;

request registration number;

e indication of notification of receipt sent (including indication of any additional
information needed to register the request, if any);

30 Ihid.
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e name of person to whom the notification of receipt was sent;
e name of the person issuing the notification of receipt; and
e date/time the notification of receipt was sent.

b. to retrieve information needed to process recordkeeping access requests (A3.3.3.1.2),
which involves gathering the information, from indexing instruments, controlled
vocabularies, record profiles and other recordkeeping tools, needed to process the
access requests and translate them into retrieval requests;

C. to generate recordkeeping retrieval requests (A3.3.3.1.3), which involves translating
access requests into requests to the recordkeeping storage and information systems
for retrieval of the exact digital components and/or information required to fulfil the
access requests; and

d. to generate recordkeeping requests specifications (A3.3.3.1.4), which involves
issuing instructions to the recordkeeping retrieval and access systems on how to fulfil
requests for kept records and/or information about the records based on analyses of
the requests and the processing information received from A3.3.3.1.3 in relation to
the relevant recordkeeping access system strategies, rules and procedures (including
procedures for maintaining authentic records) and access privileges;

2. to retrieve the requested kept records and/or information (A3.3.3.2), which involves
outputting copies of the digital components of the requested records and information
about the records and their digital components—such as their identity, integrity, format,
form, context, content, etc.—in response to retrieval requests; and

3. to verify the retrieved kept records and/or information (A3.3.3.3), which involves
determining (1) whether all the components and information necessary to satisfy an
access request have been received from the recordkeeping storage and information
systems, (2) whether the retrieved components and information can be processed for
output and (3) in cases where digital components are encountered that need updating or
correcting, redirecting them (or information about the problems encountered) to the
maintenance function of the recordkeeping storage system. Integrity metadata captured
for this activity could include:

request registration number;

indication of the measures used to verify the retrieved digital components and/or information;

name of the person verifying the retrieved digital components and/or information;

indication of the determination of verification (i.e., verified, rejected);

reason(s) for rejection (as appropriate);

indication of required maintenance action(s) (as appropriate); and

date of verification/rejection.

4. to provide access to the retrieved kept records and/or information (A3.3.3.3), which
involves providing users with access to copies of kept records and/or information about
the records. For certain requests, such as those under freedom of information and privacy
laws, it may be necessary to document and keep information about the records and/or
information issued in response to requests, to whom the records and/or information were
issued and when. In cases where redacted records are issued, a copy of the redacted’’
record should be created and its existence properly documented with the appropriate

3! Richard Pearce-Moses, in his A4 Glossary of Archival and Records Terminology, defines redaction as “the process of concealing
sensitive information in a document before being released to someone not authorized to see that information.” See
http://www.archivists.org/glossary/index.asp.
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metadata. Unsuccessful attempts to provide access to the records and/or information

trigger the creation of a “notification of rejection of recordkeeping access request” that is

issued to the requestor, a record copy of which is also retained by the creator. The
component activities of providing access to retrieved kept records and/or information are:

a. to reconstitute kept records and/or information (A3.3.3.3.4.1), meaning to link or
assemble all the verified digital components of the requested records and/or
information for the purpose of reproducing and manifesting (presenting) to the user
copies of the records and/or information in authentic form and, if necessary, to redact
information to meet privacy and/or copyright requirements. Integrity metadata
captured for this activity could include:

e indication of any problems encountered in reconstituting the records and/or
information in authentic form,;

indication of required maintenance action(s);

indication of any redaction for privacy or copyright reasons;

indication of the reason/authorization for the redaction;

date of the redaction;

name of the person responsible for handling/executing the redaction; and
e registration number of the record copy of the redacted record issued to the user.

b. to manifest kept records and/or information (A3.3.3.3.4.2), meaning to present to the
user copies of the reconstituted requested records and/or information about the
records with the appropriate extrinsic form and, in the case of records aggregates,
with information about their relationships to one another (archival bond). This
activity also involves providing users with a Certificate of Authenticity, if requested.
Regarding metadata, this activity results in the production or compilation of two sets:
one set of integrity metadata for the creator to document the activity and one set of
identity and integrity metadata for the user. Metadata captured for this activity could
include:

Records Creator (integrity metadata)
For requests that are fulfilled (in part or in whole)
¢ indication of the record(s) and/or information presented;

indication of any redaction for privacy or copyright reasons (as appropriate);

indication of a Certificate of Authenticity, if issued;

indication of the means by which the records were authenticated™”

name of the person to whom the record(s) and/or information were presented;

date when the record(s) and/or information were presented;

name of the person responsible for handling/effecting the access request;

e indication of the state or condition of the record(s) and/or information at time the
request was fulfilled (including, especially, an indication of instances where a
copy of a presented record is known not to fully and faithfully reproduce the
elements expressing its identity and integrity);** and

e indication of any problems encountered in manifesting the records and/or
information in authentic form.

32 As per InterPARES 1 Benchmark Requirement A.6 - Authentication of Records (Authenticity Task Force, “Appendix 2,” op.
cit., 212).
33 In reference to InterPARES 1 Baseline Requirement B.2.d. (Ibid., 213.).
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For requests that cannot be fulfilled (in part or in whole)

indication of why the request cannot be fulfilled;

name of the person responsible for determining that the request cannot be
fulfilled;

indication that a notification of rejection was sent;

name of the person to whom the rejection notification was sent;

name of the person responsible for issuing the rejection notification; and
date/time the rejection notification was sent.

Records User
Identity metadata™

name(s) of the person(s) concurring in formation of the record(s);
name(s) of action or matter;

date(s) of creation and transmission of the record(s);

expression of archival bond; and

indication of any attachments.

Integrity metadata (as necessary)

indication of access privileges used to control creation and maintenance of the
presented record(s);”

indication of protective procedures used to prevent corruption of the presented
record(s);

indication of protective procedures used to guarantee the continuing identity and
integrity of the presented records against media deterioration and across
technological change;”’

indication of the means by which the presented record(s) was/were authenticated;
indication of instances where a copy of a presented record is known not to fully
and faithfully reproduce the elements expressing its identity and integrity;
indication of any redaction for privacy or copyright reasons;

indication of the reason/authorization for the redaction;

date of the redaction;

name of the person responsible for handling/executing the redaction;

date when the requested record(s) and/or information were presented; and

name of the person responsible for handling/executing the access request.

c. to package kept records and/or information for output (A3.3.3.4.3), meaning to
combine the digital components of the requested records and/or information with
instructions on how to reconstitute and manifest the records or information with the
appropriate extrinsic form. Regarding metadata, this activity results in the production
of the same two sets of metadata outlined above, with the exception of the indication
of a Certificate of Authenticity.

3* As per InterPARES 1 Benchmark Requirement A.1 - Expression of Record Attributes and Linkage to Record (Ibid., 210.).
35 As per InterPARES 1 Benchmark Requirement A.2 - Access Privileges (Ibid., 211.).
36 As per InterPARES 1 Benchmark Requirement A.4 - Protective Procedures: Media and Technology (Ibid.).

37 Tbid.
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Managing the Disposition of Kept Records (A3.4)

This final recordkeeping system activity provides overall control and co-ordination of
records disposition activities, including monitoring the performance of the disposition system,
processing disposition information and, in accordance with disposition activity directives and
disposition rules, procedures and strategies, destroying kept records and/or preparing and
transferring kept records to the designated preserver. The component activities of managing the
disposition of kept records are:

1. to monitor the performance of the disposition system (A3.4.1), which involves assessing
the efficacy of the performance of the recordkeeping disposition system by analyzing
reports on the operation of disposition activities and feedback/information received via
records transfer notifications® and, in response, issuing (1) activity directives for
disposition activities and (2) reports on the performance of the disposition system for use
in continued maintenance of the recordkeeping system. A specific type of activity
directive related to this activity would be an order to rectify a rejected transfer in
response to receipt of a “notification of rejection of transfer” from the designated
preserver. Such a directive would instruct disposition activity management staff to
remedy problems that resulted in rejection of an attempted records transfers and, as
appropriate, reinitiate the transfer;

2. to identify kept records for disposition (A3.4.2), which involves identify records and
information about records in the recordkeeping system that are earmarked either for
destruction or for transfer to the designated preserver, as determined by the creator’s
retention schedule;

3. to destroy kept records (A3.4.3), which involves obliterating the kept records, and
information related to the records (e.g., record profiles, index references, etc.), identified
for destruction and providing documentation about the records destroyed. Metadata
captured for this activity could include:*

e indication of the records and related information (e.g., records profiles, index
references, etc.) destroyed;

e indication of the reason/authorization for the destruction (e.g., reference to the
relevant retention schedule, including the version number of the retention schedule, as
applicable);

e name of the person responsible for handling/executing the destruction; and

e date/time of the destruction.

4. to prepare kept records for transfer to the designated preserver (A3.4.4), which involves
attaching to the kept records identified for transfer integrity and related metadata about
actions taken during the course of preparing the records for transfer to the designated
preserver in accordance with the terms and conditions of transfer, and compiling
information about the records that is needed to meet all information requirements of the

38 These transfer notifications include: Notifications of Receipt of Transfer, which are formal instruments sent to the creator by
the preserver acknowledging that the preserver has received the transfers and, if needed, requesting that the creator address any
problems encountered in registering the transfers; and Notifications of Rejection of Transfer, which are formal instruments sent to
the creator by the preserver indicating that transfers of records do not satisfy requirements for being accessioned or preserved,
because the transfers are unauthorized, do not contain the proper records, contain records that cannot be authenticated or whose
preservation is not feasible. For further details about these instruments, see discussion of activity 4.3. Acquiring Selected
Records, below.

3 As per InterPARES 1 Benchmark Requirement A.8 - Removal and Transfer of Relevant Documentation (Authenticity Task
Force, “Appendix 2,” op. cit., 212.).
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designated preserver, as outlined in the terms and conditions of transfer. Integrity

metadata captured for this activity could include:*’

e indication of any technical changes applied to the records in preparation for the
transfer (e.g., conversion to a new format), including the results/consequences of the
actions (especially with regard to authenticity);

e indication of the reason/authorization for the actions (e.g., reference to the relevant
terms and conditions of transfer);

e name of the person responsible for handling/executing the transfer preparation
actions; and

e date/time when the actions were carried out.

5. to transfer kept records to the designated preserver (A3.4.5), which involves relocating
kept records selected for long-term preservation to a designated records preserver (or, as
applicable, the office of the creator responsible for the permanent preservation function),
along with the accompanying transfer documentation necessary for permanent
preservation. Such documentation includes administrative information about the transfer
needed by the preserver to register the transfer, confirm the authorization for the transfer
and verify its contents—such as an indication of the entity transferring records, the
contents of the transfer, the terms and conditions governing the transfer, etc. It also
includes more specific information about the records in the transfer that the preserver will
need for the purposes of: (1) establishing the identity and demonstrating the integrity of
the records being transferred, (2) identifying their logical format, constituent digital
components, documentary form and other preservation-related characteristics, (3)
properly ordering the records with respect to their relationships with each other (i.e., their
archival bond) and (4) associating the records with their relevant contexts (juridical-
procedural, provenancial, procedural, documentary, technical). Integrity metadata
captured for this activity could include:*'

e indication of the records transferred;

¢ indication of the reason/authorization for the transfer (e.g., reference to the relevant

terms and conditions of transfer);

creator’s transfer registration number;

name of the person responsible for handling/executing the transfer;

name of the entity to whom the records were transferred; and

date/time of the transfer.

Managing Records in a Permanent Preservation System (A4)

This third main activity involves overseeing and coordinating all the activities associated
with preserving records in the permanent preservation system to ensure their continuing
authenticity while in the custody of the designated preserver. The key activities of the permanent
preservation function are to appraise and select, acquire, preserve and output records selected for
long-term preservation, and to monitor the performance of the permanent preservation system.
These activities are viewed from the perspective of the entity responsible for long-term
preservation of authentic copies of the creator’s digital records; that is, the designated records
preserver, who will carry out the preservation activities. By contrast, the activities of record-

40 Ibid.
4 Ibid.
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making and recordkeeping, discussed above, were viewed from the perspective of the preserver,
but as carried out by the records creator. It is true that records creators may also take
responsibility for long-term preservation of digital records. In such a case, the records creator
would still have to adopt the perspective (and responsibilities) of the designated records
preserver to undertake the following activities.

Monitoring the Performance of the Permanent Preservation System (A4.1)

Similar the performance monitoring function for the recordkeeping system, this activity
involves assessing the efficacy of the permanent preservation system as a whole by analyzing
reports on the operation of each of the permanent preservation system’s records information,
selection, acquisition, description, storage, retrieval and access sub-systems (and, as necessary,
by examining records) and, in response, issuing (1) activity directives for each of the sub-
systems and (2) reports on the performance of the permanent preservation system to the
overarching performance monitoring function (Maintain Framework, A1.4) for use in continued
refinement and maintenance of the chain of preservation framework.

Appraising Records for Permanent Preservation (A4.2)

Although appraising records is ultimately the responsibility or preservers, in cases where, as
recommended in this model, retention scheduling is employed, decisions on the disposition of
records will regularly be made by a records creator as part of the design, implementation and
management of its recordkeeping system. In some cases, appraisals may be made when it is
determined that records in a longstanding system need to reach a disposition. In either case, this
activity entails making appraisal decisions by compiling information about kept records and their
context, assessing their value, determining the feasibility of their preservation and monitoring the
performance of the preservation selection system. It also involves monitoring appraised records
and appraisal decisions, in relation to updated information about the creator and the preserver, to
identify evolving conditions that might make it necessary for the preserver to adjust or redo an
appraisal.

Monitoring the Performance of the Preservation Selection System (A4.2.1)

This activity involves assessing the efficacy of the performance of the preservation selection
system by analyzing reports on the operation of preservation selection activities and, in response,
issuing (1) directives for selection activities and (2) reports on the performance of the selection
system for use in continued maintenance of the permanent preservation system.

Analyzing Kept Records for Preservation (44.2.2)

This activity involves assessing information concerning the kept records being appraised,
including information about their contexts, value and preservation feasibility. In some cases, this
activity could be initiated through instructions issued by the appraisal monitoring function
(discussed below) to revise or update previous appraisal decisions. In particular, the component
activities of analyzing kept records for preservation are:

1. to analyze information about appraised records (A4.2.2.1), which involves collecting,
organising, recording and assessing relevant information from the kept records being
appraised and about their juridical-administrative, provenancial, procedural, documentary
and technological contexts;

2. to assess the value of appraised records (A4.2.2.2), which involves the following
activities:
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a. to assess the continuing value of the appraised records (A4.2.2.2.1), which means to
determine the capacity of the records being appraised to serve the continuing interests
of their creator and society;

b. to assess the authenticity of the appraised records (A4.2.2.2.2), which means to
determine the grounds for presuming the records to be authentic. This activity, in
turn, entails: (1) compiling evidence to support a presumption of authenticity
(A4.2.2.2.2.1), which involves collecting, organizing and recording evidence of the
identity and integrity of the records being appraised and about the procedural controls
applied to them during their creation and maintenance by the creator, (2) measuring
the evidence compiled about the identity, integrity and procedural controls of the
records being appraised against the requirements for authentic records®
(A4.2.2.2.2.2) and (3) in cases where the examined evidence is too weak to support a
presumption of authenticity, using other verification methods® to determine the
authenticity of the records being appraised in cases where there is insufficient
evidence to meet the requirements for presuming the authenticity of the records; and

C. to determine the value of the appraised records (A4.2.2.2.3), which means to
establish the value of the appraised records based on the results of the assessments of
the records’ authenticity and continuing value as well as information about their
suitability and relevance in relation to the preserver’s mission and its existing
holdings;

3. to determine the feasibility of preserving the appraised records (A4.2.2.3), which
involves the following activities:

a. to determine the record elements to be preserved (A4.2.2.3.1), which means to
identify, among the records being appraised, the necessary documentary components
(e.g., record profile, attachments, annotations, etc.) and elements of form (e.g., author,
date, subject line, etc.) that must be preserved to protect the authenticity of those
records;

b. to identify the digital components to be preserved (A4.2.2.3.2), which means to
identify the digital components that manifest the record elements that need to be
preserved to protect the authenticity of the records selected for permanent
preservation; and

C. to reconcile the identified preservation requirements with the preserver’s
preservation capabilities (A4.2.2.3.3), which means to determine whether the digital
components manifesting the record elements that need to be preserved to protect the
authenticity of the records selected for permanent preservation can in fact be
preserved given the preserver’s current and anticipated preservation capabilities.

The final outputs of these three activities include: (1) documentation about the digital
components to be preserved—specifically, information about the way in which the record
elements to be preserved are manifested in the electronic environment, construed for the

2 The model assumes the requirements as listed in the InterPARES 1 Project’s “Requirements for Assessing and Maintaining the
Authenticity of Electronic Records” (Authenticity Task Force, “Appendix 2,” op. cit., 204-219).

4 Alternative “[m]ethods of verification include, but are not limited to, a comparison of the records in question with copies that
have been preserved elsewhere or with back-up tapes; comparison of the records in question with entries in a register of incoming
and outgoing records; textual analysis of the record’s content; forensic analysis of aspects such as medium and script; a study of
audit trails; and the testimony of a trusted third party” (Heather MacNeil et al., “Part One — Establishing and Maintaining Trust in
Electronic Records: Authenticity Task Force Report,” in Duranti, Long-term Preservation, op. cit., 50. Online reprint available at
http://www.interpares.org/book/interpares_book d partl.pdf).
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purposes of instructing preservation activities and (2) preservation feasibility reports—that is,
documented assessments of whether the record elements and digital components of the records
proposed for preservation can be preserved given the preserver’s current and anticipated
preservation capabilities.

Making Appraisal Decisions (A4.2.3)

This activity involves determining and documenting the retention and disposition of the
selected records based on valuation and feasibility information and agreeing on and
documenting—through consultation with the creator—the terms and conditions of transfer of the
selected records to the preserver. InterPARES 2 defines terms and conditions of transfer as “formal
instruments that identify in archival and technological terms digital records to be transferred,
together with relevant documentation [for their long-term preservation], and that identifies the
medium and format of transfers, when the transfers will occur, and the parties to the transfers.”**

Monitoring Appraisal Decisions (A4.2.4)

Because there may be changes in the way records are generated or organized, in the
technology the creator uses to create them, or in the preserver’s preservation capabilities, part of
appraising digital records involves monitoring records that have already been appraised to
identify any necessary changes to appraisal decisions over time. As well, because the creator’s
organizational mandates and responsibilities may change over time, as might the way those
responsibilities are carried out, such that data accumulated in formerly appraised systems may be
put to new uses, it is possible that systems that did not initially contain records may be upgraded
to do so, especially in organizations with hybrid paper and electronic recordkeeping systems.
Likewise, it is likely that the preserver’s preservation capabilities will change over time, as might
its organizational mandates and responsibilities. Therefore, in addition to monitoring changes to
the creator’s appraised records, it is also necessary for the preserver to keep track of appraisal
decisions in relation to subsequent developments within the creator’s and/or preserver’s
operations that might make it necessary to adjust or redo an appraisal, such as substantial
changes to: (1) the creator’s organizational mandate and responsibilities, (2) the creator’s record-
making or recordkeeping activities or systems, (3) the preserver’s records preservation activities
or systems and/or (4) the preserver’s organizational mandate and responsibilities.

Acquiring Selected Records (44.3)

It is an assumption of the model that custody and control of digital records will move from
the creator to the preserver. It is true that records creators often maintain digital records for a
long time, and so face many of the problems of long-term preservation, particularly when records
have to be removed from active recordkeeping systems. In this model, the activity of the
preserver’s acquiring selected records and all the activities of preservation that follow on from
that have as their goal the continued accessibility and authenticity of those records that are
selected for continuing preservation, that is, for which one does not see an end to their
preservation. This movement of records from the creator’s hands to the preserver’s hands is a
critical juncture, and involves taking great care to make sure nothing goes awry in the transfer
process. Acquiring selected records entails processing records transfers, accessioning accepted
transfers and monitoring the performance of the acquisition system.

“ InterPARES 2 Project Terminology Database, op. cit.
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Monitoring the Performance of the Preservation Acquisition System (A4.3.1)

This activity involves assessing the efficacy of the performance of the preservation
acquisition system by analyzing reports on the operation of preservation acquisition activities
and, in response, issuing (1) directives for acquisition activities and (2) reports on the
performance of the acquisition system for use in continued maintenance of the permanent
preservation system.

Processing Records Transfers (44.3.2)

This model envisages a five-step processing process involving the following activities:

1. to register the transfer (A4.3.2.1), which involves recording information about the
transfer to register the circumstances of its occurrence. Specifically, this activity involves
capturing the following metadata:*’

name of the person responsible for effecting the transfer;

transfer registration number assigned by the transferring agent;

date and time the transfer was received;

name of the person registering the transfer;

transfer registration number assigned by the person registering the transfer;

indication of the reason/authorization for the transfer (e.g., reference to the relevant

terms and conditions of transfer);

indication of records and other transfer documentation received;

name of person(s) to whom a notification of receipt of transfer was issued,

name of the person who issued the notification; and

date and time the notification was sent.

This information constitutes metadata about the records in the transfer and may be
recorded in an electronic register as part of the preservation retrieval system. When a
transfer has been registered as having been received, the recipient notifies the transferring
agent that the transfer (by number) has been received, and records this act as well. At this
stage, it should be noted, as will become obvious, that nothing is done to establish that
the transfer is correct in every respect; instead, the process of registration involves simple
acknowledgement of the receipt of the transfer, upon which the next step follows closely.

2. to confirm the authorization for the transfer (A4.3.2.2), which involves confirming the
person transferring the records has the authority to transfer records selected for
preservation, and, in cases of unauthorized persons effecting transfers, issuing
notifications of rejection of transfer to the persons transferring the records.

a. If the transfer is accepted as being authorized, the following information is recorded
as metadata in the register of transfers:*®
e date/time the transfer was accepted as authorized;
e name of the person confirming the authorization of transfer;
e transfer authorization number (as assigned by the preserver); and
e terms and conditions of transfer number.
b. If the transfer is rejected, the following information is recorded in the register:
e date/time the transfer was rejected as unauthorized,

4> As per InterPARES 1 Baseline Requirement B.1 - Controls over Records Transfer, Maintenance, and Reproduction
(Authenticity Task Force, “Appendix 2,” op. cit., 213).
46 13

Ibid.
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name of the person rejecting the transfer;

name of person(s) to whom a notification of rejection of transfer was issued;

name of the person who issued the rejection notification;

date and time the rejection notification was sent;

indication of the reason for the rejection;

transfer authorization rejection number (as assigned by the preserver); and

e terms and conditions of transfer number.
Note that this procedure assumes that the preserver has a list/mechanism to identify
persons authorized to effect transfers. In the electronic environment it is all too easy for
transfers to come from unauthorized persons who may have a copy of records, so care is
needed to ensure that transfers come from authorized sources.

3. to verify the content of the transfer (A4.3.2.3), which involves determining whether
transfers of records selected for preservation have been successfully transmitted (i.e.,
were not corrupted during transmission) and include all records and aggregates of records
specified in the terms and conditions of the transfer, and, in corrupted or unverified cases,
issuing notifications of rejection of transfer to the persons transferring the records.

a. If the content of the transfer is accepted as being correct, the following information is
recorded as metadata in the register of transfers:*’

date/time the transfer was accepted as verified;

indication of the measures used to verify the transfer;

name of the person verifying the transfer;

transfer content verification number (assigned by the preserver); and

terms and conditions of transfer number.

b. If the transfer is rejected, the following information is recorded in the register:

date/time the transfer was rejected as containing incorrect or corrupted content;

name of the person rejecting the transfer;

name of the person(s) to whom a notification of rejection of transfer was issued;

name of the person who issued the rejection notification;

date and time the rejection notification was sent;

indication of the measures used to assess the content of the transfer;

indication of the reason(s) for the rejection;

transfer content rejection number (as assigned by the preserver); and

terms and conditions of transfer number.

4. to confirm the authenticity of the records in the transfer (A4.3.2.4), which involves
determine whether the assessment of the authenticity of the creator’s records being
transferred, which was conducted as part of the appraisal process, is still valid by
verifying that the attributes relating to the records’ identity and integrity have been
carried forward with them along with any relevant documentation.

a. If the authenticity of the records confirmed, the following information is recorded as
metadata in the register of transfers:**
e date/time the transfer was accepted as containing authentic records;
¢ indication of the measures used to confirm authenticity;

47 Ibid.
8 Ibid.
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name of the person confirming the authenticity;

authenticity assessment report number (assigned by the preserver);
transfer authenticity verification number (assigned by the preserver); and
terms and conditions of transfer number.

b. If the authenticity of the records is not confirmed, the following information is
recorded as metadata in the register of transfers:

date/time the transfer was rejected as containing records that could not be
authenticated;

name of the person rejecting the transfer;

name of the person(s) to whom a notification of rejection of transfer was issued;
name of the person who issued the rejection notification;

date and time the rejection notification was sent;

indication of the measures used to assess the authenticity of the records in the
transfer;

indication of the reason(s) for the rejection;

transfer authenticity rejection number (as assigned by the preserver);

authenticity assessment report number (assigned by the preserver); and

terms and conditions of transfer number.

5. to confirm the feasibility of preserving the transfer (A4.3.2.5), which involves verifying
that the determination of the feasibility of preservation made during the process of
appraisal is still valid and, in unconfirmed cases, results in issuance of notifications of
rejection of transfer to the persons transferring the records. At this stage, before
accessioning the records and formally accepting the records under the custody and
control of the preserver, it must be confirmed that the preserver’s current and expected
future capabilities are sufficient to preserve the records over the long term. In particular,
there may have been changes in the technology or assumptions made at the time of
appraisal that no longer stand and invalidate the original feasibility assessment. This
process also generates metadata in the register of transfers.

a. If it proves feasible to preserve the records, the following information is recorded as
metadata in the register of transfers:*

date/time the feasibility of preservation was confirmed;

name of the person confirming the feasibility;

feasibility report number (assigned by the preserver);
feasibility verification number (assigned by the preserver); and
terms and conditions of transfer number.

b. If it proves not feasible to preserve the records, the following information is recorded
as metadata in the register:

date/time the transfer was rejected as containing records that cannot be preserved,
name of the person rejecting the transfer;

name of the person(s) to whom a notification of rejection of transfer was issued;
name of the person who issued the rejection notification;

date and time the rejection notification was sent;

indication of the measures used to confirm the feasibility of preservation;

4 Ibid.
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indication of the reason(s) for the rejection;

feasibility report number (assigned by the preserver);
feasibility rejection number (assigned by the preserver); and
terms and conditions of transfer number.

Accessioning Records (A4.3.3)

This activity, which only occurs after a transfer is registered, verified as coming from an
authorized source and has had its content, authenticity and feasibility of preservation confirmed,
involves formally documenting the acceptance of the transferred records into the custody of the
preserver. The process of accessioning generates the following information to be recorded as
metadata in the register of accessions: ™

a. Identity metadata:

e the records accessioned, including:
- name of the juridical or physical person that created the records;
- name of the juridical or physical person that transferred, donated or sold the
records; and
- quantity and characteristics of the records;
transfer registration number;
accession registration number;
accrual registration number (as appropriate);
date the records are accessioned;
indication of the digital rights that apply to the records accessioned, including:
- name of the person(s) holding the rights;
- terms and condition of the rights, including jurisdiction, duration, pertaining to
which records, etc.; and
- rights document number (e.g., deed of gift, contract, etc.);
e name of the person responsible for effecting the accession; and
e location of the accession.
b. Integrity metadata:

e original state of the records in the transfer when received;

¢ indication of the security and control procedures used for the transfer;

¢ indication of any modifications made to the records since their receipt

e indication of the post-modification state of the records (especially in relation to the

impact of the modifications on the records’ form, format, authenticity, etc.) (as
appropriate);

e reason/authorization for the modifications (as appropriate);

e date of the modifications (as appropriate); and

e name of the person responsible for the modifications (as appropriate).

Preserving Accessioned Records (44.4)

This function breaks down into three activities: (1) managing information about records
acquired for permanent preservation, (2) managing the description of the records and (3)
managing the storage of their digital components and related information.

0 Ihid.
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Managing Information About Preserved Records (A4.4.1)

This activity is an important, complicated and vital facet of the process of preserving digital
records. It involves compiling and updating information for all activities related to the
preservation, description, storage, discovery, retrieval and output of records acquired for
permanent preservation. Essentially, it is an exercise in management of information about
preserved records and it is obvious that to achieve the ends of this facet of the process will
require a robust information system to allow for the control, identification, retrieval, use and
updating of the records as actions are taken upon them.

As with the recordkeeping information system, in terms of the underlying concern for
maintaining the authenticity of the records in the custody of the preserver, the aim of this activity
is to make sure that the nature of any actions undertaken upon the records is documented,
whether through additions of integrity metadata or by compilations of reports, to provide a kind
of audit trail on what has happened to the records since their creation. Such information is
necessary when assessing the ongoing trustworthiness (reliability and authenticity) of the records
in the system. In fact, careful, consistent and complete documentation of preservation activities is
one of the fundamental requirements for ensuring the production of authentic copies of authentic
records outlined in InterPARES 1 Baseline Requirement B.2 (Documentation of Reproduction
Process and its Effects), which are, in turn, used to support Baseline Requirement B.3 (Archival
Description). The critical nature of this documentation and the role that it plays in helping ensure
the continued authenticity of the copies of the creator’s records in the custody of the preserver is
best expressed in the extended commentary to these two baseline requirements, which are
reproduced below:

B.2 Documentation of Reproduction Process and its Effects

Documenting the reproduction process and its effects is an essential means of
demonstrating that the reproduction process is transparent (i.e., free from pretence
or deceit). Such transparency is necessary to the effective fulfilment of the
preserver’s role as a trusted custodian of the records. Documenting the
reproduction process and its effects is also important for the users of records since
the history of reproduction is an essential part of the history of the record itself.
Documentation of the process and its effects provides users of the records with a
critical tool for assessing and interpreting the record.”’

B.3 Archival Description

Traditionally it has been a function of archival description to authenticate the
records and perpetuate their administrative and documentary relationships. With
electronic records, this function becomes critical. Once the records no longer exist
except as authentic copies, the archival description is the primary source of
information about the history of the record, that is, its various reproductions and
the changes to the record that have resulted from them. While it is true that the
documentation of each reproduction of the record copies® may be preserved, the
archival description summarizes the history of all the reproductions, thereby
obviating the need to preserve all the documentation for each and every
reproduction. In this respect, the description constitutes a collective attestation of
the authenticity of the records and their relationships in the context of the fonds to
which the records belong. This is different from a certificate of authenticity,
which attests to the authenticity of individual records. The importance of this

5! Authenticity Task Force, “Appendix 2,” op. cit. 218.
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collective attestation is that it authenticates and perpetuates the relationships
between and among records within the same fonds.>

With this in mind, the focus can now turn to the component activities of managing the
information about preserved records, which are:

1.

to monitor the performance of the preservation information system (A4.4.1.1), which
involves assessing the efficacy of the performance of the permanent preservation
information system by analyzing reports on the operation of information management
activities and, in response, issuing (1) activity directives for information activities and (2)
reports on the performance of the information system for use in continued maintenance of
the permanent preservation system;
to compile information for preservation activities (A4.4.1.2), which involves collecting,
organizing and recording relevant appraisal, acquisition, accession and preservation
information about acquired records to facilitate their preservation, arrangement,
description, storage, discovery, retrieval and output. Effective work in this area will
rationalize storage and retrieval of metadata and the information in documentation
created during the processes of records creation and recordkeeping and while appraising,
acquiring and accessioning records. Together all this information constitutes an important
source for the processes of arranging, describing, storing, locating, retrieving and
outputting records. The key outputs of this activity include:

a. preservation information system performance information—that is, continuously
logged and updated documentation concerning the ability of the permanent
preservation information sub-system to fulfil is purpose and achieve its performance
objectives;

b. information about preserved records in storage—that is, documentation compiled
about preserved records in the permanent preservation storage system for the purpose
of processing retrieval request for records and/or information about records;

c. information about digital components of preserved records in storage—that is,
technical documentation concerning digital components of records in the preservation
storage system that is needed to facilitate discovery of, and/or process access requests
for, the records and/or information about the records;

d. information about the preserver’s existing holdings—that is, documentation compiled
about the records and aggregations of records already in the preserver’s custody for
the purposes of helping make valuation determinations during appraisals and helping
facilitate accessioning of accruals during acquisition;

e. information for arrangement—that is, documentation compiled about acquired and
accessioned records and their preservation for the purpose of arranging the preserved
records of a given creator;

f. information for description—that is, documentation compiled about acquired and
accessioned records and their preservation for the purpose of describing preserved
records and creating descriptive instruments. Among other things, as stipulated in
InterPARES Baseline Requirement B.2, such documentation should include explicit
information about:

e the date of the records’ reproduction and the name of the responsible person;

52 Ibid., 218-219. Footnote 28 in the original text reads: Although, technically, every reproduction of a record that follows its
acquisition by the preserver is an authentic copy, it is the only record that exists and, therefore, should normally be referred to as
“the record” rather than as “the copy.”
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3.

e the relationship between the records acquired from the creator and the copies
produced by the preserver;

e the impact of the reproduction process on their form, content, accessibility and
use; and

e an indication of those cases where a copy of a record is known not to fully and
faithfully reproduce the elements expressing its identity and integrity;” and

g. information for storage of preserved records—that is, documentation compiled about
preserved records and their elements and digital components for the purpose of
facilitating their storage and long-term preservation.

to update information on preservation activities (A4.4.1.2), which involves recording
information about actions taken to update digital components of records acquired for
permanent preservation or their storage. Updating digital components and storage of
digital records takes place over time and recording information about these actions is an
important responsibility of preservers to be able to supply it to users wishing to have
evidence to support the presumption of authenticity of the records. As envisioned in the
model, this activity serves to compile metadata generated during storage maintenance
activities (back-up, correction, update and refreshment activities) and update the
preservation information system. This updated maintenance information will, in turn, be
used to periodically update the maintenance information provided in the records
descriptions. Metadata associated with records aggregations or individual records are
recorded, as appropriate, including:

e maintenance activity identification number(s) (i.e., backup, correction, update or
refreshment identification number(s), as a mechanism for location of the record(s) and
for linking to the relevant maintenance activity report(s)/metadata); and

e accession number(s).

Managing the Arrangement of Preserved Records (A4.4.2)

This activity provides overall control and co-ordination of arranging the records of a creator
that have been identified as to their provenance and relationships according to the concepts and
principles of archival arrangement.

Managing the Description of Preserved Records (A4.4.3)

This activity provides overall control and co-ordination of records description activities,
including monitoring the preservation description system, describing preserved records and
developing description instruments. Specifically, the component activities of managing the
description of preserved records are:

1.

to monitor the performance of the preservation description system (A4.4.3.1), which
involves assessing the efficacy of the performance of the permanent preservation
description system by analyzing reports on the operation of description management
activities and, in response, issuing (1) activity directives for description activities and (2)
reports on the performance of the description system for use in continued maintenance of
the permanent preservation system;

2. to describe the preserved records (A4.4.3.2), which involves recording information about
the nature and make-up of individual records and/or records aggregates acquired for
permanent preservation and about their juridical-administrative, provenancial, procedural,

> Ibid., 213.
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documentary and technological contexts, as well as information about any changes they
have undergone since they were first created. As noted earlier, archival description is one
of the key means for authenticating the records in the custody of the preserver and for
perpetuating the administrative and documentary relationships of the records, so it is
important that special care and attention is exercised in compiling, recording and
capturing all the identity and integrity metadata needed to meet the requirements
supporting the production of authentic copies of the creator’s records.”® Such metadata
could include:

a. Identity metadata (may be inherited from higher description levels, as appropriate)

transfer registration number (Note that the record(s) being described inherit the
identity/integrity metadata recorded in the transfer registration register.)

accession number (Note that the record(s) being described inherit the
identity/integrity metadata recorded in the accessions register.)

accrual number (as appropriate) (Note that the record(s) being described inherit
the identity/integrity metadata recorded in the accruals register.)

parent unit number (as appropriate) (Note that the record(s) being described
inherit the identity/integrity metadata recorded for the parent unit.)

b. Integrity metadata (if not evident in the metadata inherited from the transfer,
accessions and/or accruals registers or from the parent unit)

indication of the original state of the record(s) when received (Note that state in

this context is characterized in relation to the information for preservation carried

forward from the appraisal process.);

indication of the security and control procedures used for records transfer,

maintenance and reproduction activities;

indication of the current state of the records (Note that state in this context is

characterized in relation to the updated information for preservation issuing from

the processes of correcting, updating and/or refreshing digital components or

storage.);

maintenance activity identification number(s) (as appropriate)—provides a link to

information about any maintenance actions applied to the record(s) (e.g.,

correcting, updating, refreshing), and the impact of these actions on the form,

format, authenticity, etc., of the record(s);

indication of any access restriction(s) related to copyright, privacy, etc.;

indication of the digital rights that apply to the record(s) being described,

including:

- name of the person(s) holding the rights;

- terms and condition of the rights, including jurisdiction, duration, pertaining
to which records, etc.; and

- rights document number (e.g., deed of gift, contract, etc.);

location of the record(s) in storage;

date of the description;

name of the person responsible for the description; and

indication of the description rules used.

5* The model assumes the baseline requirements as listed in the InterPARES 1 Project’s “Requirements for Assessing and
Maintaining the Authenticity of Electronic Records” (Authenticity Task Force, “Appendix 2,” op. cit., especially 212-219).
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3.

to develop description instruments (A4.4.3.3), which involves preparing tools that
provide intellectual and physical control over the records in the preservation system, such
as guides, inventories, indexes and repository locators.

Managing the Storage of Preserved Records (A4.4.4)

This activity provides overall control and co-ordination of the permanent preservation
storage system and the records stored in the system by placing the records in storage,
maintaining their digital components and monitoring the performance of the storage system.
Specifically, the component activities of managing the storage of preserved records are:

1.

to monitor the performance of the preservation storage system (A4.4.4.1), which involves

assessing the efficacy of the performance of the permanent preservation storage system

by analyzing reports on the operation of storage activities and, in response, issuing (1)

activity directives for storage activities and (2) reports on the performance of the storage

system for use in continued maintenance of the permanent preservation system;

to place preserved records in storage (A4.4.4.2), which involves placing the digital

components of preserved records and their metadata into storage in accordance with the

procedures for maintaining authentic copies of records and the actions prescribed by the
preservation storage system strategies, rules and procedures and activity directives.

Integrity metadata captured for this activity could include:

¢ indication of the original state (e.g., file format) of the record(s) prior to storage;

¢ indication of any modification(s) made to the record(s) in preparation for storage;

¢ indication of the state of the record(s) after the modification(s) (e.g., impact on form,
format, authenticity, etc.);

¢ indication of the reason/authorization for the modification(s) (e.g., through reference
to the relevant section of the preservation storage system strategy);
date/time of any modification(s);
name of the person responsible for the modification(s);
name of person responsible for placing the record(s) in storage;
date/time the record(s) was/were placed in storage; and
location of the record(s) in storage.
to maintain the records in the permanent preservation storage system (A4.4.4.3), which
involves monitoring the storage of preserved records and their digital components,
periodically backing-up the permanent preservation storage system and, as necessary,
correcting problems with and updating the digital components, and/or refreshing the
storage media to ensure that the records in the system remain accessible, legible and
intelligible over time. In particular, the component activities of maintaining the storage of
preserved records are:

a. to monitor the preserved records in storage (A4.4.3.1), which involves keeping track
of the condition and maintenance requirements of preserved records—more
specifically, their digital components and metadata—and the media on which they are
stored in the permanent preservation storage system to identify storage that needs
backing-up, digital components and metadata that need correcting or updating and
media that need refreshing. Another key task of this activity is to issue reports on
maintenance activities to the preservation information system,;

a. to back-up the permanent preservation system (A4.4.3.2), which involves routinely
creating copies of the digital content in the preservation storage system for the
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purpose of recovery in the event of a disaster resulting in system failure or corruption,

and recording information about the back-up activities. It is important to distinguish

here between comprehensive system backups and localized content backups. System

backups contain a copy of all the digital objects in the system, including the operating

system, the software applications and all digital objects (i.e., digital components of

the records and their metadata) in the system. A system backup provides the

maximum level of recovery potential in the event of a disaster or system corruption.

Content backups contain a copy of selected aggregations of the digital objects in the

system and, therefore, only offer limited recovery potential, especially in cases where

system applications become corrupted. Integrity metadata about these back-up

activities, captured in activity reports could include:>’

¢ indication of the reason/authorization for the backup (e.g., through reference to
the relevant section of the preservation storage system strategy);

¢ indication of the type of backup (e.g., incremental, differential, full) ;

¢ indication of the extent or content of the backup (e.g., full system, selected groups
of records, etc.);

e name of the person creating the backup;

e date/time of the backup;

¢ indication of the software application (including version number) used to create
the backup;

e location of the backup; and

e backup identification number.

to correct problems with the preserved records in storage (A4.4.3.2), which involves

taking the actions prescribed by the preservation storage system strategies, rules and

procedures and activity directives, in accordance with the procedures for maintaining

authentic copies of records, to identify and eliminate problems in storage to ensure

that the records remain accessible, legible and intelligible over time; and recording

information about the correction activities and the corrected digital components.

Integrity metadata about this activity, captured either as metadata attached to the

records or in activity reports, could include:*®

e indication of the original state (e.g., file format) of the record(s) prior to
correction;

¢ indication of the correction processe(s) used;

¢ indication of the state of the record(s) after correction (e.g., impact on form,
format, authenticity, etc.);

¢ indication of the reason/authorization for the correction (e.g., through reference to
the relevant section of the preservation storage system strategy);

e name of the person responsible for the correction;

e date/time of the correction; and

e correction identification number, as a mechanism for location of the record(s) and
linked to an accession number(s).

55 As per InterPARES 1 Baseline Requirement B.1 - Controls over Records Transfer, Maintenance, and Reproduction
(Authenticity Task Force, “Appendix 2,” op. cit., 213).

% Tbid.
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b. to update the preserved records in storage (A4.4.3.4), which involves carrying out
conversion actions (such as by migration, standardization or transformation to
persistent form) on the digital components of the preserved records in storage in
accordance with the procedures for maintaining authentic copies of records and the
actions prescribed by the preservation storage system strategies, rules and procedures
and activity directives, to ensure that the records remain accessible, legible and
intelligible over time; and recording information about the updating activities and the
updated digital components. Typical conversion activities might include migration,
standardization or transformation to persistent form. Integrity metadata related to this
activity would be similar to those noted above for correction activities;”’ and

C. to refresh the storage media for the preserved records in storage (A4.4.3.5), which
involves copying or transferring the digital components of preserved records in
storage from one medium to another—or otherwise ensuring that the storage medium
remains sound—in accordance with the procedures for maintaining authentic copies
of records and the actions prescribed by the preservation storage system strategies,
rules and procedures and activity directives; and recording information about the
refreshment activities and about any impact to the digital components on the
refreshed media. Again, integrity metadata related to this activity would be similar to
those noted above for correction activities.”

Outputting Records (A4.5)

This final preservation system activity involves facilitating the discovery of preserved
records and/or information about records in the permanent preservation system, managing access
and retrieval requests for the records and/or information—including presenting the records
and/or information to users or packaging the records/information for issuing to users—and
monitoring the performance of the permanent preservation retrieval and access systems.

Monitoring the Performance of the Permanent Preservation Access System (A4.5.1)

This activity involves assessing the efficacy of the performance of the preservation access
system by analyzing reports on the operation of preservation access activities and, in response,
issuing (1) directives for access activities and (2) reports on the performance of the access
system for use in continued maintenance of the permanent preservation system.

Facilitating the Discovery of Preserved Records and/or Information (44.5.2)

This activity provides authorized internal and external users with mediated access to and, as
necessary, assistance in the use of, record descriptions, description instruments and any other
tools and resources provided by the preserver to support querying and searching for information,
records and/or records aggregates in the permanent preservation system.

Managing Requests for Preserved Records and/or Information (44.5.3)

This activity provides overall control and co-ordination of internal and external requests for
access to preserved records and/or information about the records by processing access requests,
retrieving digital components for requested records and/or information, verifying retrieved
components and information and providing access to retrieved records and/or information.

7 1bid.
38 Thid.
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Specifically, the component activities of managing requests for preserved records and/or
information are:

to process requests for preserved records and/or information (A4.5.3.1), which involves
the following four activities:

1.

2.

a.

to register preservation access requests (A4.5.3.1.1), meaning to record information
about the request to register the circumstances of its occurrence and to issue
notifications of receipt to the persons requesting the records. In cases where requests
include insufficient information for registration purposes (e.g., incomplete
information about the records or information being requested), the notification of
receipt would include a request to the user to update the request. Specifically, this
activity involves capturing some or all of the following metadata in an access register
or similar instrument:

e name of the person requesting the records/information;

e name of the person for whom the request is being made (if different than the
requestor);

access privileges of the requestor (as appropriate);

indication of the records and/or information requested;

date and time the request was received/registered;

name of the person registering the request;

access request registration number (as assigned by the preserver);

name of the person to whom a notification of receipt of request was issued;
indication of additional information required to register request (if necessary)
name of the person who issued the receipt notification; and

date and time the receipt notification was sent.

to retrieve information to process preservation access requests (A4.5.3.1.2), meaning
to gather the information, from record descriptions and other descriptive instruments
and from information about the preserved records in storage and their digital
components, that is needed to process access requests and translate them into retrieval
requests that can be processed by the preservation information and storage systems;

to generate preservation retrieval requests (A4.5.3.1.3), meaning to translate the
access requests into requests that can be processed by the permanent preservation
storage and information systems for the purpose of retrieving the exact digital
components and/or information required to fulfil the access requests;

to generate preservation request specifications (A4.5.3.1.4), meaning to issue
instructions to the preservation retrieval and access systems on how to fulfil retrieval
and access requests based on analyses of the requests and the request processing
information in relation to the preservation retrieval and access systems’ strategies,
rules and procedures (including procedures for maintaining authentic copies of
records) and access privileges.

to retrieve the requested records and/or information (A4.5.3.2), which involves
outputting copies of the digital components of the requested records, information about
the digital components and rendering and/or content information about the records
retrieved from storage in the permanent preservation system in response to retrieval
requests for the components and/or information and in accordance with any request
specifications;
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3. to verify the retrieved records and/or information (A4.5.3.3), which involves examining
the digital components and/or information retrieved to determine whether all the
components and information that were requested have been received and can be
processed for output in accordance with the current preservation access strategies
applicable to those records. In cases where digital components are encountered that need
updating or correcting, they are redirected, along with information about the problems
encountered, to the maintenance function of the permanent preservation storage system
for further action. Moreover, for retrievals containing digital components that cannot be
processed or that are incorrect or incomplete, an order to rectify the retrieval may be
issued.

a. If the completeness, accuracy and ability to process the retrieved components and
information is verified, the following information is recorded as metadata in a
retrieval register or similar instrument:

date/time the retrieval was accepted as verified;

indication of the measures used to verify the retrieval;

name of the person verifying the retrieval;

retrieval verification registration number; and

retrieval request registration number.

b. If the retrieval cannot be verified, the following information is recorded as metadata
in the retrieval register:

e date/time the retrieval was rejected;

name of the person rejecting the retrieval;

name of the person to whom an order to rectify the retrieval was issued;

name of the person who issued the order;

date and time the order was sent;

indication of the measures used to assess the retrieval;

indication of the reason(s) for the rejection;

retrieval rejection registration number; and

e retrieval request registration number.

4. to provide access to retrieved preserved records and/or information (A4.5.3.4), which
involves providing users with access to copies of preserved records and/or information
about the records. For certain requests, such as those under copyright and privacy laws, it
may be necessary to document and keep information about the records and/or information
issued in response to requests, to whom the records and/or information were issued and
when. In cases where redacted records are issued, a copy of the redacted record should be
created and its existence properly documented with the appropriate metadata.
Unsuccessful attempts to provide access to the records and/or information trigger the
creation of a “notification of rejection of preservation access request” that is issued to the
requestor, a record copy of which is also retained by the preserver. The component
activities of providing access to retrieved preserved records and/or information are:

a. to reconstitute the preserved records and/or information (A4.5.3.4.1), meaning to
link or assemble all the verified digital components of the requested records and/or
information for the purpose of reproducing and manifesting (presenting) to the user
copies of the records and/or information in authentic form and, if necessary, to redact
information to meet privacy and/or copyright requirements. Integrity metadata
captured for this activity could include:
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e indication of any problems encountered in reconstituting the records and/or

information in authentic form;

indication of required maintenance action(s);

indication of any redaction for privacy or copyright reasons;

indication of the reason/authorization for the redaction;

date of the redaction;

e name of the person responsible for handling/executing the redaction; and
e registration number of the record copy of the redacted record issued to the user;

b. to manifest preserved records and/or information (A4.5.3.4.2), meaning to present to
the user copies of the reconstituted requested records and/or information about the
records with the appropriate extrinsic form and, in the case of records aggregates,
with information about their relationships to one another (archival bond). This
activity also involves providing users with a Certificate of Authenticity, if requested.
Regarding metadata, this activity results in the production of two sets: one set of
integrity metadata for the preserver to document the activity and one set of identity
and integrity metadata for the user. Metadata captured for this activity could include:
Designated Preserver (integrity metadata)

For requests that are fulfilled (in part or in whole)

indication of the record(s) and/or information presented;

indication of any redaction for privacy or copyright reasons (as appropriate);

indication of a Certificate of Authenticity, if issued;

indication of the means by which the records were authenticated

name of the person to whom the record(s) and/or information were presented;

date when the record(s) and/or information were presented;

name of the person responsible for handling/effecting the access request;

indication of the state or condition of the record(s) and/or information at time the

request was fulfilled (including, especially, an indication of instances where a

copy of a presented record is known not to fully and faithfully reproduce the

elements expressing its identity and integrity);>’ and

e indication of any problems encountered in manifesting the records and/or
information in authentic form.

For requests that cannot be fulfilled (in part or in whole)

¢ indication of why the request cannot be fulfilled;

e name of the person responsible for determining that the request cannot be

fulfilled;

indication that a notification of rejection was sent;

name of the person to whom the rejection notification was sent;

name of the person responsible for issuing the rejection notification; and

date/time the rejection notification was sent.

Records User

Identity metadata

e name(s) of the person(s) concurring in formation of the record(s);

e name(s) of action or matter;

%% As per InterPARES 1 Baseline Requirement B.2.d (Authenticity Task Force, “Appendix 2,” op. cit., 213.).
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date(s) of creation and transmission of the record(s);
expression of archival bond; and
indication of any attachments.

Integrity metadata (as necessary)

indication of access privileges used to control preservation of the presented
record(s);*

indication of protective procedures used to prevent corruption of the presented
record(s);*’

indication of protective procedures used to guarantee the continuing identity and
integrity of the presented records against media deterioration and across
technological change;

indication of the means by which the presented record(s) was/were authenticated;
indication of instances where a copy of a presented record is known not to fully
and faithfully reproduce the elements expressing its identity and integrity;
indication of any redaction for privacy or copyright reasons;

indication of the reason/authorization for the redaction;

date of the redaction;

name of the person responsible for handling/executing the redaction;

date when the requested record(s) and/or information were presented; and

name of the person responsible for handling/executing the access request.

C. to package preserved records and/or information for output (A4.5.3.4.3), meaning to
combine the digital components of the requested records and/or information with
instructions on how to reconstitute and manifest the records or information with the
appropriate extrinsic form. Regarding metadata, this activity results in the production
of the same two sets of metadata outlined above, with the exception of the indication
of a Certificate of Authenticity.

% As per InterPARES 1 Baseline Requirement B.1.b (Ibid.).
8 As per InterPARES 1 Baseline Requirements B.1 - Controls over Records Transfer, Maintenance, and Reproduction and B.2 -
Documentation of Reproduction Process and its Effects (Ibid.).

%2 Thid.
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Business-driven Recordkeeping Model”

Introduction

This part of the Modeling Cross-domain report:

e explains the principles and concepts that underpin the BDR model;

explains the model itself;

positions the model in relation to the business activities of creating organizations;
positions the model in relation to current archival thinking; and

suggests possible approaches to implementation of the model.

Relation to other research

This modeling effort was influenced and informed by related work undertaken by the
Modeling Cross-domain as well as by work undertaken by other InterPARES 2 research groups.
This work includes the development of the Chain of Preservation (COP) model, the case studies
conducted in the focus groups and the work undertaken by the Description Cross-domain. The
model also incorporates key components of the model of the preservation function that was
produced under InterPARES 1.

Beyond InterPARES, the model benefited from the results of work conducted through other
initiatives such as the digital preservation cluster of the Delos Project,” the Clever Metadata
Project and Records Continuum research at Monash University,*® the work on records
management standards in ISO TC46/SC11 (standards: ISO 15489:2001, and ISO 23081-
1:2006),%” and the DIRKS methodology developed by the National Archives of Australia.®® The
Open Archive Information System reference model (OAIS, ISO 14721:2003),%” which served as
the basis for the preservation function model for InterPARES 1, was also used as the basis for the
model.

The model is designed to be technology independent. The preservation of digital information
is heavily dependent on technology that can change rapidly through time. New approaches to
managing records, including the application of grid technology, the use of registries, the
emergence of service oriented architectures, the development of enhanced approaches to
exploiting Web-based technologies and the maturation and adoption of related standards in
business and technical domains, are among a very few of the many trends that are having a
significant impact on the way digital information is being managed and preserved. Every effort

% The BDR model and this report were produced with the assistance of Babak Hamidzadeh (Library of Congress), John
McDonald (private consultant), Kenneth Hawkins (U.S. National Archives and Records Administration) and William T.
Underwood (Georgia Tech Research Institute).

6 See Kenneth Thibodeau et al., “Part Three — Trusting to Time: Preserving Authentic Records in the Long Term: Preservation
Task Force Report,” in Duranti, Long-term Preservation , op. cit., 99—116. Online reprint available at
http://www.interpares.org/book/interpares_book f part3.pdf.

% See http://www.delos.info/index.php?option=com_content&task=view&id=25&Itemid=51.

% See http://www.sims.monash.edu.au/research/rcrg/research/crm.

%7 See International Organization for Standardization, ISO 15489-1:2001 - Information and documentation—Records
management—Part 1: General; and ISO 23081-1:2006 - Information and documentation—Records management processes—
Metadata for records—Part 1: Principles, 2.

% See http://www.records.nsw.gov.au/recordkeeping/dirks-manual_4226.asp.

% See International Organization for Standardization, ISO 14721: 2003 - Space data and information transfer systems—Open
archival information system—Reference model.
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was made to position the model at a high enough level to be independent of these influences and
yet at a level where it is possible to develop implementation strategies that are meaningful and
practical.

Scope and objectives

As discussed in the first section of this report, the COP model adopts the perspective of the
archivist concerned about preserving the accessibility of records generated by the creating
organization. The reference point for the model is the archivist looking into the “business” of a
creating organization and identifying the records that are deemed necessary to preserve for
internal business needs, or are likely to contribute to wider historical or societal objectives and
interests.

In contrast, the perspective of the Business-driven Recordkeeping (BDR) model is on the
organization addressing its own ‘“business” within broader juridical, economic and cultural
contexts, and the records generated by that business. The viewpoint includes both those records
needed for current business and those that need to be retained and preserved for the longer term
historical interests of society. The overall intent of the model is to illustrate the nexus between
the needs and activities of the business of a given organization and the records generated by
those needs and activities and kept by the organization.

More than addressing the business and records nexus of a given organization, however, the
model also seeks to establish a generic framework that can be used by any organization for
managing records as long as required, independent of the specific business context of a given
organization, the organizational structure and the scale or size of the organization (e.g., an
incorporated individual, a multi-national private sector organization, a government, etc.). Finally,
and in keeping with the ‘continuum’ concepts developed in Australia, the model also accounts
for the position of the organization (and its business) within the larger context of “society.”

Given its perspective (i.e., the business of a given organization or organizations), this model
will be of greatest interest not only to records managers but also, and most importantly, to
program managers; that, is those managing the “business” of the organization, including those
accountable for the fiscal and legal standing of the organization. By illustrating how the
management of records is an integral component of the management of any business, the BDR
model seeks to break down the barriers that often surround recordkeeping and other business
processes. These barriers can be conceptual—such as the perspective that records management is
something distinct and separate from the business of the organization—and social, between
program managers and record managers and ultimately the archivists who are poised to secure
those records requiring long-term preservation to meet societal and related historical
requirements.

The specific objectives of the model are as follows:

1. To offer an integrated view of the business of an organization and recordkeeping.

2. To support parallel contexts and multiple views and perspectives (i.e. not only those
within the business but also those who may be stakeholders, clients, partners, etc., as well
as others, such as archivists, who may have interests in the records generated by the
business).

3. To provide a framework for:

e identifying the legal, juridical, ethical, business, organizational and archival
requirements of specific business lines and their juridical contexts;
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o illustrating the relationships (nexus/connection) and dependencies between business
activities, the meta-process of capturing records (evidence) of these activities and the
processes for managing the records themselves;

e integrating recordkeeping requirements in business activities such that the records
required to provide evidence of the business activities can be captured and preserved
in an appropriate manner; and

e managing (authentic and reliable) records throughout their existence and within
different contexts of use and interpretation.

Given the focus of InterPARES 2 on artistic and scientific endeavours as well as the
activities of government organizations, the model has been designed to be applicable to any
organization regardless of sector.

Research issues and methodology

Research approach

The objective of the Modeling Cross-domain was initially to integrate the models developed
in the UBC Project and the InterPARES 1 Project in one overarching and integrated model that
would illustrate how records could be managed to ensure their authenticity and reliability
through time. It soon became clear, however, that it would be difficult for such a model to
account for the two very distinct perspectives that would need to be respected—that of the
archivist and that of the creator (i.e., the “business perspective”).

The perspective of the archivist is based on the traditional concept that positions the archivist
as a trusted third party with responsibility for long-term preservation of the trustworthiness (the
reliability, authenticity and accuracy) of records and having the dictates of that preservation in
mind. The other two parties are the records creator and users of the records external to the
records creator, both of whom have an interest in maintaining the integrity of records. These
interests, it is supposed in COP model, are asserted through the controls or constraints on the
model.

The perspective of the “business” and the focus of this narrative are based on viewing
records creation, use and preservation through the lens of the creating organization. According to
this perspective records are generated by business processes and activities in support of the goals
and priorities of a given organization. However, the interests of the organization in managing
authentic and reliable records in support of these goals and priorities are augmented by the
interests of other stakeholders such as partners, clients, auditors and society in general.”
According to this perspective, and as a basic assumption of the model described by this narrative,
the context(s) of records will always be at the forefront of concern. That is, records will be
shaped not only by the organization that has need of them to support various business goals, but
also by the various stakeholders who have their own goals. Partners, clients, auditors and society
in general all have a role to play in the shape, nature and characteristics of the records generated
in a given business process or activity. The interests of society in the records will be explicitly

" The concepts that form the basis for the model and this narrative were derived from the work undertaken in Australia on the
“records continuum.” An explanation of the records continuum can be found in: Frank Upward (1996), “Structuring the Records
Continuum, Part One: Post Custodial Principles and Properties,” Archives and Manuscripts 24(2): 268-285. Online reprint
available at http://www.sims.monash.edu.au/research/rcrg/publications/recordscontinuum/fupp1.html; and Frank Upward (1997),
Structuring the Records Continuum, Part Two: Structuration Theory and Recordkeeping,” Archives and Manuscripts 25(1): 10—
35. Online reprint available at http://www.sims.monash.edu.au/research/rcrg/publications/recordscontinuum/fupp2.html. A brief
summary of continuum concepts is provided in Appendix 16.
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recognized and taken into account when making and keeping records within the organization. In
this model the archivist is actually an active player. The ability to be the archivist standing apart
from the records creation, use and preservation processes is severely challenged in this model
where it is expected that, in the ideal scenario, the interests of the archivist (i.e., on behalf of
society or some other interest group) are accounted for and addressed within the same context as
the interests of all other stakeholders.

Based on this perspective the actions that records managers and archivists (indeed anyone
who is a stakeholder) perform on records must be documented and captured as evidence if the
full “story”” about the records is to be told. In this way, any future user will be able to know not
only about the original transactions the records are accounting for, but also how the records
themselves were managed through time. This is why the model addresses two levels of
processes. The first level is the actual business process and the second level is the (meta-)
processes involved in managing the evidence about the business process as reflected in the
records. That is, one viewpoint focuses on the records of business transactions while the other
looks at the records of the activities, processes and mandates integral to managing the records of
those transactions. The advantage of incorporating both views is that a single comprehensive and
highly integrated view can emerge based upon an explicit separation of the concerns of all
stakeholders. In this way, business and archival decisions pertaining to what should be kept, how
much should be kept, how long it should be kept, how it should be kept and why it should be
kept, are informed by the widest range of interests.

Conceptual issues

Within the records continuum, the creation of records—that is, what records need to be made
within the business process and why—is something that is seen as part of managing records. It
should be determined as much as possible in the design of computer systems and software
applications to enable required functions to be present in operational systems. From a business
perspective it should be clear how the business process will be documented and why. To achieve
this requires an understanding of the business, juridical and societal requirements in the given
business context, which will also help determine what types of documents need to be created and
with what technologies. This also touches on the question, when do records come into existence?
Is it at the moment that they are registered in the records system, or is it after they already are
created in the business process and have played a role in this process? From the records
continuum point of view it will be the moment they are active in a transaction. This is part of the
appraisal process, which is concerned with deciding (1) what records should be created to
document a business activity and (2) how long those records should be retained.

The specific characteristics of digital records, especially the difficulty of preserving them
across ever-new generations of information technology, make retaining them a challenge. Every
transition to a new generation may entail loss of information and in some cases even loss of
essential information that will impact on the authenticity of the records. Preservation becomes in
this way part of the appraisal process too, because with each migration, conversion and even
emulation an assessment has to take place to identify the best possible preservation strategy for a
certain type of record. In this perspective, preservation is part of the process of maintaining
records over time, which begins at the moment of designing the technological infrastructure and
systems that will create, manage and maintain the records.

Digital preservation in this document is thus seen as the specific process of maintaining
digital records during and across different generations of technology over time, irrespective
where they reside.
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The modeling techniques

It is impossible to model reality in all its aspects, relationships and expressions, not only
because of the limitations of the human mind but more specifically because of the limitations of
modeling itself. Modeling of reality in all its aspects provides a kind of meta-reality as
incomprehensible as reality itself. This is why the intent of modeling per se is to take a “slice of
reality” and to express certain aspects of that reality (or an object from that reality) graphically to
understand how given objects are operating and interrelating. By virtue of its characteristics, a
model seeks to reduce the complexity of reality to promote understanding that will enable
informed actions and decisions to be taken.

The Preservation Task Force of InterPARES 1 developed a functional model of the process
of preserving authentic digital records following the Integrated Definition (IDEF) method
prescribed by the InterPARES International Team.”'

In IDEFO, “A function model is a structured representation of the functions,
activities or processes within the modelled system or subject area.”’> An IDEF(0)
model includes activities and entities. An activity is depicted as a box whose
name indicates the nature of the activity. An entity either goes into or comes out
of a process (activity). Three types of entities go into a process: inputs (I) that are
transformed or consumed in the process, controls (C) that govern its execution,
and the mechanisms (M) needed to carry it out. Only one type of entity comes out
of a process: the outputs (O) that are produced by acting on the inputs under
conditions and constraints imposed by the controls. In IDEF(0) diagrams, the four
types of entities are always depicted as arrows in the following arrangement:
Inputs enter a process box at the left side. Controls enter at the top. Outputs exit
from the right, and mechanisms enter at the bottom. Given this invariant order, the
entity arrows are collectively referred to as [COMs.”

In IDEF(0) diagrams, there are two basic icons: boxes are used to represent
activities or processes and arrows represent [COMs. In IDEF(0), a process may be
decomposed into its sub processes. This is depicted by creating a new, child
diagram in which the parent process box becomes the outer boundary of the
diagram and the sub-processes are depicted as boxes within that diagram. All
ICOMs connected to a box at a higher level are shown entering or exiting at the
corresponding edge of the decomposition diagram. Successive decompositions
can be delineated to achieve whatever level of precision or clarity is desired. Such
successive decompositions constitute a decomposition hierarchy. All IDEF(0)
models start at the highest level, labelled “A0,” showing only one process box,
which is the function being described taken as a whole, and the ICOMs that enter
the function from the outside and that are output from the function. This simple
notation provides a systematic and highly coherent method for describing a
process to whatever degree of granularity is needed.

An example of such a diagram is shown in Figure 1 below.

! The following section has been quoted from Thibodeau et al., “Preservation Task Force Report,” op. cit., 103.
72 United States Secretary of Commerce, Draft Integration Definition for Function Modeling, op. cit.

73 Robert P. Hanrahan (1995), “The IDEF Process Modeling Methodology.” Available at
http://www.stsc.hill.af.mil/crosstalk/1995/06/IDEF.asp.
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Figure 1. Highest level diagram of BDR Model in IDEF0 (A-0)

Although IDEF0 was viewed as adequate for the purposes of the development of the model,
it was determined that certain adjustments would be needed to ensure that the model that
emerged would be relevant and effective and, above all, capable of being implemented. To
ensure that the modeling work captured essential aspects of the record continuum and its
management, UML (Unified Modeling Language) class diagrams were also developed at a high
level. UML class diagrams offered an object-oriented view that complemented the function-
oriented view of IDEF0. UML uses a standardized graphical notation to represent classes of
objects (including digital objects or artefacts but also the organizational and societal elements,
instruments and constructs), along with their supporting information, expressing their
interrelationships, characteristics and operations or behaviours.

First and foremost, UML is a language. There are rules governing how things can
be combined to form expressions. The idea is that UML doesn’t just give you a way
to draw diagrams, but it gives you a way to express concepts and relationships.”

The advantage of using UML class diagrams is that they allow identifying the classes of
digital objects to be taken into account with their identity and other (meta)data elements, as well

™ Dan Pilone, UML 2.0 Pocket Reference (O’Reilly Media, 2006), 3. UML is a specification of the industry consortium Object
Management Group (OMG) and also is available from ISO as ISO/IEC 19501. More information about UML can be found at
http://www.omg.org.
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as the operations that can be performed on those (data) objects and the cardinality of their
relationship with other objects.

Both the IDEFO and the UML class diagrams are needed, since they each express important
concepts in managing records from different perspectives. The IDEFO model shows what
processes, functionalities and activities are needed to support recordkeeping and management. It
also shows how data and information are created, transformed and consumed by different
functions. The UML class diagrams represent digital information objects that are central to
managing records (e.g., records, retention schedules, etc.) and their composite structure, when
relevant. The class diagrams also represent important attributes of the digital objects and show
how the information objects relate to one another. It is possible to draw relationships between the
IDEF0 model and the UML class diagrams. For example, data elements that comprise ICOMS in
the IDEFO model may appear as objects in the class diagrams with their attributes and
relationships elaborated in the class diagrams.

In addition to employing UML class diagrams and recognizing the need to support multiple
views, it was decided to adopt a liberal approach to the use of IDEFO by stretching it in time and
space (domain) as well as in levels of aggregation, thus making it scalable and more dynamic in
its application.

The modeling work was undertaken by a small number of specialists comprising an archivist,
an archival program analyst, a scientist and a computer scientist. Research assistants from the
University of British Columbia supported the work by undertaking research on business models
and definitions. As a result of time limitations it was not possible to conduct a “walkthrough” of
the model, which is why the model still requires testing and validation and should be viewed as
an intermediate result of the overall InterPARES 2 Project.

Applying the model

Principles that underpin the model

In understanding the model, there are some important principles that need to be taken into
account. These principles, which serve as the basis for the two different expressions of the
model, are as follows:

1. the model must be applicable to all types and sizes of organizations, ranging from an

individual to a multinational;

2. the model must be applicable through time and through multiple dimensions and thus

expressing more than one view and perspective; and

3. the model must be technology independent.

The model must also address the two dimensions of preservation: time and space. Through
time, the authenticity, completeness, meaningfulness and usability of records needs to be
maintained, despite changing cultural contexts and changing technologies.

Across space, different organizations representing multiple domains may be involved in the
management of records both contemporaneously and sequentially through time. For instance,
records created and used in a record creating organization may also be of interest to third parties.
Across space, for instance, they may be of interest to citizens, audit authorities, tax revenue
office, stakeholders and other parties depending on the business context. Through time, they may
be managed by subsequent agents that have a responsibility for their preservation.

The model needs to reflect the most complicated situations and be applicable to organizations
having complex mandates, organizational structures, business processes, etc. At the same time,
however, the model must also be capable of being applied to the very smallest unit of
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“organization”—the individual, one-person enterprise. Needless to say, in the case of the one-
person enterprise, the detailed diagrams and other complex aspects of the model may not be
necessary. Regardless, when used it will be necessary to identify clearly at what level of
aggregation the model is to be used. Within a given organization, for instance, it will be
important to for the organization to determine whether the model is to be used for the whole
organization, thereby including all business processes of the organization, or for one specific
business process.

The model is thus indifferent to underlying organizational structures. What it tries to express
is the coherence of primary business activities and the meta-processes of recordkeeping, no
matter what organizational structures may exist. The overall intent is to support a perspective
where the management of the business and the management of the records of the business are
coherent and harmonized.

Benefits of the model

By taking the organization and the organization’s business as a starting point, the model will
help organizations ensure that their recordkeeping policies and strategies are in direct line with
and supportive of their business needs. By embedding recordkeeping within the business,
organizations will be able to secure the following benefits (as expressed in ISO 15489:2001,
clause 4):”

e conduct business in an orderly, efficient and accountable manner,
deliver services in a consistent and equitable manner,
support and document policy formation and managerial decision making,
provide consistency, continuity and productivity in management and administration,
facilitate the effective performance of activities throughout an organization,
provide continuity in the event of a disaster,
meet legislative and regulatory requirements including archival, audit and oversight
activities,

e provide protection and support in litigation including the management of risks associated

with the existence of, or lack of, evidence of organizational activity,

e protect the interests of the organization and the rights of employees, clients and present

and future stakeholders,

e support and document current and future research and development activities,

developments and achievements, as well as historical research,

e provide evidence of business, personal and cultural activity,

e cstablish business, personal and cultural identity, and

¢ maintain corporate, personal or collective memory.

The model is a tool that organizations can use to systematically analyze, design and begin to
implement their recordkeeping framework such that it emerges as an integral component of the
organization’s business. Given that most organizations have at least some of the components of
recordkeeping in place (i.e., no matter how modest these components might be, the
organization’s are not starting with a clean slate), the model can be used to audit the existing
situation and assess the extent to which various approaches to designing the recordkeeping
function may or may not be appropriate to the given business context it is serving. The results
will enable decisions to be made concerning not only the design of the recordkeeping function

73 International Organization for Standardization, ISO 15489-1:2001, op. cit., 4.
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and paths to implementing a recordkeeping system, but also how identified gaps between the
recordkeeping function and the business functions of the organization can be closed.

In this respect, the UML class diagrams of the model identify the main information objects
that are relevant in recordkeeping, such as agents, business and recordkeeping activities and
records. For each of these entities, information has to be captured and kept over time. These
information objects may be further detailed in sub-classes and through their interrelationships.
All will be described through their attributes and, to some extent, through the operations that can
be performed on them. Thus, the class diagrams help identify what information has to be created,
captured and maintained over time in a recordkeeping environment.”®

In contrast, the IDEFO component of the model focuses more on the activities that need to be
undertaken to implement recordkeeping in an organization. Those activities regard the
recordkeeping needs, risks, requirements and subsequent policies, strategies, procedures and
instruments, as well as the actual recordkeeping activities that are needed and appropriate in the
organization, given the business functions and activities for which it is responsible.

The two views (the information-focus UML class diagrams and the activity-focus IDEFO
diagrams) are complementary and provide a good framework for organizations to identify what
has to be done to implement good recordkeeping.

The model provides a framework and tool to:

e support organizations to implement recordkeeping in a systematic and structured way
taking into account the current situation and the capability of the organization to achieve,
if needed, better recordkeeping policies and practices;

e cnsure that business activities have proper recordkeeping processes and procedures
implemented; and

e ensure recordkeeping processes are properly embedded in business activities.

Finally, a model of a prospective operational recordkeeping environment enables the
organization to conceptualize, plan, acquire resources, communicate with both technical and
business stakeholders and evaluate, make and, if necessary, revisit decisions about realizing the
model’s functions in systems or services.

Overview of the Business-driven Recordkeeping Model”’

In this section, the BDR model as developed with the two different modeling techniques
(IDEF0 and UML Class Diagrams) will be discussed, as far as possible, in parallel to provide the
reader with the opportunity to compare the two different expressions.

Introduction

The first objective of the model is to identify and express the relationship between doing
business activities and the information used and created in doing this, as well as the capture and
management of that information as records. The second process is the management of both sets
of activities.

7% Guiding the class diagrams was also the draft technical specification ISO-23081-2 on metadata for managing records.
" The Business-driven Recordkeeping model’s IDEF0 diagrams, together with the IDEF0 activity and arrow definitions and the
UML class diagram definitions, are provided in Appendix 15.
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In taking this perspective one can identify three types of processes: the actual business
processes, the actual meta-process of managing records (recordkeeping) and the overarching
higher level meta-process of managing (the interaction between) these two.

The different types of processes (or contexts) leads to three distinct views expressed in UML
class diagrams:

e the business view—taking the (organizational) perspective of a business in its activities
and creating records; the core item for business is the transaction. From this view
recordkeeping is viewed as a function of business;

e the recordkeeping view—taking the perspective of capturing and managing records
created in a business; the core item for recordkeeping is the record. From this view a
business activity provides the context of the records; and

e the framework view—taking the perspective of the need to integrate both the business
view and the recordkeeping view so that they are properly aligned. This reflects the layer
that controls and amalgamates or integrates both previous views.

In principle, these three views occur in any business situation. Depending on the scale, the
complexity of interaction between them will increase and will lead to differentiation in the
processes at each level with inherent proper organizational structures. A one-person shop does
not need to differentiate (organizationally) between all the management processes that will be
closely knit together. In a multinational organization, whole departments may be dedicated to
one specific process; such as the process of accounting or that of records management, for
instance. One layer that may not be explicitly visible in the IDEFO component of the model is the
wider context within which all three of these views sit: the societal and cultural dimension. To
make the continuum approach view complete, however, this dimension has to be added:

e the societal view—taking the perspective of the ambient contextual environment, needed
to understand the external influences on a business and its recordkeeping practices. This
layer has its own dynamics and is (usually) out of the control of the organization that runs
a business.

It is reflected indirectly, as it should be translated into requirements and constraints that will
govern business and recordkeeping business, and does not surface explicitly. For this reason, a
UML class diagram has been developed to represent the societal view. In this diagram, the
classes of business activity and agent should be seen at a higher level of abstraction/generality
than in the business or recordkeeping views. The societal view is both the broader context of the
inner dimensions and a perspective or entity in its own right that embeds the agents
(organizations, individuals) of which it consists.

Each of the four views does not stand on its own, but has an overlap with the other three. As
such, they are interconnected and represent a multidimensional view on recordkeeping in line
with the records continuum concept.

The core diagram

Starting from the diagram that delineates the object or area of observation from its context,
the IDEFO methodology decomposes the functions and processes within that area into ever more
detail, until a level is reached that does not need further decomposition.

As indicated, this model takes the view of an organization (ranging from an individual to a
multinational company) as its starting point and identifies all processes needed to perform
recordkeeping in relation to any type of business activity. The core diagram is shown in Figure 2
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with the top level of the three most relevant areas of activity: managing the business framework
(A1, including other subordinate frameworks such as the recordkeeping framework), carrying
out the actual business activities (A2) and carrying out the activities for managing records (A3).
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Figure 2. High level model of the business view (A0)

As indicated, in the IDEF0 methodology each of the boxes or processes in the A0 diagram is
further decomposed into more detailed activities explaining what is needed to perform the high
level process properly. In the domain of recordkeeping (box A3), the ISO 15489:2001 standard
has served as a framework for identifying the processes involved, represented in activity boxes
Al and A3. For the box representing the carrying out of a business activity (box A2), this turned
out to be more difficult for the domain of carrying out a business activity for two reasons. First,
no appropriate generic reference model could be identified that could serve as a framework for it.
Second, the alternative of using a real business activity would have provided an example of what
could be expressed here, but at the same time would have limited the model to that one business
activity. So it is left to the user of this model to take a relevant business activity or process as an
example and decompose it into the steps that are needed to carry it out. When that is done, it will
give “real world” meaning to the first and third boxes (Al and A3), because they will be
contextualized.

Thus, the model should be seen as an empty shell that can serve as an instrument for
analyzing the business situation in relation to recordkeeping. The model becomes “alive” when
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box A2 is decomposed based on a concrete business activity. Doing so will also set the scope of
the whole model.

Despite the above, it can be said that it is in carrying out a business activity that the three
axes/dimensions of transactionality, identity and evidentiality, as identified in the records
continuum model, come together. Agents (identity) carry out transactions (transactionality) that
are documented in records (evidentiality). Each of these dimensions can occur at different levels
of aggregation. The scope and complexity of the business will determine how many levels of
aggregation may be necessary and how complicated the interrelationships are.

It has to be noted here that the evidentiality dimension also occurs at the two other levels of
records: that is, the management of records themselves and the management of the business, both
representing processes that have to be accounted for and subsequently documented, as well. As
such, this represents the recordkeeping dimension.

Each of the three boxes in the A0 diagram of the IDEFO model is also represented in UML
class diagrams: the (Business and Recordkeeping) Framework view, the Business view and the
Recordkeeping view, respectively. A fourth class diagram has been made representing the Societal
view, which is comparable to the context diagram (A-0) of the IDEF0 model (see Figure 1).

Business activities

As mentioned above, box A2 in the IDEFO diagram represents the actual business activities
to be carried out. In principle, any actual business activity can be taken and subsequently be
decomposed using the IDEFO technique. Such decomposition will require the identification of
the level of observation of the business function or activity and, subsequently, the analysis of the
function or activity and how it is or should be performed. Such an analysis will identify not only
how the business activity is carried out, but also by whom, when and why records will or should
be created.

To complement the IDEF0 model, a generic, conceptual UML class diagram was made of the
business activity (and transactions) and its relationship with records and record transactions and
is given in Figure 3, below.

Four main clusters of objects can be identified:

1. the business transaction entity and the (business) activity to which it belongs or of which
it is a part; in turn relationships are drawn to function, mandate, jurisdiction, business
plan, etc.;

2. the agent entity responsible for the business activity, rights and associated recordkeeping;

3. the record entity and its metadata; and

4. in turn, these objects are governed or controlled by the classes of mandates and the
business and recordkeeping frameworks.

The following class diagram does not reflect the fact that, in some cases, the record itself can

be at the same time the business transaction.

The processes for managing policies and frameworks

Policies and strategies are essential for a successful recordkeeping function in an
organization. Organizations will have mission statements based on the responsibilities they have
for carrying out business functions and activities. Derived from that they will develop policies
that determine what the objectives and goals are and what frameworks will be applicable for
achieving these objectives and goals.
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Figure 3. UML class diagram of business activity in relation to recordkeeping
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In the following diagram (Figure 4), the high level functions are identified that will help
organizations to develop the business framework and more detailed strategic plans. Policies
serve two purposes: one internal, telling what has to be done according to what standards, rules
and procedures, instruments and systems, and the other external, explaining to third parties under
what policies or conditions the organization will perform its functions and obligations. An
essential part of this activity should be a policy and framework for managing information and,
more specifically, for managing the organizational records.
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Figure 4. Overview of the main policy activities in managing a business (A1)

Such a framework and policy will be based upon an analysis of the organization’s functions
and juridical and societal context. This also will include an identification and analysis of risks
and measures for how to mitigate those risks. The framework will guide all business and
recordkeeping activities of the organization.

The processes involved are (IDEF0 model, Al; see Figure 4):

Analyse Needs and Risks (A1.1)

Establish the business needs for records (including how long they are required to be retained),
identify the risks for the business and the organization that need to be mitigated by the proper
creation and management of records, along with those risks that will be present if these records
will not be properly created and managed, to identify the requirements for records management.
This activity is controlled by legal, juridical and organizational or business requirements.
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Establish Governance (A1.2)

Set the overall strategic direction of an organization by establishing the set of responsibilities
and practices necessary to ensure that the organization is accountable for fulfilling its mandate,
achieving its stakeholders’ objectives, meeting the current societal, ethical and moral duties,
managing its risks appropriately, using its resources responsibly and monitoring its performance
effectively.

Manage Strategic Framework (A1.3)

Establish strategic plans outlining the organisation’s current and future direction, priorities
and resource allocation strategies, in line with its business needs and key stakeholder interests—
as well as including the required mitigation of business risks identified—implement them within
an overall strategic framework, monitor the performance and application of the established plans
both for the business activities and the recordkeeping processes and, if necessary, subsequently
adjust the plans to continue to meet business and key stakeholder needs and interests.

Define Business Processes (A1.4)

Define an organisation’s business operational targets and outcomes, delegate and assign
resources, develop business and workplans, and design and develop business work processes,
necessary instruments and systems structures to effectively manage the organisation’s resources
and support its work processes.

Monitor and Evaluate Business Performance (A1.5)

Periodically assess the performance of the business processes in relation to the organisation’s
strategic framework and the accountability framework. Based on the monitoring, produce
business performance reports to inform the organisation’s appropriate management functions to
confirm or revise the business strategic framework, or business processes and structures.

One of the purposes of the viewpoint expressed in the Al view is to identify where the
business framework meets the recordkeeping framework. This happens as part of the Al.3
activity (Manage Strategic Framework). One of the strategic plans that has to be developed is the
recordkeeping framework (activity A1.3.4.3). This will be done in close connection with a risk
management framework and the business framework.

Important activities in the process of developing a recordkeeping framework are apart from
the development itself: namely, implementing it (A1.3.4.3.3) and evaluating its performance and
adequacy (A1.3.4.3.4). Implementation is then guided by a readiness and capacity assessment to
identify what is needed to transform the organization from the current situation to one that is
better suited to address the recordkeeping requirements within the given business context.”® This
will not be a onetime activity, but will need to be repeated periodically, depending on the results
of the monitoring process. This monitoring process will regard both the internal performance,
such as whether goals are met or how many failures are occurring, and the external
developments, such as change in technology or in legislation.

A good model for the whole management process is the “Deming Cycle,” which
distinguishes the processes of plan (define the policies and plans), do (implement the policies
and plans), check (monitor and assess what is happening internally and externally), and adapt
(decide on changes to improve).

8 For a fuller overview of this approach, see http://www.tbs-sct.gc.ca/emf-cag/gcc-ec/ig-ge_e.asp.
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The UML class diagram expresses a different view that focuses on the classes of information
objects that are involved in setting policies and frameworks, their attributes, operations and
relationships with one another.

In the diagram below (Figure 5), several clusters of classes can be distinguished:

1. the business activity cluster (gold) that is closely related to the business plan and the

agent that is governed by a strategic framework;

2. the cluster for analyzing needs and risks (blue) leading to systematic and explicit

identification requirements and an accountability framework;

3. the framework cluster (purple), including all types of policy frameworks necessary to do

business; and

4. the classes mediating and interconnecting (light yellow) the different clusters such as the

agent and the internal and external mandates.

As with the IDEF0 model, only a top level view is given here. For each aspect represented in
Figure 5, new UML class diagrams at a lower level may be required that will represent a more
refined and detailed view of underlying classes of activities and entities along with their attributes.

The recordkeeping processes

The third high level IDEFO0 box (A3), which models the function of managing records, can be
decomposed into four main processes (Figure 6) with the following definitions:

Capture Records (A3.1)

Based on rules established in the recordkeeping framework, the capture function identifies
and brings under control the records that are created in the business activity and that need to be
maintained. With the capture of those records, the required metadata are also captured/extracted
to ensure the authenticity, usability, integrity and reliability of the records. The capture of
metadata is done every time a record or aggregation of records is used in a business process. The
capture process includes the registration and classification of the records as well as, if needed,
the assignment of key words, so that the records are (uniquely) identifiable and searchable. The
valid recordkeeping instruments will guide the registration and classification. Identification and
information about the performance of this function are produced for evaluation purposes.

Maintain Records (A3.2)

This process is decomposed based upon the preservation function model as produced by the
Preservation Task Force of the InterPARES 1 Project.

Following direction established in the preservation strategy as part of the recordkeeping framework
for a given body of records selected for preservation, apply preservation method(s) targeted to that
body of records to implement the preservation action plan for those records by maintaining the digital
components of accessioned digital records, along with related information necessary to reproduce the
records, certify their authenticity and enable correct interpretation of the records.

The maintain activity also carries out the disposition function, so that records are kept no
longer than needed.

This maintenance activity enables the output, in response to a retrieval request, of the digital
components of a record, along with information about that record or, if the request is only for
information, the requested information. The “maintain” process also produces management or
performance information that is used to evaluate execution of the “capture” function (A3.1). The
process is carried out by persons responsible for preservation, using infrastructure technology.
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Figure 5. UML Class Diagram representing management of the different frameworks (including recordkeeping)

Facilitate Access (A3.3)
Governed by the access framework, support search facilities for users and, if successful,

provide information about or provide access to reproduced (authentic) records or produce, if
requested, a reproducible digital record; that is, the digital component(s) of the record along with
instructions for producing an authentic copy of the record and information necessary to interpret
the record as kept under the regime of the recordkeeping framework.
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Collect performance information (A3.4)

Synthesize and compile reports on the performance of the capture, maintain and facilitate
access functions based on information continuously collected from these functions to inform the
“evaluate recordkeeping framework performance and adequacy” function (A1.3.4.3.4). These
reports may contain information about the applicability of policies, rules and methods, deviations
from policies/rules and malfunctioning of systems, as well as suggestions for improvement.
Other reports will be made with consolidated information about usage of records or aggregations.

The following UML class diagram (Figure 7) reflects a different expression of the
recordkeeping function, drawing particular attention to the classes of objects involved in carrying
out recordkeeping activities.

Those activities will be guided by a recordkeeping framework as established by the
recordkeeping management function (see Figure 5). The diagram shows what transactions can be
performed on the records (at all levels of aggregation), and the accompanying metadata, to
maintain them as long as required. At the same time it identifies what metadata should be
captured about the records and recordkeeping instruments and how these transactions should be
documented. The classes of information objects and their attributes reflect, as such, a metadata
schema needed to perform the recordkeeping function.

InterPARES 2 Project, Modeling Cross-domain Task Force Page 64 of 233



InterPARES 2 Project Book: Part Five T. Eastwood, H. Hofman and R. Preston

Encoding scheme Extraction/brokering action i
Helentit - Access action
-I£ ¥ Contextual metadata: File S ecessConaiion
description -identity Disposition
Ldatealid Xty b -description bl Ll
: Pty Hype _I
— [description
A uyses - =
. T Contextual 1 1 ? 1ok Vi
metadata
RK Metadata schema Record Fs Srleyeac tow
Cideniity persistentidently ﬂ"ﬂls’:gh'ﬁ“
status gaverns ¥ Fdata * =] v
Lname lelassificationCoda = peventlime .
L description l-title 4 affects reventDescription
-dateV alid 1 -registrationidentifier ~related to -mmngypa
rcreatel) -aggregation? R -5
i lrabstract Lnen
poeiScnpmaDetai) Record characteristics et LeveniRelation
% ! FrecardType +  lextemalldentifiers B *t_zurlr_n'rlEmE:.flale
[ <{igetRecordCharacteristics() | |1 -audience ST +getHistoryEventi)
Behaviour r ey |_ AN
r Hanguage B
HunctionalElement i
1 +associateWithParent() Capture
+addNewlinstance()
Form +getRecordDetails() perfofms|
% -formCharacteristic +eommilData()
Structural metadata FrecordElement 4 ConSiralh acoRdE TS
HnternalRelationship [ 1
FayntacticalRule ,. - Responsible agent .
FetructuralElement Rights authorise »
i Cidemtity ||
pomia -type Lrols
Fdescription -name
Record Instance [rightsPeriod Hplace o —
[+checkRigh Hurisdiction
s el Ldescription
type Liassification
] Hadd AssoclatedFllesi ) gove(ms »
HassignTechnicalEnvironment{) Access
.igetlnamoeDelsils(} - PR
‘+evaluatel) l-accessCondition
FeanditionDate Flypa
resgs b l-permission -date
1 l-restriction
Technical Environmeant
-application software |
Association :
ﬂ:;:g?g AEan Preservation action |1 Transformation JPYE{MS?
lother metadata |-preservationAction Type: -transformation steps

1 4, reguires 1.4 Y

Transformation Unit
Computer file % -succes: bool ..
Cdeniity 0.1 Roeatel)
-file name <ytcreatePreTransformationFileset()
+  tralative path _pretransformation filasat +createPostTransformationFileset()
-size
[f S ncihel il 0.1 -postiransformation fileset
1 -inteanty *
HassignTechnicalErvironment ) 5 .
* HgetFileDetails()
HgetFile()
HeheckFixty)
Contextugl metadata: RK framework
? ~description
-dateValid
[-date

Technical metadata
Hformat

Figure 7. UML Class diagram representing the classes from a recordkeeping perspective
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The following main clusters of UML classes can be identified:

1. the intellectual record and its aggregates, the associated contextual metadata and the
essential characteristics (blue);

2. the technical components and aspects of the digital record (light yellow); and

3. the recordkeeping transactions (purple).

The broader context: the Ambient Society

In the IDEFO model, the broader context of the organization is reflected in the A-0 diagram,
which identifies how the organization is communicating with both its immediate and more
distant environments.

These can be divided into four different areas:

1. developments, laws and other influences that have an impact on how the organization
will operate and carry out its mandate. Together, these constitute the controls, which
include juridical requirements, corporate culture, recordkeeping theory and methods,
mandate, societal influence and state of technology;

2. input (material and immaterial) that are used by the organization and/or transformed into
output;

3. output that serves the customers, citizens or other stakeholders; and

4. mechanisms that enable the organization to function, such as staff or personnel, technical
infrastructure and facilities.

The top-level IDEFO diagram, A-0 (see Figure 1), shows the most important influences and
relationships between an individual or an organization and its environment. Within the lower
level diagrams of the model some of these may be further decomposed into more precise
descriptions.

The UML class diagram with the societal view (Figure 8) is an attempt to model a
recordkeeping perspective on society. It reflects the fourth dimension of the records continuum
paradigm and, as such, is an entity in its own right.” It is within society that records, archives
and archival institutions play a role and it will also be developments and aspects of society that
will determine how records and archives will be created, used and managed.

" For a more comprehensive description of the societal aspects of the records continuum, see Sue McKemmish, Michael Piggott,
Barbara Reed and Frank Upward (eds.), Archives: Recordkeeping in Society (Wagga Wagga, Australia: Centre for Information
Studies, 2005), especially chapters 7—12.
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Chain of Preservation Model

Diagrams and Definitions

InterPARES 2 Project, Modeling Cross-domain Task Force Page 68 of 233



InterPARES 2 Project Book: Appendix 14

H39NNN

uoneAlasald Jo uiey) abeuely T11IL

‘300N

JoBeugy spioday Jojealn  Jaalasald S0l salioed

L] [y]

. 158nbay 55900y UOIIEAIaSAId 10 1dieoey Jo SUoIIedIliloN ov
. 1senbay $5990y UoIJeAISsald 10 UoIjoseley JO SUOIIEDIIION
'§/8S( 0} Panss| SPJ0oay pPaAlesald 81g1onpoldey INogy UOHBULIOU] < UOBULIOJU| J0/pUE SPIODBY
. i8S 0] Penss| SPI0s8Y PeAlesald a|gionpoidey PoAIBS3Id 10} 5159NDbaY $5990Y pafeIpawun
P AlouUBYINY JO S8IBOLILSY) S I8Alesald » UOIJELLIOJU| 1O/PUE SPI0day
- 1dsy| 10} s1senbay| s$800y paleIpswUn
SIgg(] 01 PalUSselg SPI0JSY PEAISSaIg peonpoiday] InoQy UoEWIo|
. S19S( 0} PaJUSSAld SPI0ISY PaAalasald padnpoiday N ABojouyds | S|qe|IeAY INOQY UOIIBULIOLU|
\ suoljduoss( plooay
P SIUBWINISU| aAIdUOSS] JaAI8S3al4 INOQY UOITeuLIo|
- 1senbay| ss800y Buidesyplioosy Jo uoiosiay Jo sUOIIEDINIION uoljealssald Jo urey) sbeuepy »
- 101e8Is) IN0qy UOITeULIo|
. 1senbay sse00y Buidesyploosy Jo 1d1908y JO SUCIIEIINON
_siasn) 0} panss| spJoday 1dey a|gionpo.dey INogy UonBWIoL| < IXSIUOD) SJUSWNI0(] POAISISY INOQY UOIIEULIOLU|
. s18s[) O} penss| spi10day 1dey s|qionpoldey »
- SJUSW N0 POAISISY
< Ayonusyiny Jo seledyIla) sJojealo
< S19S[ 0} PaIUSSald Spl0day 1day paonpoiday Inogy UoeLLIoU| - SpIooay BUNSIXT 51018810 1Noay UCHBWGY|
L $19SM 0} PaIUSSald SPIoday 1day paonpolday
- ot
P SueWNISU| BuIXapy| sploosy Bunsixg s,Jojesln)
L sjuswnoog BulobinQ
sjuswalinbay
ABojouyods ] uoIssIiN pue sa|diound
wslsis [eolpunp splepuels 1o s1BIg s lenlesald ‘s1d8ouon) [BAIYOIY
NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON

dOl1

-LX31INOO

A3ANTNWINODI A

31vd

43av3d

ONIHIOM y00c-uer-gL -3.1vQa

1d4vdd 800Z-4dw-90 :AIM uoleatssald Jo uleyd ayl sbeuely (1 03roHd

2dN -"HOHLNY

v d38n

Page 69 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

[

uolealasald Jo uieyy sbeuey

ov

HIFANNN A1LIL -3AON
UOIJBLIOLU| 8OUBWIOHSd WSJSAS UOIIBAISSSIH 1aBBURY SPI0dSY 10jeal) . Janesald
13jsUBl] JO UOoNoalay JO SUOIBOLION N A~
I8jsuel] Jo 1disasy JO SUCITEDINON, —~ ~)
iy 5 ) Jojesl?) Inoqy
SuoIsIos(] [esIel M
w. dlest hﬁ Ma7ww_3__ﬁ_mmmn_ P uonewoju| payepdn uoleLIIoU| Jo/pUE SPI0oay
188N mw S$800Y UOIBAISSald 7Y < nar \ DAAIDSEI] J0) S150nbax
< 10 1d1828y Jo suoleallioN Z 5500y POIEIPOWIA
L 1589nbay] $S900Y UoIjRAIaSald n 7 ~
- 10 uonosley Jo suoiealnoN - / N h
- suonduosa ploosey |esielddy 1o} spiodey uoljeulioju] @auewloped
D sjusWInnsU| sAndussaq wealsAs 1day| Inogy uoneyLoju| \mv\. waishs buideepiooay
H SIS 0} PONSS| SPI0dSY pamlesald | UoheAlesald N ) uoiewIojU| @ouewload
- a|gionpoiday Inogy Uoijewioju] | lusuewlad WOMOD INoqy sIejsuel] uonealn waisAg Buiew-piooay
_ S18s0 0} Ponss| spicody | B Ul Spi0day uoneuo] FPI00SY pejeiduio) 1oy spioosyy |||| W
i paAlasald e|qionpoldey sbeuepy _”1._ \ spiooay ..\M%l‘me moay |||/ UOITEULIO]
- Alousyiny Jo sejeoliuseD S, lenleseld » oy l|\l ;8 pae|dwon uoneusou| | lo/pue sploday
_ sl9s) 0} pajUSSSld SPI00SY PaAIssald M pauajsuel| 1day Joy) s}sanbay
i paonpoiday Inody Uolewou| la—< _|1nogy uonewlou) / $S800y paleipswiun
- s188[ 0] pejussald sploosy g |5 V. \
p ™
pemasald paonpoldey mbu_ / $\ \ ﬁd L | < XOWEA
- 1sanbay $5800y Buldasyplioosy slajsuel] A4 SIUBWNI0(] PaAIBISY
10 uonosloy 0 SUOITEOLION splooay 1dey \ \ - 1Oy UOIeUos|
o 1senbay ss800y Buidsayploosy splo2oy paialiseq welsis | -—
- 10 1908y Jo suonedsiiionN | pody co_HmEmE:oon_\ Buldasyploday AJ( SIUSWINIOQ POAISISY
- AJONUBLINY JO SSIROIIPSN S Jojealn) uolleAIesald 10} € Ul Spioday sp.I0oay Bulsixg
H $198M 0} panss| splovay 1oy [ Herewswnoog _wu,w:m_: sbeuep 5 wesig < s J0jBaln)
- s|gionpoidey INody UCIRWIOJU| | |spioosy jday peussuel] UD{EW-PIOTSY
e Ul splodd 10}eald) Inogy
<5250 01 PANSS)| SpI02SY 1day a|gionpolday 1N0Qy UONBULIOU|  SP d
sbeuejy »f Wcozms._ob_c_ parepdn
mfmj 0} pajuasald Spiodsy 1doy paanpoiday | Al\n L 10} s)s8nbay
$195M 01 pajusssld spJodey R ——
H 1day| peonpoiday 1nogy uoiewIoLU| ML ABojouyds] ajqe|leay
- SuBWNISU] Buepy] VYT uoljeAlasald \ NoQy UOIBULIOU|
- sjusWnoog BUICBINO ; Buideaspiodey » _o%w_ﬂ%ﬁ%cwsn_ n 10JEa1) IN0qy UOITeWojU|
W 204 UDNESLINDO0(] 5 waishs sbeuely sploosy Bunsixg
Jajsuel] Jo sUOIIPUOY) pue mctmw_kv seinpsooid pue_N { I8jsuel| uiew-plooay S ToTE515 Tnoqy Tomguioq|
SalBYdS 9|jold plods L s8|ny uonisodsiq L welsAg Buidesyploosy »
Ws)sAg uollealasald Jusueuliad laniesald Inoqy uoieuwoju|
oV NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
J3IANIANWODIA
14vdad 800T-4dv-90 'A3H uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM v00c-uer-eL 341vd 09N -HOHLNY -Lv d3asn

Page 70 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

uoljeAIasald Jo uieyD Joj yiomawel 4 abeuely

A1LIL

A

‘300N

-

SUOISIAGY MJoMBWRI4 PepUsWILIndsy

J0]BaIN) IN0gy UOIBWLIoU|
palepdn Joy sisenbay

7Y

Jiomawel 4
urejurely -

UoIeLLIOIU] SouBWIOUad

W9ISAS UoleAlasald
UOIBUIIOIU| 8oUBWIONSd

weisAg Buideaypiosey

UOIBUWIOIU| SoUBWIONSd

AA

A A

sWw8|qold uoljejuswaidu)

hm_E

waIsAs uoneAlasald JUsUeWIad

walsAg Buidesypioosy

slomauel

I Y

welsAg Bupjew-pioosy

uswedw|
-,

10381 Inogy UOREW.ojU| parepdn

Z

uBisaq WalsAs

Inogy UonBULIOM|

[A%4

WIsAg Bupew-ploosay

ABojouyos] sjge|leAy

L R QLY

N0y UOIIeuLIo|

sHomawel 4
ubiseq

uopealasald jusueullad

A

r:m_wmn_ wslsAg buidesyplodey

uBisaq WalsAg Bupew-ploosay

sjuswalinbea
ubiseq

$0101|0d Mlomaulel |

IV

Mlomaw el
wawsbeuely
dojersq

suolIsaq |esielddy

1012211 Jhogy Uolzewio|

pelepdn 10} sisenbay

lanlesald 1hogy Uoljewou|

A& A A A

1012817 Jhogy UoIIeWIoM|

sp109ey Bunsixg sJo1eslD) IN0GY UCITEWIOU|

ov

mmm-

-IX31INOO | 41vd

NOILVOI19Nd
d3ANTIWWOD3H
1d4vdd 800Z-4BN-le  ‘AJY
43av3d ONIHIOM rQ0c-uer-gL -3.1vQa

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 71 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

ylomaweld Juswabeue dojeas(]

LV

439NN AT1LIL -3AON
__ sdldljod yomeuiel4 Shiv i )
sjuswalinbay N 1
Biseq
sjuswalinbey ubisa uo! » )
Au ooy WhiEed ysiigeisg
Z
F LY
salol|od $919110d
uswabeuey Juswsbeue l.—
ysliqelis
Z
ey
_wammm:n_mc_oommkrl Janiesald
psjeubise( Jo sisAleuy sploosy »
pajeubisaq lanlesald INogy UOITEWIOM |
azAleuy
\ . .
a AN sp.ooay Bunsixg
u\ SpI02ay ¢ 50129l INOQY UOITeuIoU|
SPJ0J9Y S,.J0}edl Bunsixg
10 sishjeuy w_o.ﬁm.mho g
azZA|euy < )
Vi
“ LY — oTle)
lojealy) SpI0dey 1Noqy Uoljewioiu|
josiIsAleuy ] 101810
spi029y | 10]ES17) 1N0QY UOITBULIOLU|
Jojesid) Inody Uoljewloju| psjepdn ozAleuy pajepdn) Joi sisenbay
- y.
_H_ 3 NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
| _H_ A3ANTNINODIA
. 14vdda 800Z-1BIN-GZ ATY uoljealasald 4o uleyn ayy sbeuely 103rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM y00Z-uer-c¢ ‘31vd 0dNn " dOH1NY -1¥ a3sn

Page 72 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

ylomawel{ ubisa(

c LV

439NN AT1LIL -3AON
IR
([ ubBisaQ alnpnnselu| [euolloun WealsAg uonealasald » spJioday Bunsixg
wershs S,10]B810) INOQY UOIIBWLIOLU|
BlIs}10) 9oUBLLIOHSH WSISAS UoleAISSald
uBISo] WalSAS uoneaiasald g N
dozmzomw._n_ jusuewlad ﬁ sjuslalinbay [euciouUNy Welskg uoneAleseld EmmmE._wn_
uBiseg -
ainjonilselu| sAlleNSIUIWPY WBlSAS UoeAlasald )
LIRCINEY
- T e L ABojoUYoD | age|leAy
ubise( ainponuselu| jeuonpund welsAs Buidesypiodsy r 1NOGY UOREULoU|
Bl aouBWIoNSd WaISAS Buidesypiooay walsis e
- uBiseq waisAg | L Buidesypioosy suoIsivaq |esielddy
Buideayplooey sjuswsalinbay [euonoun 4 WelsAg Buidesyplodey ubisaq
\ d
aln1onJIselu| aalelsIuLILPY WaisAs Buidesyplooey sjuswalinbay ubiseq
(AT 4
LT
(ubBlse aunpnISeIU| [RUORIUN] WR)SAS Bunew-p1ooay ‘
BLIBIID 8oueWIolSd WalsAg Bunjew-ploday weisAg
L ubisa wWalisAs Bunew-plooay
i Bupew-pIossy ﬁ sjuswalinbay |jeuoiouny Walsis Bupew-pIooay ubisaq ¢
N
aINoNIISeLU| SARRNSIUILPY WaisAs Bupjew-plodey
- A
sapllod
S IOMBLLBI 4

NOILVOI19Nd

_H_ 3

A3ANTNWINODI A

14vdd

-IX31INOO | 41vd

43av3d

ONIHIOM

800Z-1BN-¥Z ‘AJd
rQ0c-uer-gL -3.1vQa

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 73 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

L ¢V

$919110d WasAS Bupew-plosay

N walsAg Bunjew-piodsy ubiseQ — 200N
uBiseq [ uBiseq walsAg Jaisuel| Bupnew-pI0osy vy
_ainjonuiselu| [euciouny ubiseq WelsAS uonnoex3 Bubfew-pliodsy m_Eo:bwmtc_‘A <
" waishg Bupjew-piossy | ublseq weIsAg uopele[PaQ bupew-pIodaY _mm__m_u,wﬁﬁ__cm%wm S
ubise WaisAg uoljeolijuap| Bupew-plodey .v_:m_mnwo d |«
. B
ubiseq waisAg aumden Buiew-plodayy ii Vi
- LTIV
BlI8]7) 80UBLLIONSd Wa)SAG Jaisuel] Bupew-ploosy
. eusjun souBULIOUSY ) elI8}l0) 80UBWIOLS W8aISAS U0INJsxT Bupfew-pioosy eLISIID) »
TTwioshg Bupjew-pioosy eLaL) 9oUBULIOLDd WalSAS Uoneleoa] Bubjew-piooay soUBWIOHSd Wa)SAg sjuswalinbay ubiseq
BlI8)lID) 80UBWIONSd WaISAS Uojedliusp| BubEw-ploosy Bunfewrpicosy ysiqels3
BlI8)D) souBWIONSd WalsAS ainden Bupiew-piossy ab 4
[
sjualIaIINbay [ea1Bojouyoe | Walshs Bubew-pIoday @ Abojouyos) sjqejieny
_giuswalinbay [euoljoun4 sjuswalinbey INOQY uohew.oU|
T walsAg Buew-pIooay H suswalinbey Buuoluopy weisAg Bupjew-piodsy |euonoun Weisig
Bupjew-pio2sy ysijgeisg <
sjuswslInbay aouelIONSd WaISAS Buew-plosay
p VLTV
sjuUBWINASU| WaisAg BubEW-ploosy
ainjonnselu|
r S8INPE20Id PUk $8|NY WSISAS Bupjew-plodsy aAlensIuIWpY
2gonselu| sApeAsIulRY | wesig
walsAg Buiew-piooay ﬁ seifierelis WelsAg Bubjew-ploosy Buiew-plodey
dojeraq

] zw

NOILVOI19Nd

O

A3ANTNWINODI A

-IX31INOO | 41vd

43av3d ONIHIOM 700c-uer-og -3.1vQa

0L68.8GG7%¢€C | S410N

14vaa [ s00z-BI-LE  AZY  Uollealssald Jo UleyD ayy sBeuely 103roNd
28N HOHINY|  lvad3dsn

Page 74 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

2JNjonJiselu|

SAlBASIUILPY WeIsAS Buew-piodsy dojeasq 4,

L'LCLY

‘300N

sigowin.isu| WiaIsAS Bubjew-piosay

s8INpasold pue sajny

A
—

SPI029Y JO Aligeley Ui Bulinsug Joj sainpadold

SpJ028Y JO AOBINDOY 8y} BULINSUT 10} $8INp0Id

selwayog elepelely Bupjew-piooay ey
SaWBYIS 9|ljold ploosy sjuswnisu| wasig e -
seweayag Bupodey Bunjew-piosay |Bupiew-piooey dojgasg
Z
SWI04 Sploos
4 sp el % y y
seballal 55820y Bupew-plooey TJEHLC
] $9INPev0.d

$8INPa20I4 AJBJUBWNOC( pue ssauisng payelba)u)

-

$3.NPad0Id pue 3Ny WRISAS Jajsurl] Bupew-piooay

—| pue ssiny WaisAs
— Bupjew-pioosy

SBINPS20Id PUE S8|ny WelsAg uoiinoexg Bupjew-pioday

dojeneQ

A

Mw_mmymbm walsAg Bunjew-ploosy

wa)sAg Buew-ploosy

<

$8INPa0Id Pue s8Ny WelsAg ucnele|oeq Bunew-plosey

S3.NPad0.Id PUB 3Ny WSISAS uoiealiusp| Bupjeul-piooay

$8.NPadold pue sa|ny WselsAs ainiden Bupjew-plodsy

salfialells WolsSAS Jaysuel] Bupell-ploosy

LT

salbaleng WalsAg uonnaaxg Buiyell-ploosy

saibalens wealsis "

 Sel0l|od wesAg Buijew-ploosy

A

salbajens weajsAg uonele|oa Bupew-pIooay

Bunew-pioosy

saiBa)eig WaIsAg Uoiiealuap| Bujew-ploday

Va

salbale.ig weisAg aimden Bupjew-piooey

dojaraq
)

S3101|04 WI9ISAS Jajsuel ] Buiyeul-piooay

FELVTWY

$8101|0d WelSAS Uonnoaxg BuiyeWw-pIoosy

sal0ljod WRISAg

suswslinbay

- seljog WalsAg Uolelejoa(] bunjell-pioday Bunjew-pioosy uBisaq]
| S9101|0d WSISAS UOIEdLIuUSp| Bupew-pioday dojereq
$810110d weisAs ainyden Bupjew-plodoay Vs
J LTV NOIL¥2ITaNd 068 .L9G¥%¢€C | SJ1ION
_H__H_ Q3ANIWWODT
L 14vaia [l s00z-/eN-87  ATY  UOHeAIssald JO UleyD auy sBeuel LOTrodd
1X3INOQ [3Lva ¥3avay ONDIMOM |  |800z-reIN- 11 3 Lva 08N HOHLNW|  :lva3sn

Page 75 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



sjuswalinbay AR
leuonound weisAg bunjew-pioday ysigeis3 5y, o

H39NNN

sjuswalinbay |eaibojouyos | WelsAS Jajsuel| Bupjew-ploosy ETITIY ABoloutpa] olqEliEny

IOy UoIIRULIOL|

sjuswalinbay n
|eoiBojouyse]
welsig
spuawalinbay [ealBojouyda | WSISAS UolRaYUSpP| BuB BL-pIooay Bupiew-pioosy
\ auluialeq
sjuswalinbay |eaiBojouyds] WaIsAS alniden Buisell-piodsy y.

J

_suswaiinbay [eaiBojou s | sjuswalinbay [eolbojouydss | walsAg uonnosxg Bupew-piodsy

i welsAg Bupew-pioosy

sjuswalinbay |eolbojouyos | weisAg uoneirpa Bupew-piodsy

A

sjuswalinbay Buloyuop WalsAg Iaisuel] Bunew-pioosy ey

sjuswalinbey Bulioluoy weisAg uonnoexg Bupew-plosey spuewalnbey
sjuswalinbey] Buloiuoy WelsAg uoneleoec] Bubjew-pioosy Buuciuop weishs jg————
. Bupjew-pioosy
sjuswalinbay Bulojuow WalsAs uoneayiuap| Bupew-piodsy sulwialeq

_,sjuswsalinbay Buuoyuoly
- weisAg Bupjew-plooay

sjuswalinbay Buloyuop WalsAg ainmden Bupew-piodsy /

J

(AT AL

sjualialinbay 9ouBWIONDH WoISAS Jojsuel] Bupew-ploooy

sjuslIalinbay 2oUeWIONa WSaISAS UORNISXT BUel-ploday sjusWBlINbay

_sjuswalinbey sauewiopad souewlopad
- wasAs Bupjew-pioosy sjusWalnbay souewlopad WalsAg uoljelenaq Bupew-piodsy weisig suswalnbay
-«— !
Bupjew-ploosy ubiseq
sjuswelinbey souewIiopad welsAs uoneaynusp| Bunjew-pioosy suIsiBq )
L !
sjualalinbey souewliopad welsAg ainyden Bupjew-piodsy /

Page 76 of 233

InterPARES 2 Project Book: Appendix 14

Oz NOLLYDITand 0b69.9GV€Z L SILON
_H_I QIANIWNODTY
(. 14vaa [l s00z-eN-vZ  ATM  Uollealssald Jo UuleyD sy ebeuely 103roNd
1¥3LINOD | 3Lva Y3avay ONIYMHOM | |800z-BI-rZ 31va 28N HOHINY|  lvad3dsn

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

weisAs buideaypiosay ubise(

cCLY

2InJoNJISe.U| SARASIUILPY

T wa)shg Buideeypioday

selbejelis welsAs Buidesypicosy

$8101104 WasAS Buidesypioosy

sjusWalnbay [euolouny
welsAg Bupjew-piodsy

439NN AT1LIL -3AON
6 i ubisaq walsAs uolyscdsi] Buidesyploosy reciv
ubiseQ o ~
QUnioniselu| jeuoioun | ) ubisaQ wlsAg $s202y Buideapioday aInjonlselU|
walsAg Buidesypiooay N ublsaq WaisAg |easiey Buidesypiodsy | |euoijouny weisig
uBiseq welsAg ebelolg Buidesyploosy Buidsapiodey
ubiseq welsAg Buixepu| Buidesypicosy ubisaq [« h
uBisaq wasAg uoijeulou| Buidesyploday I Vi
lgcceav
(" eusun souewiopad WaisAs uonisodsiq Buideaypiooay -
< BUSIID SOUBUIOLSd BLS]I] soUBWIOled We)SAS ssedoy budeaypioosy | | | PUBLIO SOURULOLA
R 1 b +
walsAg Buidesypioosy i eLIglLD) aouUBWIONSd WalSAS [easlley Buidesypioosy | weistg Budesspiossy
elIB)LID) aduBuLIOLSd WalsAg abelolg Buidesypiodsy 1 usiigelsg »
eLIgllD) edurwopad WaisAg Buixepu| Buidesypiooey
BlS)UD) SoUBWICHSeY WajsAg Uoeulou| buideaxspiooay | | | %D Vi
ABojouyoa]
(e
sjuswselinbay |eaiBojouyos | welsAs Buidesyplooey S|gejieny INogy
“gjuswalinbey jeuoioung suewalnbay uoljewIoU|
T wisisAg Buideayplioosy ﬁ sjuslalinbay Bulloyuoly WeisAg Buidasyplosay [EUONOUN 4 Wa)SAS
Buideaypiossy ysiigels
sjuswialinbay souewloled WelsAs Buidesypiocosy 14OOHP o islasss
[ suawnIsU| WalsAs Buideayplooay 4224 SJuBWa.Inbay
S8INpa00ld pue sa|ny walsig Buidesypiooey ainjoniisedu] ubisaq

SAllElISIUILPY WSISAS <
Buidesyplodey dojgasq

suolsioa(] |esieiddy

SaWeyds elepelsy
Bupjew-plooay
ainjoniisedu|

SAlJRJISIUIPY WRISAS
Bupjew-piooey

SULO S SPI0oay

sainpsoold
Alejuawinaoc pue
ssauisng palelBaiu|

sebs|ALd $S800Y
Bupjew-pioosy

1 NOILYDI1aNd
|| J3aaNanWoo3d
- L4vya
1¥3INOD | 31va ¥3avay ON HHOM

800Z-1eN-6¢ ‘A3
y00Z-AeN-r0 31vQ

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 77 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

2JNjonJiselu|

aAleJSIUIWPY We)sAS Buidesyploosy dojereq 4y,

L' ¢clVY

‘300N

SUBWNISU|

sinpeyog uonualey |7 LT TV

sninesay | /Ae|ngeso Buidesyploosey ps|oiuod

sallayog Buipoday Buidesyploosay

walsAg Buidesypiooay

$gINpeoold pue seiny

alWeYog Uoiealsse| ) Buidesypioosy

aWwayog uonelsibay Buidesyplooey

$pJ0SDY d1UBYINY Buluglule |y 10} $2INpad0ld

seba|inLd $S800y WalsAg Buidesypiooey

salnpadold pue se|ny welsAg uonisodsi( Buidesyplooey

$2INP300Id pue sa|ny Walshs 5200y Buidesyplioosy

walsAg Buidesypiooay

. Seifigleng WalsAg

S8INPad0.I4 PUR S8y WelSAg [easlisy Buidesyploosy

sSaINpeotld pue s8Ny WajsAg abelols Buidesyp.ioosy

s$alNpad0ld pue so|ny WeIsAg Buixepu| Buidasyplosey

sjuBWINISU| Walsis
Buideaypiooey dojeas

sawayog ejepelajy buideaxpiooay W ' WY 1I7 V.
E ] (R[4

suolsioa( |eslelddy

eLTTIVY

saINpad0Id
pue sajny WajsAs
Buidesyplooey dojeasq

$3INPa20.Id pue 3Ny WaisAg uonelliop| Buidasypioday

Vi

AAA

selfsleng WelsAS uollisodsiq Buidesypioosy

salbejeng walsAg ssedoy Buidesyplooay

T Puidesyploosy

< S2Pl0d wielsAs

salbalelis WalsAs |eAsllloy Buidasyplooay

cLeTIv

so|Baleng walsis

s8101|04 WalsAg uonisodsi(] Buideayploosy

. Buideayplooay
so|Baleng walsis afelolg Buidsayploday dojeraq
L seifajelg WwelsAs Buixepu| Buideayplodey
saibajens WasAg uoijewloju| Buidaayploosay y Y 4
v
e LTV

$3121|10d WBISAS 55820y Buidsaayploday

$9101|0d WBISAS

Buideaypiosay $8101|0d WalsAg [easlay Buidesyploosy BUdompIossy] — meEmh_%_MMM
s9101|04 welsAg abelolg Buidseaypioosy .Qo_m>mn_ i
{ $8191|0d WasAs Buixspu| Buidsayplodsy )
S8101|04 WalsAg uoneuwlojl| Buidasyplooay
SalInNpadild \CmucijoOD pue sssuisng UQE@@E&W\\ é Sulo4 /—/mmmm__>_._n_ SS900Y
saWwayos ejepelsly Bupjew-piods sSplooay Bupew-pioosy
[1zzv NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
_H__H_ A3ANTNINODIA
- 14vdad 800Z-1BIN-8C 'AJd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-EIN-0l 31vd 0dNn " dOH1NY -1¥ a3sn

Page 78 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

sjuswiniisu| weisAg Buidesyplooey dojersg 4y,

vicelLV

‘300N

o A AN
. sninessy | /AIe|NgBo0A saxapu| »
- Buideaypiosey pejjosuo] Buideaypioosey D
dojansq
2z
A
A NAAL
-
. 9|NPaYoS UoNUAS Y anpaydss suoIs|09(] |eslelddy
uonualey
dojars(Q <
Z
. salayog Buipoday Buidasyploooy PELTTIY
L awayog uonensibey Buidesyp.iooey
- SENIEIBIN
- awayog uojjealsse|D Buidapioday Buidaaypioday N sjuswalinbay ubiseq
dojarsq
> saweyog elepelely Buidesyplooay L
Z
A
salnpadold Alejuswniog SOWSYIS elepelsy
pue ssauisng paleibeju| Bupjew-piooay SWI04 Splooay
I_mﬂ_& NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
| A3ANTNINODIA
- 14vdad 800Z-1BIN-8C 'AJd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-EIN-0l 31vd 0dNn " dOH1NY -1¥ a3sn

Page 79 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

sjuswalinbay

leuonouny weisAg Buideaypiooay ysigeisg oy,

ccclY

‘300N

mﬁwEm_Svmm jea1Bojouyds |

sjuswsalinbay |eoiBojouyos| WeISAg uollsodsi Buidesyploosy

sjuswalinbay |eaifojouyds ] WeISAS $S800y Buldasyplooey

wolsAg Buidseayploday

sjuswalinbey |eoifojouyos| WalsAg |easliay Buidesypioosy

sjuswalinbay [edifojouyds ] walsAs abelols Buidesypioday

sjuswalinbay |ealbojouyds | WalsAs Buixapu| Buidasyplooay

sjuswalinbay |esibojouyda | WaISAS uoneulou| Buldaayplooay

€CCTIV

sjusulalinbay
jeaibojouyoe |
wissAg
Buidaaypioosy
suwsleg

ABojouyoe | sjgejleAy

A

Vi

A

__siluswalinbay BuLlolUuo

sjuswalinbay Buloluopy wWeisAg uolsodsi Buidesyploday

sjuswalinbay Bulioluop WeIsAS $$800y Buidasypiooey

-

wejsig Buideaypioosy

sjuswslinbay Buuojuop WalsAS |easlley Buidesyplooey

siuswialinbay BuLioyuoy weisAs abelols Buidasyplodsy

sjuswallinbay Buuojuoly weisAg Buixepu| Buidesypiodey

sjuswalinbay Buojuopy WwalsAg uonewlou| Buidesypiodsy

CCCTIV

sjuswalinbay
BuLioyuoy
welsis
Buidssyplooey
aulwieRQ

H

McmeL_scmm SoUBWIOLSd

sjuswalinbey souewlopad wslsAg uonisodsi( Buidesyplooay

L' CCTTIV

sjuswalinbsy soueWIOHSd We]SAS SSed0y Buidesypiooey

sjusllalinbay

waisAs Buideayplioosy

sjUsWaIINbay S2UBWIOLSd WSISAS |BAdLeY Buidesypiodsy

soueULIOlad

sjuswalinbay sourwWIONad WalSAS abeiolg Buidasyplooey

we)sAs
Buidesyplooey

sjuswalinbay souewlOlad walsAg Buixspu| Buidssypioosy

sululgReq

sjuswalinbay souewlopsed welsAg uonewloju| Buidesypiooey

(suswalinbay |eaiBojouydss])
sjuswalinbay |euoouny
welsAg Buew-piodsy

1N0GY UCIEWIOLU|

sjuswalinbay ubiss(

Clzz
_H_NN_.<
[ |
—

-LX31INOO

NOILVOI19Nd
d3ANTIWWOD3H
1d4vdd 800Z-4BN-6C ‘AJd
31vd 43av3d ONIHIOM 800C-4eN-01 31vd

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd
odn " dOHLNV

v d38n

Page 80 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

W9)SAS UoljeAlasald Jusuewlad ubiseq

eCLV

HIFANNN A1LIL -3AON
f ubise WaIsAg SS800Y UoIjeAlaseld veTIv
UBIseq i ublsa( WalsAS |eadlley UoljeAlasald e
: r
4 8INJONJISBIU| [eUOOUN ubisag wieishg ebeiolg uopeniEsalg alnpniseiu|
- welsAg uonealessid L ubiseq weisAg uondiioseq uollealsseld | |euonoun WelsAs
L uBise weisAg uolysinboy uonealssalg | Uonealssald ubiseq »
L ubBlsaq WalsAg UOIDS[8S UOIIBAISSSIH
uBisa(] WalsAg UoRWION | UolleAleSald i Vs
g Bl 92UBLLIOHSH WIISAS S5820Yy UolleAlasald CET IV
r els)lD) 8oUBWIOUSd WaISAS [eABLIISy UDIIeAISSBId L
=N sjuswalinbay ubise
. IS} SOUBWIONS i BLSID) S0UBWIONS WR)SAS abelols Uuollealasald mocme.oLO._ma A inbey ubised
- wesAg Uoljealasald Jr eLs]lD) 80UBULONS WalsAg uonduoss( uoliealssald washs
| BUSWID S0UBULIOLS] wesAg uollsinboy uoiealssald uonenssseld g
| ele]UD) 80UBWIOIS WS]ISAS UoN08|es uonealessald ysiiqelsg
BlISIID) S2UBWIONSd WSISAS UCBULIOU| UOBAIBSEId I L
Z2eTIV
siuswalinbay |eaibojouyos] WelsAS ucieAlasal —
_ sswalinbay [euoioun4 % ' NBSY [BOIDCIOULOS L WSISAS Uoh d siuswalinbey
- walsAg uollealasald H sjuswalinbay Bulojuopy WsIsAS uolealasald |BUONOUN 4 WBISAS ABojouyda) ajgeleny
uoneAlasald ysigesy [ I
SJUsWalINbay SoUellIoHad WaISAS UoeAlasald i o YS9 inoqy uoheuLIoU]
p L'ETIVY
sjusWNISU| WsisAg uoljealasald
f S8INpad0ld PUE S8|ny Ws)SAS uolealassld ainjoniseljul
§NPNIIseyU| sAjenSIUILIpY BAIRASILIWPY WaisAg sploday
walsAg uonealasald ﬁ solfolens WeisAs uoleriasald uonensssalg dojeas | Bunsix3 sJo1eald
’ Nogy UOIBULIOLU|
S3I0I|0d WaISAS UolleAlasald Jusuewlad

0L68.8GG7%¢€C | S410N

m v NOILYDI1aNd

O J3aaNanWoo3d
O Ldvyda 800Z-/BN-GZ  :ATY
1¥3INOD | 31va ¥3avay ON HHOM ¥00Z-084-90 ‘F1vQ

UONJeAISSaId 4O Ureys syl abeuely 103roxd
odn " dOHLNV

v d38n

Page 81 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

2JNjonJiselu|

SANBJISIUILIPY Wa)SAS UoleAIaSald dojana(

A1LIL

lecIV

‘300N

sjusWnsu|

sninesay | /Ae|Ngeo0A UOIRAISSSId Pa||01Iuos)

alayog uonelsibey UoISSe00y

welsAg uoneAlessld

aUWByog uonelisiBay Jajsuel| sploday

sawayog Buipoday uoljealasald

S8l8log elepels|y UolleAlassld

FLeTIvY

SUSWINIISU| WaISAS
uoneAlssald dojpasqg

Vi

%bb

$8INpadold Pue ssjny

sabs|iALld S$900Y WaISAS UoleAlasald

—[eteciv

SPJ0093 10 $21d0) dlusYINY Bululejuie 10 S2INPad0.d

5pI02oy 10 AUonuBUINY BUISsassy 10 $aInpado.d

S2INPeI0.d PUe $8|Ny We)SAQ SS800Yy UseAloseld

$8INPa00ld PUE SNy WBISAS |BABLISY UolleAlesseld

$2INPad0I4 PUR Sa|ny WIBlSAS abeI0IS UoleAlasald

uoljealss

A

WioisAs uonealasald

50INPa00Id pUe s8Ny WelsAs uondilosa UoneAlssald

$8INpas0Id PUB $8|Ny WelSAS UoISInboy UoeAIeseld

$8INP800.I4 PUB S8|NY W8]SAS UON08|9S UONBAISSald

SAINPa00Id PUB SNy WISAS UORBULIOJU| UoReAISSald

seinpasold
pue sa|ny WaIsAS

dojers

ald

LD

selfejelis WelsAs uoljealssald

seifaleng WeisAg $S800y UoIeAISSeld

gL

$o15918118 WRISAS [2ASLI18Y UOIIBAISSSId

salfalens WalsAs abelols uoiealssald

A

salbaells welsAg uonduoss] uoiealasald

saifslelg WalsAS uollisinboy ucijeAlassld

s51631e.1S WalSAS UOII9[9S UOITBAISSSI

solbajenS WalsAS UoRULIOlU| UolleAlasald

selfaie)s

uoneAlasald

€TV

sploosy
L Bunsixg sJoresln

walsig I

dojarsq
Va

j

s810lj0d WelsAg

INOQY UOIBWIOL|

$8101|0d W8lSAS S$890Y UoheAlssald

VeIV

S2101|0d UISISAS |BASLSY UOIIRAISSEId

sal01|0d

5019104 WaISAS obelo)s UoljeAlasald

uollealesald Jusuelllsd

S8101104 Wa)SAS Uonduoss(] uciealoseld

wasis

$8101J0d WISISAS Uolisinboy uoljeAlsssald

uoneAlasald

$3101/0d WS]SAS UONO3[eS UOIeAISSald

dojeneq

$810110d Wa]SAS UOIIeWIO| UCeAloseld

Wa

sjuswialinbe
¢ 1 INbay

ubiseq

(dezwv
O

-
I

-LX31INOO

NOILVOI19Nd

A3ANTNWINODI A

14vdd

31vd

43av3d

ONIHIOM

800Z-4BN-6C ‘AJd
800C-4eN-01 31vd

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd
odn " dOHLNV

v d38n

Page 82 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

sjuswalinbay

|leuonouNd Wa)sAS uolleAlasald Ysiigels3

cecllV¥

HIFANNN A1LIL -3AON
1 sjusWalinbay [eoibojouyos | WelsAS SSe00y UoleAlesseld ETETIY
r sjusWalinbey |ealbojouyds | Walshs |eAsley uoleAlasald » ABojouyos | s|gejieny
sjuswalnbay 1N0Qy UOIBULIOU|
_ sjusisiinbay [Ba1Bojouyos) sjuawelnbay |esiBojouyos | welsAg abelolg uolealsseld [eaiBojouyos |
i We)sAS uoleAIesald sjusWalinbey [eoibojouyos | welsAS uondioss( uoleAlasald walshs
sjuswalinbay |eaibojouyds] WaSAS UoISINbIY UoneAlasald uoijealeseld
sjuaWwalinbay [eoiBojouyos | WalSAG UOIID3|ag UoIjRAIasSald auuIssg )
.
sjuswWalinbsy [eoiBojouyos | WSISAS UOIIBULIOJU| UOBAIBSEId I Vi
f suswalinbay BuLICHUO WaISAQ $SS830y UoIIBAISSa.d cTeT IV

sjusllalinbay Bulojuoly

sjuswalinbey BuLOUOA WaISAS |eABL1SY UOIeAIeSald

sjuswWalinbay BulIojuop WSISAS abelo)g uoleAlasald

A

wesAg uolealesald

sjuswalinbay Bulojuop WalsAs Uondunsa uoieAlasald

sjuswalinbay Buloluoy WeISAS uonisinboy uonealasald

sjusWaliNbay BULICHUO WSISAS UOI05|9S UolieAIasald

sjUBLIBIINbaY BULIONUOI WSISAS UOIRULIOM| UoljeAlDSald

sjuswalinbay

BULIOHUOW WS)SAS je—|

uolealssald
NG g

J

sjuslUBInbay souBWIOLSd WaISAg SS800Y UoNBAISSEId

LCeT IV

sjUsWalINbay soUBWIoHSd WBISAS [BASLIOY UOIEAISSald

sjusllalinbay aouellolad WaisAs abeloig UoleAlasald

suswalinbay

- sjuawealinbey souewlopad aoueLWlolad - L sjuswsiinbay
weisAg uonealasald sjuswslinbay souewliopad WelsAg uondiiosse uolealssald weisks ubisa]
sjuswelinbey souewlopad WeisAS uonisinboy uoleAasald uoljenlesald
sjuswalinbay asuBWIoHSH WaISAS U89S UoleAIasald suuueisd
) sjUBWalINbay eouewWIopad WRSAS UONRLIOU| UojeAlasald Z
_H_ €TV NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
_H_I J3ANININODTH
1 14vdad 800Z-1EeN-¥Z ‘A3Jd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-EIN-0l 31vd 0dNn " dOH1NY -1¥ a3sn

Page 83 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

WaIsAg Buew-piooay e ul spJoday abeug|y

A1LIL

A

‘300N

lojealrd

Jabeuey splooay

UOIIBULIO| SoUBULIOLS

(
0

welsAg Jejsuel] Bupjew-piodey

UOIeWIOU] oUBULIONSd

&7y wlMl:mEmEzooD BuloB1nO wWe)sAg uoinoax Buew-piooay A
i Jo saidog pioosy UOIPULIOJU| 52UBLLLIOLS ]
. Siajsuel | ”7@—:0&300@ Buiobino WalsAg uoneleoeq Bupjew-piooay h
- d g ML .
Spl0osY PEISIALICD ‘ IN0Qy UOIELLLIOL] UONBULIOW] S0UBWLIOLS 4 WISAS
P Buidesyplodey o) 9 thmoom%m s 11| SPI023Y PaINoaXxg uofieayiuap| Bupew-ploday h
““Ioneuewnoog esae] | P mc__ﬁmwmecmv_\.,_< NOQY UOIBWLIOLU| UOIEILIO | SoUBLICLIS
$pl028Y . h 4] walsAg ainden Bupjew-picosy h
< pele|dwon pasisuell — » uoneain) Io) spIosey
inoqy uolELLLIoU] 1doY] INOGY UOITEULIOM|
_”D”_bb_”b”_ - 1X81U0D SJUBWIND0(]
mn_ooww_“ | paAleoay JN0gy UCITBLLIOLU|
pejeidwod S SpI0oay N S1UBWIND0(] paAladey
“—— Joidieosy pue Bunjely sbeueiy < spJoosy Bunsixg sJopealn)
] INOQY UOIRWLIOM|
— ]
. swawnoog Bulebing v spJooey Bunsixg sJojealn
[ATATA] AR ¥a —/
| seanosiig AuAnoy washs —
Bupew-piods
_ UOITeuloju] 3ouBWIoNSd PIELIP095Y Bupfew-picosy |ja—
T welsAg Bunjew-pioosy jodduewOHOd g
- [
Spl0o2ay JO ADBINDOY ay] X N B sulod spioasy 1oHUON A—
Buunsug 4o} seinpasold NN

-

soWBYDS B)40ld plooay

\

soWaYOg elepeld|A BupBuI-plodsy

SpJ00aY Oljusyiny Bululelule |y 10} S8InNp&20ld

N\_SPI008y Jo Alliqeliey sy}
BulNsuT 10y $84Npad0id

L._Sainpaoold Arejuswinoog
pue ssauisng peleibeju |

wejsAsg m:_v_mE-Eoomw_H

/H/Emzw.zw Buideaypiodey

eus)ID) soUeWIOUSd
WasAs Bujew-plodsy

mm-u

ov

NOILVOI19Nd

A3ANTNWINODI A

14vdd

-IX31INOO | 41vd

43av3d

ONIHIOM

800Z-4dw-90 :AIM

0L68.8GG7%¢€C | S410N

y00c-uer-gL -3.1vQa

UONJeAISSaId 4O Ureys syl abeuely 103roxd
odn " dOHLNV

v d38n

Page 84 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

SpJooay Jo 1dieoay pue Bune sbeuepy

ccv

HIFANNN A1LIL -3AON
~_Splooay peinoexg 1nogy UoneuIo| ey
L sploosy peedwon)
ﬂ\_mE:ooD BuloBinQ Jo seidoD plodey SpJI0osy paleosC
spswnaog BuiobinQ Inogy uonew.ou| Mﬂwwww
. sewnooq Bulobing Ty
-~ ot
¢ UQIBULIOJU| SOUBWLIOpa] WolsAs SIUBWNSOd PalUep|
UolIndax3 Bupjew-ploday Sploday -
alejos(]
. uonewloU| souellIoUSd WalSAg gy -t 5
- uonele[oa] Bupjew-plodoy ) b\ Sploo8y Dunsix3g s,01eél)
» sploosy Bunsixg
$,101ea17) INOQY UOITeULIoN|
SJUSLINIOT  |eg PIU0D SjusWndo
Ayquep paAlsOay N0y UOITBULIO|
» 1X8JU0D) SIUBWNO0
- UOEWIOU| S0UBULIOYS] washs SPE 1oy Uonewogl| )
uonesiIuap| Bupjew-plooay
V. A AA .
S]UBWNJ0(] PBAIBOay
mEmE:ooDM SjusWIN20Q]
paimded ainiden
- UOIleuLIO4U | S9ueuIolS
T wejshg ainden BuB|EW-PI008Y y. Xaad
Swewno0q e uoljesl) 1o} sploosy
SIUBWN0g e 1day] Inogy uolewloU|
Spey Z
awaYog co_Fm.sm_mow_W /_/wc(_osow uopesyssel %
Buideasplosey —r— Buideaypiosey
Splio2ay Jo 3___o_m__ow; sulio4
weishg Buideeypiodoy ay1 Buunsug 1o} sainpasolg spi10oay

_H_ A4

NOILVOI19Nd

A3ANTNWINODI A

|

14vdd

-IX31INOO | 41vd

43av3d

ONIHIOM

800Z-4BN-le  ‘AJY
700C-EN-80 31vd

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd
odn " dOHLNV

v d38n

Page 85 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

SpJ02aY pale|dwo) Jo apisy Bumes abeuey

A1LIL

A4

‘300N

ANAIOY Buiyew-ploday

10 uoneied) uo spodey )

suswinooq Buiobing

1N0QY UOIIBULIOLU|

5pI0day painoax]

NOGY UOIIRULIOL|

sjuswinoo Buiobing

10 se1don) plooey

£eev
P Buidaayploosy] o}
- uoIFeIUSLINO0Q Jajsuel| waishs < I
Buideayplooay
- spJ02oy pale|dwod 01 SpIooeY
paligjsuel ] 1noqy uoeuwllou] pajejdwon —————————————
Jajsuel]
slajsuel | Splodey paie|dwon
- y. —
r Wy ceey
M 1 <
Buideayplioosay o) ]
18jsuel ] 1oj paiedeld weishg »
SPI008y peje|dwoD Buidsaypioosyy 01
Incqy uofewciul Jajsuel] 1oy splooay
palojdwon) aledald e
walsAg Buidesypioosy ]
o} Jajsuel ] 1o} paledal <
spioosy pals|dwo) y
AA
L sanloall] AIADY Walsig
Jajsuel]| Bunew-piooey
Uoljellloju| souewlopad
ﬂm@f Jaysuel] Bupjew-piodsy
- -
\
saweyds SaWeyoS elepelsiy

a|l4o1d pioosy

Bupjew-piooey

L'eev

weIsAg Isjsuel |

Bunjew-pioosy E—

10 soUBWIOHS
J0HUO

Z

elsilY souBWIOLSd
m v weshAs Jsysued]
Bupnew-piooey

spIooay paje|dwo)

0L68.8GG7%¢€C | S410N

B v NOILYDI8Nd
] Q3ANTWNOOT

- Ldvda

LX3LNOO | 31va ¥3av3y ON DIOM

800Z-4BN-8C ‘AJd
800¢-4eN-0¢ 31vd

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY

v d38n

Page 86 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

walsAg Buidesypliooay B Ul Spioday abeue|y

ev

HIFANNN A1LIL -3AON
( N . Jajsuel] Jo uonosfoy
. sploday pakoseq € ey - - 10 SUONEDIIION
Inoqy uohesWndog N (7 ) Jaysuel] jo dieoey
- uolealassld 1o} H [ S1senboy $8800Y 10 sUOEONION
uoleIuswWNI0(] Jajsuel | sploosy 1dey {1~ FUSSpIca5: To] BUTunGaoy )
- splodoy 1oy pallajsuel] 4o uojugodsiq ﬁ SBEIo1e Ul Sh100om 1959 1o
nogy uoheuuou) sbeuew gev sjusuodwon [ _mu,_w .sov :ow__mctww uoRewIop] Tojpue
. SI8JSUEI| Sploosy 1day| \_|] » / ! 3 1B1d inedy ton Jul $pJo2oy 1oy 1o} sjsanbay
< | $5900y palelpswiun
g 159nbay ss820y Buidaayplioosy Hﬂﬂn_”ﬂ g uoiieulIoju| sdueulols d
- 10 101295 JO SUONEONION \ welsig abelolg Buidesyplooay —
4152NPad 55600y Buideespioosy L — e wﬂwm%hhm_cﬂowwvﬂuwwwm ~|FES  souswiopsy wesAs
10 uofjoaloy Jo SUOIIRIIIION : : |easinay Buidesyploosy
, SI9S() 0] panss| splodey 1de) spIooay 1oy uoijeulioju] souellONS
S SlQrenpoidey noqy UoFewWIoN| 01 55900 WwasAg uonewoju| buidssyplooseyy
o $18S[ 01 panss| aBeuep Zoy — J1HL Bunoaiiod 1o Bunepdn
- SPI028Y 1dey s|gionpoidey +— T~ PoeN leu} spioosy
— > J 1dey Jo syusuodwon
>ﬁ:cm£:< 10 sejeayiie] slojeal) - [eNBIC] peAdIaY
o
5850 01 palussaly SpIooay 1dsy - > /
peonpoldey 1nogy UoewIoU| n d sploday pals|dwon
< sles( 0] pelussald spl0oay 1doY) pelsjsuel | IN0ogy UOIIBULIOU|
splooay 1dey paonpolday _.DWDD _”b”_ sBeloig Ul 10 22UBLBIUE |ag Buidasyplooay 10}
. sjuswnsu| Buixspu| spiooax 1dey sbeuepy UONESWINIO( Jojsuel |
« slajsuel] splodey
< Q_mm_maa,q 10} Sploday \ g pa1a/dwon
8y In0qy Uoljewiolu
ideyf noqy uol U sfelolg < suodey Aujiqises
. 1X81U07) IN0gy UoIBWIoN | Ul splooay] 1dey| Loy
H UOIESIN 0] SDI0D8M Emgm>w, 1IN0QYy UOIjRLIIOU| >
- 1053 1N0dy UONBWIOM| ZEES|Y welsAsg l|\ll ,/7 uoljeuLioju|
I Buideepiooey / S _”»”_% AAA Buideaypicosy b aouewlopad waisis
| BUderplonen] ) ~| ™10 soueuLoped [ 55500y Buidasyp.ossy
- cwpwﬂnoﬁ_cﬂww E_wa_wa - -— ool le——"Nuonewioju| souruniopsd
S buidsaxp <! sjuswnasuy| welshg ebeloig 2 weyshs uosodsi
wasis. w1 N Weyshs s5900Y mc_ammxu_oomw_(/ welshg Buideaspiosey
washg uonisodsiq Buidasyplosay Buidasypioday Buideaypiosay ) UOCITEULIOM|
a
I8jsuUel] JO SUOIIPUOD) pue mctmﬁl”.. - C Y < Buideexploday eus)lD) souewWIOUSd
ol X
S8INpado.d pue sejny uolsodsic] S8WIBYOS B|Ijold plooay waIsAg Buidesypiodsy welsAg Burxepu| Buidesyploosy :
" M N " ‘ﬂm d i B Buid walsig Buidesypioosy
_H_ ov NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
- _H_ Q3IaNIWNOOTA
_H_ 14vdad 800Z-1eN-8Z AT uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM v00c-uer-eL ‘341vd 09N -HOHLNY -Lv d3asn

Page 87 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

SpJo2ay 1dey Jo sourusUIBN SbeuUE

cev

A1LIL ‘300N

26.101S Ul SpI02ay 1day Jo

abelolg Ul sploday 1day

(

A

UOI]RULIOJU| BoUBUIONSH

A

wa)sAg abeloyg Buidasyplodey

sjuswIniIsu| Buxapu)

S0UBUBIUIE|A INOCY UOITRULIoIU|

Bunosiion Jo Buigepdn psspN 18Ul Sploday

eeeyv

spiooey 1dey jo
abelols sbeuey

F Y YF §
_””_ SpIooay
paxspu|

ceeY

splooay 1day jo
Buixspu| afeuey

A

uoneuLIoj| SouBwWlouad

A

walsAs Buixepu| Buidesyplosey

abelolg Ul $piosay

MERs

1day Jo susuodwon [eubi] parsLey

spJooey

Hﬁox j0 abelolg

10} UoljewIoju|

L'TEY il

slajsUel] sploday pajoidwion

Bunoslion 1o Bunepdn
pasN 12yl sjusuodwon [elbiq £ E EV ™

Buixaspu] Joy

paAsLley 1N0GY UOITeWIoU| A

1sanbay ss800y Buidesyploosy

uolyeuLIo|

-l
-

1day| Jnogy Uoizewiol|

- abel0]g Ul SpJ0asy 1dey 1o

40 uonoeley jo suoneoyoN
1sonbay $5920y Buldaayplooay

401d1208y Jo SUoREoUNON

sjusuodwo? [eubid INogy Uoiiewiou|

IXSJUOD) IN0QY UOIIRULIOW|

SpJooSY

s1sanbay $5999y Buidesypioosy Jo) Bununosoy

jde) Inogqy
uoijeLLIOU|

spJ02ey paionse( IN0gY UCHBIUSWNIO

A

uofealD 1o} sploosy

abeuely

Isjsuel] Jo 1di8oey JO SUOIEOLNON

A

1dey| Inogy Uoizewo|

|esie.ddy 1o} sploosy

Isjsuel] Jo uoiosley JO SUOIEONON

A

1day] Jnogy Uoizewio|

UOIEULIOJU| 8OUBULIOLS WBISAS

spJoday paje(dwon paliajsuel] nody Uoijewlol|

UONBAISSAl4 10} UORBIUSWNO0 Jajsuel]

A

uoljew.ou| Buidesyploosy

welsAg ebelioys
Buideaypiooey

Buidaaploday 0} UOREIUSWNIO(T Jajsuel |

A A A A A A A A A

sninesay | /AIeIngeson

Buideaypiodey pejjoiuon

A

sewsyog ejepels|y buidespioooy

sab9|IAlL4 55900y WaISAS Buidaayplosey

spoday Aigisea4

we)sAg Buixapu|
Buideaypiooey’ 'aljoid piodsy

ED1009y dllUusyIny Bulurejuiely 1o} seinpsoold

WiaIsSAg uoljewloyu|
Buidesypiooey

O ol
[
B

-IX31INOO | 41vd

43av3d

0L68.8GG7%¢€C | S410N

sawLyos suBWNASU|
walsAg Buideaypioosy
NOILYDI19Nd
J3ANIWNODTA
1avdd 800Z-eN-6Z ATJY
ONIMHOM 800Z-4eN-g1 31v(d

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 88 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

spJoday 1da) jo Buixepu| sbeueyy L

cCcev

‘300N

ANAOY Buldaayploosaey

eTeey

10 uonessdQ uo suodey |

< sjuswingsu| Buixspu| sjuswnAsu|
Buixepu| dojsasg
Z
AAAAA —
—Jcccev
“ §
UIXapu| 40} UOITeWIo |
- Spiooey poxepu] SpI028Y 1da) Xapu|
[« Slajsuel] sploosy paeldwon
Vi
A
L'eTev
L sonnoan Aoy waisAs | wejsig Buixepu) [#
Buixepu| Buidesyploosy | Buidesypioosy
L UOIJRLLLIOJU| SoUBWIONS S 10 @duBWIOHSd
T weshg Buixepu| Buidesyplodsy JoyuoiN p
— »
— /
L saibsjeng walsis
Buixapu| Buidespioday LoD SoUBLLIOLSY
L S8.INPS20I 4 PU. s8Ny weysig Buixepu
L we)sAg Buixepu| Buidesypioosy Buideexpioosy
sninesay | /Ale|ngesop EEETIIS SOWBYIS BIepeRISI weysAg Buixapu|
Buidesyploday pajjoliuon alljoid plodey Buidesyplooay Buidesypiodey
O [ cev NOILVDI19Nd 0L68.857%¢c | ‘S310N
_H_ J3ANIWWODF
1avdd 800Z-1BN-62 ‘AJY uoljeAIssald jo ureyo ayi sbeuely :1O3rodd
JIX31INOO [ 31vd 43av3d ONIHMIOM 800¢-4BN-/¢ '31vd 04N "HOHLNY Ly a3sn

Page 89 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

gLy

N SpJo2ay 1day Jo abelo)g abeuey 1L 200N
AUAOY Buldasyplodsy
10 uoneted uo suodey )
splooay 1oy paypalor) |
splooay 1day palepdn |
eipe|y ebelolg payssijey
U0 splooay 1day )
Bunosaiion Jo Bunepdn

dnyoeg WaisAg Buidesyplioosy

eeTeY

pasN ey} spiosoy wday o

susuodwo? [eubiq passiey

— walsAg sbelioig
= Buidoaspiooay A
- obelolg Ul sploday 1doy Jo Ul SpIoday ulejulely
@oUBUSIUIEI INOQY UoelIou|
(4] [ A zeT eV
- la———~
o+
abelo)g ul » splooay 1dey 1o
_ oBeI0IS Ul SpIoosy ey, splooay 1day aoeld sDeI01S 40} uoijewo|
- SpI0J8y paxspu|
vy £ L'eTev
walshg obelolg
L saAlvel] AUAIY WelsAS | By dessipicoay
sbeloig Buidsenpioosy | 1o souewiopey
. UONBUWIOU| 8oUBWICUSd JOHUOW
T walsAg ebeloig Buidesypliodsy ' /
- A
L salbolens welsis L8170 8oUBWIOLSd
abelois Buidaayplooay WaIsAg abelolg
" Selnpesnid pue se|ny welsAg ebelols Buidesypioosy | Buidsaxpiooay
SpI0J9Y dusyiny LalsAg obelialg
Bujuiejuiely 104 seinpadold Buidesypiodey
| | eV NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
_H_ A3ANTNINODIA
14vdad 800Z-1eN-LZ ‘A3d uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-BIN-LZ F1vd 0dNn " dOH1NY -1¥ a3sn

Page 90 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

woisAs gecev
wmanen|  ©0BJ0IS Buldasypioday ul spioday UlBUIBIN 5. 200N
SSIlIAOY Juswysaliey eipay sbelolg
h Buidasypioday nogy uoneLIo| |
GEeTEV
¢ ~
_ elpapy abelols paysalioy sbeloig
- uo splooay 1day U splovsy ey  |g Bulysaod pasn reul .
—1 Jojepaiy ;mmEmw_\ BIP3JA UO SPIoday 1day
salIAnNoY Bunepdn sbeloig
h Buidosyplooay Jnogy uoneuwlou| |
FECTEY
N
L sp.0oay 1day palepdn sbeioig -
- Ul Sp10oay
1dey a1epdn = mmzwwm% UMMZ 4 Bunosiion o Bunepdn
A ey} sp H 1ASH paoN 1ey) splooey 1doy Jo
SSIIAIY UOI08LI00) abelols susuodwor [eNbiq passiley
h Buidesyploosy 1nogy Uonewoju| |
geecev <
. SpJodsy idey pejoallod abeloig ul ~
spicosy 1dsy] yim Bul
11081107 pesN
swis|qold Homtoo\l TeU) SpIoooy 1003 )
S2IIANOY dnyoeq wWeisAg
h buidasyploday IN0qy UoieuLIo|
CECTEV
-
O_Eomm_ walsAs Buidoaypioosy welshg sbelolg
Buidesyplosey dn Bupjoeg spasp 18y} .
dn-joeg abelolg Buidesypiooey —— L EECEY ——
\ — ‘|\
- | n|\ sploosy 1dey Jo
abelo]g ul sploosy 1day Jo sbeJolg 8beI0}g 10} UoieuLoLl
m%_mcwpc_ms_ INOQY UOIFBWIO | ul spioosy <
1doy] JoHuol aBeI0)g Ul SpI0osy 1dey|
P Aanoy Buidsayplooay
7 Jo uopeladg uo suodey 2z
- gcev NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
[ O3ANIWNOOTY
| _ _
14vdad 800Z-1eN-LZ AT uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM 800Z-eN-/¢ ‘F1vd 09N -HOHLNY -Lv d3asn

Page 91 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

SpJ02aY 1doy 01 $S800y abeur|

A1LIL

cev

‘300N

Bunosslion Jo Bulzepdn pasN eyl splooay

Aoy Buidssyplooey

-«

1day Jo susuodwos [eubiq passLiey
s1sanbay $$900y

A

Buideayplioday Joy Buipunoddy
150nbay s5800y Buideayploday

A

J0 uoposfey Jo SUoREIION
150nbay 55820y Buidsayplosay

-

J01d1808] Jo SuoHEOION

S183M 0} panss| spJoday

1dey s|qionpolday 1oy Uoiewlou|
/250 01 penss| spiosay 1dey elgionpoldey

ﬁ ORI

10 uonesado uo syodey

abel0)s Ul spiooay idey

uoljeuwlloju| Jo/pue
spJooey 1dey Jo) sijsenbay

uoleLL o |
10/pue SpI0day 1da)
10} s1senbay sbeuepy

uoljeuwLoju| lojpue
sploday 1day| Jo) sisenbay

SS90V palelpswiun

abelo)g Ul splodey
1doy Jo sjusuodwon

[enBiq noqy UoleuLo|

abelolg ul splooey

.V\ $$900Y paleIpap

. Allonuayiny Jo sejeoulsn s lojesln
. s1as() 0} pslussald sploosy 1dey| ceey
- paonpoiday 1noqy UoljeLwlou| ~— — -
< slas() 0} pejussald w?ooww_ ey jo

spio2ay 1dey peonpoidey f1an00sIQ] S121[108 1 |y
P UOIJeULIOJU| 8oUBLLIOUSd p
- wa)sAg [ersley Buidesyplooey FYYY

LTI Fee
seAnoauIq AJANDY Weisig wesAg 55900y

l UOITEWIOJU| SOUBLLIOLSY 55900y Buidaaploday Buidaaypioosy [@

weisAs ssea0y Buidesypioosey

SIE EumEM

walsAs Buidesyploday

waishs [eAGIRY _ y—

\
sjuaLIngsU| Buixepu|

sninesay | /AIeingeooA

Buideayploday pa|joiuoD

10 8dueWLIONad
lojuoly

Vi

1dey] Inoqy Uoizewlo|

sebig|lAld S5800Y

weishg Buidesypioosy |

solfslellg WelsAs

55900V Buideaypiooay |

$2INPa20.Id PUB S3|NY Wa)SAg $$900y Buidasypioday

BLISIUD) 9oURLLIOHDd
WB]sAS SS800Y
Buidesypiodey

Buidesypiodey NN ws)sAg $$800y Buldesayplodey
| eV NOILYDI19Nd 0L68.9G¥¢€C | SILON
- _H_ J3IaNINNODTY
- 1avdd 800Z-eN-82 ATY uoljeAIssald jo ureyo ayi sbeuely :1O3rodd
JIX3INOO [ 31vd 430v3d ONIMHOM 800c-uer-g0 34.1vd 2dN "HOHLINY -Lv d3asn

Page 92 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

[

BunoatioD Jo Bunepdn pesn (1

1eU1 Slusuodwos [eubic] _”

T &7

—
]
| NI

mwh%gw_bmw_ 1n0gy UoiRuLo|
-

Bunosuo 1o Bunepdn

susuodwon [enbi] persuley

. UOIIEWIoIU| BOUBWIONSd

PasN 18y} SpJooay 1oy Jo ——

uoljewIoU| Jojpue
splooay 1day

splooay 1dey

10 sjusuodwon
[eubIg paAsliley
noqy Uocijewlou|

paAsLey AllIaA

2z

sSpiooey 1dey
jo susuodwon
[eyBIq pasdliey

walsAg |easuiey buidesypicosy -

H%:Umw_ $S900y Buldasyploosy

s)senbey sse00y

h Buideaypiooay

palalsiBoy

uoneuwou| ooy
wzann|  JO/PUB SPJODBY 1do) Joj sisenbay sbeueiy 5y, 00N
o sploday 1day 1noqy
¢ 512501 01 PaNSs| $plodsy 1day reeey Ol1BULIOIU| paASIIISY PalJUSA
“g|qionpoidey 1nogy UohBULo| Mc : : &
- SJas[) 0} panss| sploday — SpIodaY 1da)y| passUley
doy s|gionpolday " NoQy uoljeuLioju] paiusA
- Auonusyiny Jo Sp10day 1dsy Jo sjueuodwoD
Sejesliusd s JolesiD [ | [eN6IQ persLisy pslylaA
SIGPN 01 PSSOl SPIOSSY 1do) HOREIIOMI] splooay 1day o swusuodwon jeubic
 beonpouday noqy Logewiou b dil SABLIY INOTY LORULIONU| POIYLIS
. sles() 0] pejuesald spIcoay 1dey W\U U9y Inoqy uon JU| PSlLSA
5PA093Y 18y paonpolday passLiey ¢} h spiooay 1dey| INogy UoIleuULIoU| paAsIay
- s)senbey ssedoy $5900Y apIaoid £ eeeY -—L “ sSleAsl}oy
Buidasyplooay 1o} BUuUNoddY pIo%aY 13 PoAsLISN fnody UoeLLo| a|gelLaAun

“ AInosy 01 sisplo

$pJ0oSY 1doY Joy

suoleslivadg 1senbay

e abelolg Ul
ceEty SpJ0o8Y 1dey
uoljewlosu| Jojpue

uoljewloju| P spJodey 1dey Jo}
Joj/pue spioosy % sisenbay |eAsioy -
amwﬂmwm_umm beeey [ Ul 5pIooaY sy
. N0y UOIeULIO|
/ ] sbelols ul spiooey
A ﬂ UOITRULIOM| 1dey jo sjusuodwon
lopue [enbig Inoqy uoiewou|

40 U030l JO SUOIRROIMON
H%:_umw_ ss200y Buidesyploosy

40 1d1508Y jo SUOIYEOION
= Ananoy Buidesyploosy

splooay iday
10} s1senbay 5|
$S8001d

uolyeulloyU| Jo/pue

pJooay 1dey Joj sjsenbay
e ———
$S890y palelpswun

uolyeulloyU| Jo/pue

SpJ029y 1day 10) s)senbay

i 1o uoneladQ uo spodey _”%H_ - $S990Yy palelpsiy
WSISAS 55900y A V A v spJoosy djusyiny WalsAg |eAslloy sninesay] /Ale|nqesop sjuswinsu|
Buidesypiooey Buluiejurely 1o} seinpsdold Buidesyplooay Buidesyploday psjjoiucy Buixspu|
- eev NOILYDI19Nd 0L68.9G¥¢€C | SILON
_H__H_ J3aNIWNODTY
1avdd 800Z-eN-6Z ATJY uoljeAIssald jo ureyo ayi sbeuely :1O3rodd
JIX3INOO [ 31vd 430v3d ONIMHOM 800Z-4eN-50 31v(d 2dN "HOHLINY -Lv d3asn

Page 93 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

uoljeuwlloU| L' €CEY
wzanen|  JO/PUB SPJODaY 1day Joj sisanbey sseo0ld 4. 200N
Fleeev
‘ ™y
. splooay 1dey oy suopedyoeds
- suonealnedg 1senbay ssenbey
Buideayploosy b
SIEIENETS) sisenbay
gleeev ZLEINEN
Buidesypioooy
- ,RE% uoleuoju |
. UOI1BWLIOU| JOJpUR Sploday b
7 1dey Joj s1senbay [eAsley Nt
[eAsU1oy A
Buideaypiooay areeey » S|eAsLIayY B|qelaAun
slelsusn Ainoey 031 s1eplO
p afeloig Ul splodey
] sisenbey sse20y | 1dey| jo sjusuodwion
@C_Qmwv:u._oowm _m”:m_ﬁ_ INOQy UCljeulioju]
$S8001d 01 6
UOIBLIIOU | BABLIIEY |« SUBIOIS Ul SPIOosy
gsenbay sseooy Huideeypioosy ; i 1dey Inogy uoljewou|
T JoUuonosley Jo suoiedliioN
Z
L'l eeev uoljewloju| Jojpue
- SpI029Y 1day 10) s)senhoy
sisenbay wwmoo<“ $S800y pelelpswiun
Buidesypiooey sjsenbeay
palalsiboy SS90y uoljewIoju| Jojpue
452Nb3Y 85820y Buideaypiooey Buideaypiooay ¢ SP10082] 18| 10} sjsenbay
10 1d1808y JO SuoiledlIIoN 1815168y $S900V palelpay
= Aunoy Buidesyploosy
- 40 uoneladQ uo syoday Vi
sninesay | /Are|ngeaon sjuswnsy|
Buidesypioosy pejjonuon Buixepu|
_H_ geey NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
_H_ _H_ A3ANTNINODIA
- 14vdad 800Z-1eIN-6C 'AJd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-BIN-¢Z 31vd 0dNn " dOH1NY -1¥ a3sn

Page 94 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

uoljewJoju| Jojpue

SpJoday 1day| pansljay 0] SS820V SpIACId

peeey

439NN AT1LIL -3AON
ereeeY
_ SI8s() 0] penss| spiooay idsy
7 ajqionpoudey N0y UOIIBWLIOIU| ]
- N
. 5195 01 panss| Splooay 101 CHM_HFJPE_
18y siqronpo.dey _o\vcm. Sp102ay )
1dey| ebeyoey  [® 2
—
a Z
< Ajonuayiny Jo Zreeey
SJeoYIHD) S lojealD)
__sles 0} pelussald sploosy Jday|
paonpolday INoqy UOIIBULIO| —— Uonewo|
. SJoS[ 0} pluasald : 1o/pue SpIodey
- lojpue splodey
sploday 1day paonpoidey 100 158JIUBI 1day pajnyisuoIey
y ey splodey 1dey Jo
” L susuodwo? [eubiq passuley
_, }senbey sse00y Buidesypiosay 1IN0QY UOIEeLLIO| PaLUaA
- 40 UoRdaley Jo SUoleILiIoN
b » splodey 1dey jo sjusuodwon
. sjsenbay sse0oy 6
" Buidesypiooay Joj BUUNoody uonewou| 1BAEIA POASLISY PELUISA
10/pUe SpIoosy Sp100sy 1de3| JNoqY
ANy Buidssyplodsy 1day eInyisuoosy e—|—
- 1o UoNeIsde) Uo S0ty . UOIELLIOJU| pPaASLISy PaLUSA
SpJ0oay 1doy parsLIey
Z 54850 01 PaNss| SpI0dSY 1doy - N0y UORBULIOM| PALAA
= papepsy Jo saidod) plodey 2z ’ -
- geey NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
_H_ _H_ A3ANTNINODIA
_H_ 14vdad 800Z-1BIN-8C 'AJd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-BIN-91 F1vd 0dNn " dOH1NY -1¥ a3sn

Page 95 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

vev

N SpJ02ay 1dayf Jo uonisodsiq sbeuely 1L 200N
Alanoy Buidesyploosey
Janlesald 0] Jsjsueld | o) paledald 40 Uoneledo uo spodey
Cr ey SpJ029y 1de) IN0gy UoIFeW.ou|
w_oomw_ 1dey palsjsuel | loalesald o] Isjsuel |
1N0QYy UOIIeWIo| JoAISsalg 1oy paledald sploday Jdoy UONBAISSSIY
__sIsjsuel | sploosy 1dey paleubiseq ey 10} peynusap| sploosy
- 0} Sp.l0oay 1day] Inoqy UoEWION |
. uoljealsssald 1o} 1dey Jeysuel | SEYNELY M -
“loneluswnoo Jaysuel | p paleubisa( uolfeAlasald oy
0} J8ysuel | BljIUSP| SpIoday 1day
AAAAA 10} $pJ0oaY Wv
1day aledsald
Z — sbeiolg
FYYYYY 4 rev < Ul SpI09ey 1dey J0
ereY sjusuodwon [eybiq
noqy Uollew.oiu
P10 paiolisag SpI0oaY] Noqy uok I
nogy Uoieuswnood ey Acnsaq » ofelols Ul splodey
A uonisodsiq 1da){ 1noqy UoljeuLIojU|
AAAA 10} SpIooey
uononiisaQ 1doy Anuepl e afelolg ul
104 pauRUSp| splooay sy
Sploday day
uononIIsaq LPEY
104 paliUSP| SPI0OSY y il
1dey] 1NoqY UoeULIo| 23 & weisAs Jajsuel] Jo uonosfey
uonisodsiq 10 suonReoloN
L saAll0alI] ANANOY WeISAS 10 8oUBLLIOLE
uoleulioju] aueLlolEd uonisodsi(] Buidesyplaoay JONUO Jgjsuel] jo idisosy
< walsAg uolyisodsi i y. 10 suoIBILIoN
Buideayplosay
L saifaleng wWalsis
uonisodsi( Buidesyploosy /7w_:uwr_ow
| —
L L $8INP800Id pUE $8|NY WaISAS uousiay wslsAg uolysodsig
uoljisodsiq Buidesyp.oosy - Buidesyplooay
\
- salnpado.d pue waisAg uomsodsic
I8jsUBI] 1O SUOIIPUOY) PUB SULS | s8Ny uolysodsi Buidesypioosy
|| eV NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
_H_ _H_ J3aNIWNODTY
- 14vdad 800Z-1eN-8Z AT uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM 800Z-elN-91 ‘J1vd 09N -HOHLNY -Lv d3asn

Page 96 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

[

walsAS

UONBAISSA.d JUSUBULIS B Ul SPI0day abeuel .,

v

Ay

uoneAlasald =

Welshg uoipeles
| S

HIFANNN -3AON
uoljewloju| souewlolad (7 3 BuinoaLion Jo Buinepdn pash 1eul Spioday]
WeIsAg |easliisy UOIBRAIBSBIANYY N B/J8581d JO SJUsuodwWoy) |ENDI(] parsUiey )
uolewioju| souewIousd ﬁﬁ o - abelols ul L+ UOIJBWLIOU | 10/pUR Sploday parlasald
WwalsAs ssendy :ozmzmwm_n_/ﬂ SpI0dey parlesald 10} s)s8nbay $5900Y palelipawun
Aymmscmm SS800y UoljeAlasald " w f s159nbay 5900y UOIJELLLIOJU| ©UBULIONSS WISAS UONEBLLION| UOBAISSSI |
10 1d1209Y Jo sUoljedliIoN ( uonealasald UOIEWIOJU| 82UBWIOpad WelsAg uondiioseq uonealsseld |
Aumw”ﬂwﬂowww_om MN_MMMMHM_M__ o} Bunu :ooo(/m/ UOITEULIOM | 9oUBWIOHSY Walshs ebelols uonealosald |
/S5 01 Penss| Sploosy panIesalg o oy — 7 sBuipjon Bunsix3g sar1es81d N0y UOIRLLIOU| )
3|q1onpoiday IOy UoIeUIoU| spiooay AL-: Splooay paAonsa INogy UoljeluaLLndog
- S19SN 0] poNnss| SplodSy nding ll\-N Spi0dey peucISSesdy UOIJBeULIOU| 8dUBWIOUSd
panlesald 3|qnpolday e (. \ we)sAg uolusinboy uoneassald h
Algiiusyiny Jo Sepeolle)) SJoAlesel - ﬁ
TQRUSTY 4O SAHEOUHB) d > R 9 g < Sploday Jdey pallsisuel] 1Nogy UOIBUIoM |
SI25N 0] PAUSSald SPI0dSY PanIasald ~—] spioosy UCEAISSal 10} UOREIUBWING00] JOJSUEI ]
- psonpoidsy N0y UOIBULIoU| 1 pauoIssS900Y » i : .
slasM 0} pajussald Splods SAlesald w J SigjsuelL Sploosy e
« ﬂww_ﬂmﬂmi Ummusmoawm = UOI}BULIOJU | 8oUBWLIONSd
P sjuswnsu| snduossq DD_HHH_ \»\JI Sploday WeIsAS UoRISI8S UoneAIasald
% [S pelos|eg Y J
. suonduose ploosy .N a1nboy
o / ' es|eiddy 10} Splode
8belol1g Ul SpI102ay paAlassid 1o L1 obeloig Ul bb_” H_ — > E_mx. Son,“ :szE_SW“
sjusuodwo?) |elbi IN0gy UOITBWIO| shioosy penissaly - :
Igjsuel] Jo uonosley Jo SUOHEOLION hnogy UoIeLLIoW]| B 101e8.7) IN0qY Uoifewloju| palepdn
M, UOEAISSII] ™ | uonenosslc (4 IX81U0D) 1N0gy UOHBLUIIoU|
3jsuel] Jo 1d19oay JO SUoHeIIIoN 0} UoIjew.IojU| \ Nﬂbl_”h”_b Jusuewled Am
ﬂ\ 10} SPI02aY 0[OUYD8 | B|qE|lBAY 1IN0y UOITRLLIOU|
' SEUBLL JO SUCHIPUOD pue SUlS | SPI0oSy asleiddy 1018217 1N0gY UONEBLLIojU|
. suodsay Aljigises 4 paUOISS90Y
- SuoIsIoa(] |esieiddy N0GY uoHeuLo]| .\V me_EE_Q LY S
« - A wels :
- 101847 1N0gY UOITBULIOM| wajsAs L1 Ayonusyiny, 1] uoEAIssaI co_ym?_wmw._n_ >
g1epdn Joj sisenba uonduasag _— 10 SJUBWISSOSSY : <
petepdn Joj sy S| Logenissord A _”»“_ /7 JusueWIad l|\-
< UOI}eUOjU | 9oUBWIONS h s . 10 souewWIoHSd A|\_
WalsAs uoleAlesald weisAg UoIIBULIOLU| weshs sbelolg weayshs uonisinboy JOJUON 4

WSISAG [ersley co_HmEmmw_n_W L uonealsseslid L co_ymzwm&n_; uonealesslid
welsAg ss800y cozmtmmmih L L A e8]l aouBwlopsd
SjusWNISU| WelsAg uoiealaseld ws)sAg uoiealsseld EmcmE_mn_Jx welshg uonersssald
- ov NOILYDI19Nd 0L68.9G¥¢€C | SILON
_H_ QIANTWNOOT
_H_ _H_ 1avdd 800Z-1dw-€0  :A3Y uoljeAIssald jo ureyo ayi sbeuely :1O3rodd
JIX3INOO [ 31vd 430v3d ONIMHOM v00c-uer-6L 31vd 2dN "HOHLINY -Lv d3asn

Page 97 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

uoneAIasald JUsUBWISd JO) SPI0day eslelddy o,

cvv

$8INPas0ld PUB S9Ny WelsAg Uooeles UoeAlssald

439NN -3AON
AJAOY UOIJeAISSaId JUsuBWISd
[ Jo uonesado uo spodey )
suolsioeq |esiesddy siepdn
0} pes JO SUOIIEPUSLLLIOoS)Y |
vV -
j—— -
suoIsioeq] suoeuulsleg | pemsseld eq o} sjusuodwon)
sU0Is108(] | |esjeiddy .E.og( uolienjeA 1noqy % |enbiq nogy uoijeuLIou|
[esielddy > uoljeuLIojU| voneLoul
_ J01BalD) 1N0gy UCIBULIO| JOJUOW ' 2Ty nl ABojouyse] e|ge|leAy
i palepdn Jo) sisenbay ) Jezpy 1Noqgy UoljeLIolU|
]
y. » 10}e817) Ihogy
AA uolewloyu| parepdn
suolIsinad [esielddy mmcmn“_mm__mmo e sBuipjoH Bunsixg
- — - 7 les! v uoljeAlasald S aAlas8l4 Jhody UoIjewIoU|
spioday pesielddy e 104 spJoday
._mﬁcm:. 40 suolIPUOD) pue swia| NOQy uonew.oju| 1doy ozhjeuy IXSIUOD) INOQY UoljeulIoju|
A suoneuiunaeg -
AAA uonen e 10)8817) IN0QY UOIIBWLLOLU|
. suoday Ayjiqisesd .
i esieiddy Joj sploos
< AU2IUBYINY JO SJUSLUSSOSSY gt ﬁ_mx. SOQM :W_HME_QW“
L VEAEY
eV
L SaAI0alIA AUAIDY WaISAS
uonoe|eg Uonerlasalg waishg uonosies -
- U0IleUIOLU] 9oUBULIOUSH uoieAlosald
WISISAS UOID8|aS UoIIBAIDSAId JO SdueWIOHSd
IOHUO
Vi
~ solbseis waishg ~ elis}llD aoueULIONed
ucnos|ag uoljeAlasald WaSAS UONOB|OS
. | B

uoneAlasald

NN walsAg uonodleg
uoneAlssald

0L68.8GG7%¢€C | S410N

SPI023Y JO AUDNUaYINY,
Buissessy 10] S8INpadoid
_H_ Py NOLLVDITENd
O D- J3ANINWOOTY
- L14va [l 200z-tei-67 AT
.L¥3LNOD | 3Lva d3ava oNDRiom|  |rooz-ged-90 3Lva

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 98 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



H39NNN

UOIJBAISSaId JO) SPI00ay 1daYy azAjeuy

cCvv

A1LIL ‘300N

spoday Ajgisea

A

panlesald ag 0] sjusuodwo)d

lenBIq IN0qy UoleuLou|

£CTYvY =

UOeAISSaId JO
funqisea susiag uoneAlssald 1o}
pasodold spJoody Jo

uonduosaq [eauyos]

Ajaisea

W_P_ UORBWIO|

ABojouyos ] s|qe|leAy INOQyY UOITBWIOM|

InterPARES 2 Project Book: Appendix 14

\l
[AAA L
» sBuipjoy Buisixg
FUORUBLINY 10 SIUBWSSossY s Janlesald INogy UoIBULIOL|
- sploosy
suoleUILLIBIS(] UoleN[BA 10 oN[EA SSESSY
o suoljeuILLIBRg [arad |esielddy Jo) splooay
i uoljen|eA, INogy Uoieulo| 1dey| 1nogy uoewLIo|
[ IXSJUOD) INOQY UOIBULIOLU|
lesteiddy, Spl0osy Inoqy J0}e8In) JNoqy Uonewlou| parepd
10} UORWLIOM| uolfewlou| azAjeuy 2 Noqy ol 3l pEERAn
AJAI0Y UoBAISSSId JUsUBULIBd 1018310 AN0qy Logeuliol
J0 uohesRdo uo suodsy su0Is198( |esielddy arepdn
0] pa8N JO SUOITEPUBSWIWOISY
Spl02ay JO AHORUSYINY
Buissassy 1o} s8inpsooid
1 v NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
O F_ A3ANIWNODTA
14vdad 800Z-1eN-8Z AT uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM 800Z-elN-¥L ‘31vd 09N -HOHLNY -Lv d3asn

Page 99 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force




InterPARES 2 Project Book: Appendix 14

SpJ023Y JO an|eA SSossyY

ccerv

-H39NNN A1LIL -3AON
> SUOIJRUILLISIRE UoleNjeA gceery » sBuipjoH Buisix3
- S JanIesald INogy UOITeWLIOU|
< suoneuILLsIaQ SpIooay » anjea BuinunuoD

uonen|eA 1noqy UOIeuLIoU| 10 aNjeA BUILISIST 10 SIUBLISSESSY |
—
Z
[AAEA A
> Aponuayiny Jo sjusWssessy
SpJooay JO -
> uoneAlasald Joj pasodald fonUsLmy Ssessy
" gpioosy Jo uondiossq] [EoIUGDS | -
o Lgeerv
[ §
3 i
spiosoy jo anjep [ |esteiddy 4o} uoiTewo|
Buinuiuon ssessy
. AjAnoy UONBAISS8ld JUSUBULIS]
- 10 uonelsd uo spodey
2
SpIo9ay Jo AjonuayINy
Buisssssy 10j SaINPso0Id
_H_ A4 NOIL¥2ITaNd 068 .L9G¥%¢€C | SJ1ION
. _H_ J3IANIWNODTH
14vad 800C+BIN-8C A3 UoleAISSald Jo ey ayy sbeuely (1 D3rodd
IX31INOO [ ALlvad d3av3d ONMIOM 800C-BIN-FL J1VA odn " dOHLNV -1y d3Isn

Page 100 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

N SpJ029Y Jo AJDNUBYINY SSOSSY —— 200N
£TTTTYY
—
uoledllIs/
Ayonusiny Ajusp 104 pOAN
p
Z
CTTTTHY
> Ayonusyiny jo sjuswssessy
- SpJ1028y SlUBYINY 10 Ayonusyiny
. uonealasald Jo) pascdold sjuswealinbey 1sureby 10 uondwnsaid
- Spi0d9Y Jo uondudsaq [edluyda] 9oUSPIAT aInses|y S} 10} SOUSpPIAT
2z
L'ZTTTrY
Aponuayiny
joucndwnsald |t 1
|esrelddy 4o} uoiyew.ou|
- ALAIIOY UOIIBAIBSBId JuBueUlled ) oul mc_togh_:m
10 uoijelsdQ uo spodey SIUSPIAF JIdWOD
2z
- v NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
[ | Q3ANIWNODT
] _ _
14vdad 800Z-1EIN-8L ‘A3d uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-BN-rI F1vd 0dNn " dOH1NY -1¥ a3sn

Page 101 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

S eTT PV

Page 102 of 233

N uoleAlasald Jo Ajigisead auiwusied —— 200N
EETTHV
o syoday Aljiqiseay » ABojouyse | s|ge|leAy
-~ sslligedeD 00y uoieuLIoU|
uoljeAlasald
__paAlasald 8q 0} sjusuodwon
- [enBic] IN0qY UoewIoN| UUM SUBWSIINDSY  |g— panlasald aq
s ; uoleAIaseld 0} sjusuodwon)
| 8lIouodey h [enbiq jo sisi
Z
A
CcETCTHVY
uonealasald 1o}
pasodold sploosy 1o
| penlasald uonduose( |ealuyos |
aq 0] sjusuodwor
[enbiq Agrusp)
-
Z
L'eeTTrV
panriesald
8q 0] sjusWs|g paniasald ey
pi0I3Y Jo St 8q 0] sjusws|g 1o} uoljew.ou|
ploosy sulwisd(
bEHo,Q uoljeAlasald Jusuewlsd
40 uonelado uo spoday y
sjuswialinbayy _mo_mo_occoo._.ﬁ v
wieisAg Uonealasald
[ (A4 NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
_H_ _H_ A3ANIWNODTA
14vdad 800Z-1eN-8Z AT uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM 800Z-{eN-8¢ ‘31vd 09N -HOHLNY -Lv d3asn

InterPARES 2 Project, Modeling Cross-domain Task Force




InterPARES 2 Project Book: Appendix 14

SplooaY pelos|es alinboy

evv

H3IFINNN ALl ‘JAON
ALALOY UOIJBAISSAld JUSUBWISd
[ Jo uonesado uo spoday )
EEPrY - sBuipjoH Bunsixg
< SpIOO8Y PAUOISSa0Y L S,18A1888 14 N0y UoBULLIO)U|
1NoQy uoiewlojul -t ~
SPIOO3Y PAUOISSAVOY SRl0asy Uolsssooy W pauoIssa20y
- 8q 0} SpJ0ooY
’ Y IW W b\ 7ehY » SpI00ay 1day palajsuel |
- 1NOQY UONEBULIOJU|
» UoNeAlasald 10}
. Jaysuel] jo uoipsiey uoljejuswnooq Jajsuel |
- 4O SUORBIHON T
_ Joisuel | 10 1d1s00y iR slajsuel] Splooay $S300.d
4O SUOREDLRON < slajsuel] sploosy 1day
- UOleAISSa1d Jo} Uoijewlou) | LerY
WaIsAS
_“ “_ .__“ “_ uonisinboy
IIIII SAAJ0RI AlINIDY WalsAg| uoneAalssald il
uoljisinboy uoleassald |40 soueWIolad
uojjeulojuj eoueuloged || || ) I0}UO
EAQw\Aw uolIsinboy UoieAIesald Vi
NN $8INpao0ld pue S8jny WalsAs
uonisinboy uoijerlsssld |
BlsIID aouBswWlolad
. salfojels WalsAs WaISAS uollsinboy
uonisinboy uoleAIasald uoljealssald
sabajial 4 ss200Y | '
owayes :ozmbwammh WaJSAS UoljeAlasald
UOISS300V awayos uonessifey
13)sUBl| Sploday Isjsuel]
/]o suoipuos
pue swia|
SjuUsuINIIsU| Alonusuiny_S N NI weisAs uopsinboy
WaJSAS UoIIRAISSald JO SJUBWISSassY ,_/mtoaww_ Apqisesy uonealssald
_H_ v NOILVYDIT7aNd 0L68.L9G¥ ¢l SILON
[ -_H_ O3aNANWOOT
O 1avyd 800Z-Inr-GC  -A3Y uoljeAlssald jo uleyo ayy abeuel 103roHd
IX3INOO | 3Lva H3avad ONIMHOM r00Z-de4-¢l ‘31vA 0dNn "HOHLNY v d3asn

Page 103 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

SJ9jsUBI | SPJ028Y $S8001d

cevv

439NN AT1LIL -3AON
, Uojjertasald Joj Uojjeulop| STEYY
SPI02SY
g PBUOISSS2IY 89 0} SPI008Y uoljealasald olusyINY
- Jo Aungises _
Wiuoo yTerY
1 g -
Vi
[ 3 splooey ot
|- Jo Ayonuayiny
U0 slajsuel]
Yy pallisp
A A splooay
7Ty 1dey pallajsuel]
1N0Qy UOIBULIOL|
slgysuel] Jo
r JUSIUOD AJISA s1ajsuel |
y pazuoyiny
A p——
cTery
slajsuel|
. I8jsuel] Jo uooseley
T HUOO y palsisiBayy
-
A
L' eV uofealasald 1o}
P Jesuel] Jo 1d180ey A:oszwE:oom_ I8jsuel]
- 0 suonEdNON slojsuel |
Jois1boy |
_AIANOY UOBAISSSId JUsURWIS slajsuel | sploosy 1dey|
- 10 uoieladO uo suodey y.
Jajsuel] jo
spodoy Aldnusyiny sSuolIpUOD) awayog uoensiBay
Aljigises 10 SlUBLISSasSY pue suua] I8jsuel] splooey
— (59744 NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
I [ A3ANTNINODIA
14vdad 800T-4dv-50 ‘A3H uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-BN-rI F1vd 0dNn " dOH1NY -1¥ a3sn

Page 104 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

SPJI0J2Y PaUOISSaddY a2AlaSald —

vV

‘300N

abelolg Ul SpI100e) pPeAlesald

10 SoURUSUIR|A INOGY UOITRULIOJU|

/

Bunosilod 1o Buiyepdn pasn

— 18] SPI0JaY panlasald 1o
vrrY $PI09SX POAISSAI susuodwon |elbi peasiley
\
spiooay — 10 abe.olg o) Uoneuwloy|
L 5BeI0IS Ul SPI0JSY POAIDSAl] paAlSsaId » uonduoseg
- Jo ebelioig Joj uoijeul o]
. uoljewloju| sauewlopsd sbeuey spioosy paBuelly
- welsAs ebelolg uonealasald
LA A splosay .
(¥ $pJo2e pensesaly cryy SPJ023) PAUOISSSIdY
~ suondiiosag pIoosy pequaseq 10 uonduoseg SpI023Y LRV MI\
- —|= sbeuepy paAIasald UOIBAISSS.d 10} UOIIBLLIOJU|
- SpusWInIsuU| sAduosag 10 uswabuelly ¢ 159708 S5800Y UonenIssaIg
< UOCIIBULIOU| 82UBWLIOHRd sbeuely JO Uoioaley Jo suoResliioN
wa)sAg uonduosa UoleAIeSald 4 - 1senbey sse00y UoleAlasa.ld
I Y YY) uswebuely, —  spiooey 10 1di998y 10 SUONESNON
10} uonewLIoU|
. sBuipjoH Bunsixg paAIgsaId s]5anbay sSe00Y
$,Jorlasald Inody UoRBWIOp| noqy < UoneAlasald Joj BunuNoddy
UoljeLIOU| ’ )
< 2beI0)g Ul SPI0J8Y PaAlasald 1o obeuey b $pJ029} PBUOISSEIY
sjusuodwon [eubiq 1n0gy uoneuLou| 1N0qy UOIBLLLIOLU|
P ofeiolg Ul Sploday < Spioosy 1dey pellssuel |
- poAIBSald IN0qy UONBULO]| 1N0GYy UOITBWIOJU|
P UOITEULIOW | OUBULIOLS Spiod@y pedonseq
- Wa)sAS UONBLIIOJU| UOIJBAISSaI inoqy uopejuswno0Q
{ sninesay | /AJe|nqeaoA
UOIJBAISSld PaI[0JU0D)
SeWwsayos ejepels|y uoneAlasald
) seba|iAllg $5800y WS]SAS UONEAISSal
L sp102ay Jo saidoy anuayiny

\

wels

AS uondiuosaqg Buiurejurely Joj seinpedoid

:o_ymzwwm_n_/n/

/s/meo 00 EIEDEID sjuswnIsu| weisig
wasAg ebeliolg mmEosoWIWmv A v mc S EIEpEPN weisis_ N NN uoneuuo)
uidaayplooay

uoljeAlassald a|ljold ploosy uoneAIasald uoneAlasald

_H_ v NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
| D_H_ J3ANINWOOTY
- 14vdad 800T-4dv-£0 ‘A3H uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM ?002-9e4-cl ‘31vd 09N -HOHLNY -Lv d3asn

Page 105 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

L ¥ vV

wzannn| SPJ009Y paAlesald Jnogy uonjewloju| sbeuely o, 200N
AUAOY UOBAISSS.IH JuSUuBWlad
10 uonjeladQ uo suoday |
uonealasald o}
uoljeuloyu] patepdn
LYY

abelolg Ul splooey pealesald Jo

:ozm&%@mﬁ o _ aoUBUSIUIR | INOJY UOITEWLIOIU|
uoljew.oju| ajepdn 2444 Bunoaiion Jo Buiepdn pesN
i z » Jey spusuodwod [eubig €'G v
paAsLISY INOgy UOITBWIOLU| A
- SpPi0doy paslasald - 1sonbay 55920y UoljeAlasald
Jo ebelo}s 10} UoIEWIOU| o 128y Jo SUoIBOIIoN
< uonduose( Joj uoijewlolu] 1senbay] $$900y UoljeAIesald
uoliealasald 40 uoiosley o suoneolyioN
- uswsbuelly 10} UoITEWIOU| 10} UOHBULION| g
andwon sisenbay| $s800y UoieAIesald 1o) Buiunoooy
sbuipjoH Buisixg _ »
- S JoAeselg ogy UoRewIop| SPI028Y PBUOISS00Y INOQY UOITBLLIoIU|
ot
d
- oBEI0IS Ul Spioosa PAAISSa o B SpIoday 1dey pallaisuel] INogy Uoljeulolu|
sjusuodwon) [e1big Inogy uoilewlolu| Sploday peAol}sad IN0gY UOIEIUSLINDO
. abel0lg Ul SpJoday N UOIFeAl&Sald 10} UOITEWIoU |
i paAlasald INogy UoIeuLIo| y.
VLY
- UOIIBULIOJU| 8OUBLLIOLS welshg
Wa)sAg UoBWIOU| UslieAlaSald uoljeuloiu| -/
L seAloaliq AIALOY WalsAs uoneAlesald
UOIJEULIOM| UOlIBAISSSld 40 SoUELLIONEd
lojuow 4
O _H_ O A4 NOIL¥DI19Nd 0L68.L9G¥¢€C | S3LON
- A3ANINWNODTA
14vdd 800T-4dv-€0 'ATH uoperlasald jo ureyD oy} obeuel 103rOdd
AX3INCD | 31lvd H3AVIH ONIXHOM 800Z-{eN-6¢ ‘31vd 24N "HOHLINY 1y aasn

Page 106 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

SpPJ02ay paAlasald Jo uonduosaq abeue)y

v vV

HIFANN A0LIL JAON
AJAIIOY UOIJeAISSSI4 Jusuewlsd
10 uojesado uo suodey |
eIV
+—
sjusWINISU|
sjuawiniisu] uondiuoss uondiosag
-t L 15U Uohd) Q dojeas
2z
A A
eV PV
-

suonduosa( plosey uondiose( 104 uoljewlopu|
- SpI0o9Y
- SpJ098y paguoseq PanISsald 8quoseq N spioday pabuelly

Z
AAAAA
LET YV
L S8AI0alI0 ALY WBlSAS waishs ,
uonduosaq uolienIsssid uondusseq uolleadesald
- UCIBWIOU| 8oUBWIOUSd 4O SOUBWIOHSY JONUOW
washs uondusseq uojealasald
Z

sa|Bajeng walsis

uonduose uonealasald a

$9.Npev0ld pue sejny

SaWaY9g 8|1I0ld PIodax~

]

waishg uondiosaq uonealasald

ells)ln) eouBWIONSd
walsAg uondiiossg

uoneAIasald

sninesal | /Aleinqedon < SowWaYdS NN SSWsLRS erepelsiy warshs uonduosaeg
uonemIsseld pa|joJiuoD e1BPRIS|N UOBAISSEId Buidaaypiooay uoneAlesald
| - O Vv NOILvYOITdNd 0L68.29S% ¥ €| SILION
_H_ A3IANIWINODOT
14vya Q00Z-00-€l  AJY uoleAIsald JO UlBYD syl sBeuel (1D3rONd
IX41INOO | 3Llvd H30av3y ONMHIOM 800¢-1eN-Gl J1vd 049N ~HOHLNY 1Y d3asn

Page 107 0f 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

H39NNN

SPJ028Y panlasald o abeliois abeuey ——

AAA4

‘300N

ANAOY UCIEAISSBIH JUsUeUlad

~

10 uoneladQ uo spodey

SpPI009Y parlasald peioalion

SpIodaY panlasald parepdn
eipa|y ebeIo1g payseley

~

)

UO SpIoosy parieseld |

BunosiioD 1o Bunepdn pesN

ol A i) - 1B} SPIoday POAIDSald 10
susuodwos [eubiq paasiey
| n
waisAg sbelolg
uonealesald Y
AU dnyoeg WelsAg uoijealsseld JueUBWIag Ul -
e EE——
9felolg Ul Splodoy paalasald Jo SPI0OSS UIEJUIE ]
“Ta0UBUSIUIRI INOTY UOIRULIOMN| I —
ST Y7 STY Y7 VI abelolg Ul Splooey - SpI028Y paalasald
_” H__” H__” H__” H_ panlesald e9e|d 10 ebel0lg 1o} uolewou|
- 8bel0]1S Ul Spl0oay parlasald ot 10054 paquoseC]
AA [N AA4Y
‘|\
J— walsAs sbeloig
uoleaIasald
usuewIad
L SeANoBII ANIOY WSISAS | 16 sousluopa
abelolg uonealasald JOHUOH
. UOIJBLLIIOJU| SOUBWIOLS ’ y
T walshg ebelolg Uoljeriasald
L solbalens Walsis Bl
obel0iS uoleAlasald ERll=TIIER |
L welsAg sbeloig
SaINpPad0ld pue sajhy WelsAg abkelolg uonealasald uoneAlssald
Splooay Jo saidoD) onuayiny welsig abeloig
Bulureuie|y 1oy saunpascid uoleAlasald
[ | _H_ O r oY NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
_H_ A3ANTNINODIA
14vdad 800Z-1eIN-6C 'AJd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM #00Z-4BN-6Z 31vd 0dNn " dOH1NY -1¥ a3sn

Page 108 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

weisAs abelolg

UOleAlaSald jusuelllad Ul SPJOdayY UlelUIRIA 5,

er v

HIFANNN -3AON
SAINAIDY JUSWYSDIeY eIpaly abelols
UoIeAISSald INOGY UONBLLOoU| |
SErrYY
-
_,epspy sbelolg paysaley abriolg Ul
i Uo SpIoday paaesald sploosy pealaseld < Bulyseljey pesp 18Ul
| lojeipely yseuey y BIDSIN U0 SPI00oY paAlosald
sellaloy Bulepdn ebelois
UoneAlassld 1Nogy UONBWIOo| )
eIV »
45P1008 peniesalg psiepdn oBRI01G Ul SPI0osy] < ouneod poon ot
panlesald slepdn | : -
y Splod8yY peniesald Bunoailon Jo Buijepdn pasN
1oyl SpJooay paalasald Jo
SOINAIDY UoIjoaL0D) abelolg . SUsUodWon el pareLIey
Uol}eAlasald IN0gY UONREBLIOM|
ﬁ. CET YV >
sbelois
- SpI008Y PBAIBSEId Pell8lio) Ul spIoooy - -
-t : uiBllon) pasn
PoAISSald i - 1 1241 Splodoy paAlosald |
SWIS|qold 1091107 y
sailAnoY dnyoeg walsAs
uoljenlasald Inogy co_ymrEouEJ
eIV >
_dnyoeg WalsAS UoljeAlasald dn Bunoeg spasy
- wagshs sbeicls (& 1ey} ebelolg uonealasald
uonealasald dn-joeqg UMM [y -——
4 »
abeI0Ig Ul SpIodsy sbelolg ——
- paAlasald JO souBUSIUIBH c_ow,ﬂwm“wm < SpI00ay porlasald
noQy uoheuloju| ULB_cos_n_ 10 oBEI0]S 10 UOTEWIoU|
bEHo,q uoljeAlasald JUsuewlad ’ - =
10 uonesdo uo spoday y. abelolg Ul Spl02ay pealasald
. A A NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
] - Q3aNIWNODTY
14vdad 800Z-1eN-6Z A uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM 800Z-elN-91 ‘J1vd 09N -HOHLNY -Lv d3asn

Page 109 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

[

spJooay IndinO

v

Wie]SAg $$800Y UoIjeAIeSald

5969|INd $5990Y |

-H39NNN A1LIL -3AON
AINIOY UONBAISSSIH USRS
h i J0 uonelsdQ uo spoday )
Buposuog Jo Burepdn pesp 18yl SpIoosy £GPy
abelo)g ul
paalasald Jo sjusuodwo) [eIBiq passUley -«
$pI0DSY paAISSald
L 5]150nbay 55000V
- uolleAlasald 10y BURUNoIoY UOIELLIOIU| 10/pUR SPIodey
__ SI9S() 0] panss| sploday paalasald peAlesald 10] s)sanbayy
- 8|qIonpoJday 1N0gy UCNEULOU| ¢ $5900y pajeipauwun
- $18SM) 0] PENSS| SPI0daY .\
paAlgsald s|qronpoldey
_ Apoiusyiny Jo sejeoyipan slenieseld uoneuloju] lofpue
- uonewlou| f—, SP.I00aY paAlasald Joy
2500 O PAIUSSRU SPIOIDY PONISSBI]  io/pue spiooay paniasald \W s1sanbay $S800y palBIpS| 6
peonpolday 1n0gy UoBWIO| 10} s1senbey sbeuep abelolgs Ul splodsy
A8 panIasald Jo sjusuodwon)
- SI95] O} POJUSSSld N [enBig Inogy Uoieuloju|
$PI00SY parlasald paonpoiday ]
. 1sanbay ss800y UolBAI9Sald uoneuLoU|
- 10 uoisley JO SUOIEDIION 10/pue SpIodsy |- = pyy—— wm%moﬂw:cﬁ_u_w_w&nuwmw
s Heol! POAIBSBI] 10 b d INoqy uojjeuLou|
L 1senbey| $8800Yy UCNEAI9SEld \__| A1encosiq sreqjioeq
= 1011905 JO SUOIYEION LGy
- UOIBUWLIOL| 8OUBWLIOLISY YYVY) Z walsAg ss800y
welsAg [eAslley UONBAISSaId F Y LY ﬁhﬂu_l H uogenlesely [
seARauIg Aoy wWieisis| o souewiopsy
- UOITEULIOJU| SOUBULIOHS] 7 SS800Y LUOHEAISSSId JOUUON y

sploosy Jo saidoD) o_EmES(M i walsAg uolieniasald
Buiureurepy 1o} sainpasold sninesay ) /AIBInqesoA
I UOIBAIBSS1d PB||0Au0D BUsD
\ selbejeng waisfs SOUBWLIOLSd WRISAG
) SS800Y Uoljenlssald SS800y Uoliealasald
suswnsU| ] L SaINpavo.ld pue sajny
WalsAs co_HmEowEn_,llL N < W8ISAg 5820y UoBAISSald
wsIsAg [eAslley cozmzmwm_n_H sjuswnsu| m>_ﬁ__omm017 I~ suonduosaq pioosy wsIsAg $s800y UolieAlassld
- v NOILVDI19Nd 0L68.L9G¥¢€cC | ‘S3LON
O D_H_ J3ANINWOOTY
- 14vdad 800Z-1eN-6Z A uojertasald jo ureyD ayy obeuely 11 03rodd
JIX3INOD | 31vd H3avId ONIMHOM 800Z-elN-GL ‘J1vd 09N -HOHLNY -Lv d3asn

Page 110 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

[

uoljewJoju| Jojpue

earv

SPJ029Y paAJasald Jo) sisenbey abeuepy o, 0N

Spl00DY paAIssald INogy

< \Wcozmctou_c_ paAsLlay PolLBA
SpI0J8Y perIesald paasLley

| ST 1noqy uoneuuou) payusA

paonpoiday 1Nogy UoneuLIojU|

HIgNNN

~_SIa5[ 0} PONSS| SPI0SSY PaAIasald R

T gigionpoudey 1N0gy UOITeULIOU|

o SI8S[] 0] pANnss| SpJodsy

- panleseld s|qionpoldey

\Eo_EmES{ 10 s81eoIILeN) SJenlesald uoReULOM|

Jojpue sploday

SIge[l 0} pejuasely SPI00Sy paniasaly panIesal

paAdLIeY 0}

SPI02DY POAISSald JO Sjuslodwor)

\ [euBiq paAsLISY PalLIBA

L SPI00DY PaAISSald 4O SjuauoduLon
| 12610 porsLiey 1noqy Uoewuoju| paiaA

- $J9%M 0] PRjUosald SPJoooy $5900Y SpIAcId M R sleAslloy
- peAlesald paonpoldey SPI00SY poAlasRld IN0QY UOIBLLOU| paASU]DY a(qellsAun
- s)sanbay ss000y G Ty \ NEoooW_ panlesald peadllsy IN0Qy Uoheuloju| Aoay
uoneAlasald 1o Bununoooy L o - W 0} 818pIO
e SPI0JSY PaNISSAd | Sise :cvowmmhwmwww<
Bunoauion Jo Buyepdn pesN _”HH_ _”H“_ _”HH_ uoewlou| Jo sjuauoduiod %&Ew.mmm
Tey) susuoduwio? [eybiq lojpue splovey [enbi persliley :
FEPY  PaASLISY INogy UoRRWIOM| paniesald Inogy uonewloju| uohjeulioju| Jojpue
o passley AlSA — SpIooSY panlesald
- Buipallon Jo bupepdn pesN eSSV | sisenbay [eAsiey sbelo)g Ul
1ey] spIodey pealasald JO I Z - R Splooay perlasald
sjusuodwoD [eubi] peasiiey sploday nwEMwmi JojpUE SPIcosY |7 y —
Jo sjusuodwon ol . )
paassald [ — | spiooay pealessl
. UCIeLLLIoU| 8ouBWIOpSd [enbiq pessiley palsanbay beswy g ﬂuson{w_:w;mgo%ﬂ
T WIRISAS [eadLlay UOnRBAIDSId anaLIey 4 i
’ y abelolg ul splooey
r Y LONEWIoLY paAIasald 10 sjusuodwon
\ Splodsy psalesald ﬁ _o\ﬁ%m wEm_oww_ N |enbiq 1nogy uoljew.ou|
10} suoiealioadg jsanbey
. 159hboy $5900Y UoljeAloSald paalessald UOIYELLIOIU] JojpUe Sploday
- 10 uonoaley 10 SUOIEOIION 10} sjsenbay » paalesald 10} sisenbey
- 156nbay 55920y UoIleAlosald $5920.d SS820Y pejelpawun
Jo 1di8oay Jo suohealioN uoljewlloju| Jojpue
. AlAOY UoIjeAlasald Jusueuled - SPJ00Y paalasald o)
- 1o uonelad( uo sHoday I_%”_ sisenbey $s800Yy peleIps |y
A
A v L} SPI0oay Jo saidog anuaLiny  wisisg lersliey_ | suonduosag sjusWINASU|
WBISAS $S800Y UOIJRAISSa) Bulurejuiepy 1o} sainpaodold uoieaIssald plicosy aandioseq

- Sy
L I

-IX31INOO | 41vd

NOILVOI19Nd
d3ANTIWWOD3H
1d4vdd 800Z-4BN-6C ‘AJd
43av3d ONIHIOM 800C-4BN-G1 31vd

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 111 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

uoljewJoju| Jojpue

SPJ02aY panlasald J0} sisenbay ssa20.d

L eavvY

439NN AT1LIL -3AON
FLeery
‘ N
P SPI0JSY parlasald 1o} suoljesoads
i SUOIRIIHd9dS 1senboy sjsanbay
uoleAlasald
ajelsusn e ey s)senbay
| y |leAslloy
l—| uolleAasald
. UOI1BLIIOLU| JO/pUR SPIodSy sisanbay h& uoljewoyu|
T paniesald 1o) sisenbay [easlley |easuloy
uoleAlasald — S|eABLISY B|qellaAun
aelousn) clesyy [ F09d 0} SIPIO
Z | sisenbey afelolg Ul sploosy
55900y » parlasald Jo sjusuodwon
uoeAISSaId [e}BIQ Inody Uoewiou]
$5900.1d
. 1senbey ss800y UOBAISSEI] o1 uoiEwIo| | sbelolg ul spi0ssy
- 10 uonoslay Jo suoneaoN w>.m5mw_ paslesald 1N0gy UoIlewloju]
2
AA
-< FLesyy uoleLLIo)U| JojpUE SPI0oay
sisenbay mmmoo<“ ” paalsseld 10} sisenbay
co_Fmemman_ sisanbay $S200Y pajelpawiun
. 158nbay| SS90y UoneAalasald Pa.eISIDSY SS90y
- 1o 1d1998y Jo suonealioN uoljealssald uoljewloju| Jojpue
1e18168y " SPJ029Y paAlasald 40}
 AllAOY UOlleAI9Sald JUSUBULSd sisenbay sseo0y paleipay
i Jo uonelad() uo spoday y.
suondiasaq sjuswnsu|
plo28y annduossg
_H_ £Grv NOILY2I19dNd 068 .99 ¥%¢<C | 'S31I0N
- O A3ANTNINODIA
- 1avdd 800Z-1eIN-6C 'AJd uojertasald jo ureyD ayy obeuely 11 03rodd
-IXd1INOD | 31vad 43av3d ONIHMHOM 800¢-BIN-¢Z 31vd 0dNn " dOH1NY -1¥ a3sn

Page 112 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

uoljewJoju| Jojpue

Peary

szanry (SPI008Y POAISSBId POASIIRY O} SSO00Y 8PIACId 1y, ~aon
ErEarY
S185( O} Panss| SPI0JaY PaAIssald o
< s|qonpoiday 1Noqy UCHBULIO| -
. SI95() 0} PONSS| SPI0JSY indino -
- paAIasald aiqionpoiday 404 UOREULION] Lo
1o/pue spiooay
paniasald sbexyoed
Z
SI18S( 0] PaUSsald SPI0JaY parlasald e G Y
< paonpolday] INody UOHEWLIoN|
P AyonuaLny Jo sejeslan SJaAlasald
- uofeuLIoU|
. S19s[) 0] pajussald Sploday 1o/pue sSplocaay
i paAlesald Umo_.:uo._aww_ paalasald
1sejuey
Z
bresyy SpIoosy peAlesald JO
UONBULIOJU| JO/PUE SPI0oSY sjusuodwion [2Big peAsLey
perlesald pejnyisucosy 1N0QY UOHBULIOU| PSLLSA
sjsenbey| SS800Yy UOHEAISSSBI 10} BURUNCIY
« SPJ00aY PaAISSald JO sjusuodwor)

159nbay $5500Y UoljeAlasald

uolyellIoU| Jojpue

A

A

10 uonoskey Jo suoEONON

A0V UolleAISSSId JUsUBLIE

SpPI02aY parlasald
BINJIISUC0BY

4O uoneladQ uo suoday

$18S[ 0} PaNss| SpIo0sy paAlesald

-
~—

psjoepay Jo saldon) ploosy

|enbiq paAsLISy PSuUISA

SPJ009Y PaAIasald INody

LOIBULIOJU| POASLIDY PALLIRA

SpI098Y paAlesald paAslley

IN0GY UOIBULIOJU| PSULBA

O

GV

NOILVOI19Nd

A3ANTNWINODI A

N0

14vdd

-IX31INOO | 41vd 43av3d

ONIHIOM

800Z-4BN-6C ‘AJd
800C-4eN-91 31vd

0L68.8GG7%¢€C | S410N

UONJeAISSaId 4O Ureys syl abeuely 103roxd

2dN -"HOHLNY v d38n

Page 113 of 233

InterPARES 2 Project, Modeling Cross-domain Task Force



InterPARES 2 Project Book: Appendix 14

Chain of Preservation Model Activity Definitions

A0, Manage Chain of Preservation
To design, implement and maintain a framework to control the records throughout the
processes of creation, maintenance and use, disposition and preservation.

Al, Manage Framework for Chain of Preservation
To determine framework requirements, and design, implement and maintain a chain of
preservation framework.

Al.1, Develop Management Framework
To analyze information about the records creator and its existing records and about the
designated records preserver to identify the policies and requirements for the chain of
preservation framework.

Al.1.1, Analyze Records Creator
To assess the information concerning the records creator’s mission, organizational
structure, activities and existing technological, financial and human resources, and
records related needs and risks to help identify the requirements for the chain of
preservation framework.

Al.1.2, Analyze Creator’s Existing Records
To assess information about creator’s existing records to determine framework requirements.

Al.1.3, Analyze Designated Records Preserver
To assess the information concerning the designated records preserver’s mission,
organizational structure, activities and existing technological, financial and human resources,
and records preservation related needs and risks to help identify the requirements for the
chain of preservation framework.

Al.1.4, Establish Management Policies
To develop and document management regime policies for establishing overall framework
design requirements.

Al.1.5, Establish Design Requirements
To identify the rules guiding the chain of preservation framework on the basis of the
analysis of the records creator and its existing records.

Al.2, Design Framework
To develop a record-making system design, recordkeeping system design and permanent
preservation system design.

A1.2.1, Design Record-making System
To develop the record-making system’s administrative infrastructure, determine functional
requirements for the system, establish performance criteria for the system and develop the
functional infrastructure design for the system.

Al.2.1.1, Develop Record-making System Administrative Infrastructure
To define, analyze, create and document a comprehensive, integrated set of administrative
policies, strategies, rules and procedures, and instruments to support record-making activities
and to enable the record-making system to meet its functional requirements.

Al1.2.1.1.1, Develop Record-making System Policies
To determine and document the collective, high-level management principles that guide and
control development, implementation and execution of record-making system activities.

Al1.2.1.1.2, Develop Record-making System Strategies
To determine and document the authoritative objectives and methods governing the
operation of the record-making system.
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A1.2.1.1.3, Develop Record-making System Rules and Procedures
To determine and document the authoritative instructions governing the operation of the
record-making system.
Al.2.1.1.4, Develop Record-making System Instruments
To define, analyze, create and document the various administrative tools that support
record-making processes, such as metadata schemes and records forms.
Al.2.1.2, Establish Record-making System Functional Requirements
To develop and document comprehensive and integrated performance, monitoring and
technological requirements for the record-making system.
Al.2.1.2.1, Determine Record-making System Performance Requirements
To identify the operational and administrative specifications for measuring the continuing
ability of the record-making system to fulfil its purpose.
Al.2.1.2.2, Determine Record-making System Monitoring Requirements
To identify the operational and administrative conditions for providing ongoing assessment
of the operation of the record-making system in relation to the established system
performance requirements.
A1.2.1.2.3, Determine Record-making System Technological Requirements
To specify the hardware and software needed for the record-making system.
A1.2.1.3, Establish Record-making System Performance Criteria
To develop operational benchmarks or standards for operation of the record-making system, in
relation to established requirements, against which the continuing performance and adequacy
of an activity, function, process, sub-system or structure within the system can be measured.
Al.2.1.4, Design Record-making System Functional Infrastructure
To develop a comprehensive, integrated design for the record-making system and each of its
documents and records capture, identification, declaration, execution and transfer sub-systems.
A1.2.2, Design Recordkeeping System
To develop the recordkeeping system’s administrative infrastructure, determine functional
requirements for the system, establish performance criteria for the system and develop the
functional infrastructure design for the system.
A1.2.2.1, Develop Recordkeeping System Administrative Infrastructure
To define, analyze, create and document a comprehensive, integrated set of administrative
policies, strategies, rules and procedures, and instruments to support recordkeeping
activities and to enable the recordkeeping system to meet its functional requirements.
Al1.2.2.1.1, Develop Recordkeeping System Policies
To determine and document the collective, high-level management principles that guide
and control development, implementation and execution of recordkeeping system activities.
A1.2.2.1.2, Develop Recordkeeping System Strategies
To determine and document the authoritative objectives and methods governing the
operation of the record-keeping system.
A1.2.2.1.3, Develop Recordkeeping System Rules and Procedures
To determine and document the authoritative instructions governing the operation of the
recordkeeping system.
Al1.2.2.1.4, Develop Recordkeeping System Instruments
To define, analyze, create and document the various administrative tools that support
recordkeeping processes, such as metadata schemes, registration and classification schemes,
a retention schedule and a controlled vocabulary.
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Al.2.2.1.4.1, Develop Recordkeeping Schemes
To establish the metadata, registration and classification schemes used in the recordkeeping
system.

Al1.2.2.1.4.2, Develop Retention Schedule
To determine and document the disposition of each series and/or class of records.

A1.2.2.1.4.3, Develop Recordkeeping Indexes
To define, analyze, create and document the tools, such as a controlled vocabularies and
thesauri, that facilitate efficient and effective location of information, records and/or
records aggregates in the recordkeeping system suited to a particular inquiry or purpose.

A1.2.2.2, Establish Recordkeeping System Functional Requirements
To develop and document comprehensive and integrated performance, monitoring and
technological requirements for the recordkeeping system.

A1.2.2.2.1, Determine Recordkeeping System Performance Requirements
To identify the operational and administrative specifications for measuring the continuing
ability of the recordkeeping system to fulfil its purpose.

A1.2.2.2.2, Determine Recordkeeping System Monitoring Requirements
To identify the operational and administrative conditions for providing ongoing
assessment of the operation of the recordkeeping system in relation to the established
system performance requirements.

A1.2.2.2.3, Determine Recordkeeping System Technological Requirements
To specify the hardware and software needed for the recordkeeping system.

A1.2.2.3, Establish Recordkeeping System Performance Criteria
To develop operational benchmarks or standards for operation of the record-making
system, in relation to established system performance, monitoring and technological
requirements, against which the continuing performance and adequacy of an activity,
function, process, sub-system or structure within the system can be measured.

A1.2.2.4, Design Recordkeeping System Functional Infrastructure
To develop a comprehensive, integrated design for the recordkeeping system and each of
its records information, storage, retrieval, access and disposition sub-systems.

A1.2.3, Design Permanent Preservation System
To develop the permanent preservation system’s administrative infrastructure, determine
functional requirements for the system, establish performance criteria for the system and
develop the functional infrastructure design for the system.

A1.2.3.1, Develop Preservation System Administrative Infrastructure
To define, analyze, create and document a comprehensive, integrated set of administrative
policies, strategies, rules and procedures, and instruments to support preservation activities
and to enable the permanent preservation system to meet its functional requirements.

A1.2.3.1.1, Develop Preservation System Policies
To determine and document the collective, high-level management principles that guide and
control development, implementation and execution of permanent preservation system
activities.

A1.2.3.1.2, Develop Preservation System Strategies
To determine and document the authoritative objectives and methods governing the
operation of the permanent preservation system.
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A1.2.3.1.3, Develop Preservation System Rules and Procedures
To determine and document the authoritative instructions governing the operation of the
permanent preservation system.

Al1.2.3.1.4, Develop Preservation System Instruments
To define, analyze, create and document the various administrative tools that support
preservation processes, such as metadata schemes, transfer and accession registration
schemes and a controlled vocabulary.

A1.2.3.2, Establish Preservation System Functional Requirements
To identify and document comprehensive and integrated performance, monitoring and
technological requirements for the permanent preservation system.

A1.2.3.2.1, Determine Preservation System Performance Requirements
To identify the operational and administrative specifications for measuring the continuing
ability of the permanent preservation system to fulfil its purpose.

A1.2.3.2.2, Determine Preservation System Monitoring Requirements
To identify the needs for providing ongoing assessment of the operation of the permanent
preservation system in relation to the operational and administrative procedures and
instruments developed for meeting these needs.

A1.2.3.2.3, Determine Preservation System Technological Requirements
To specify the hardware and software needed for the permanent preservation system.

A1.2.3.3, Establish Preservation System Performance Criteria
To develop operational benchmarks or standards for operation of the permanent
preservation system, in relation to established system performance, monitoring and
technological requirements, against which the continuing performance and adequacy of
an activity, function, process, sub-system or structure within the system can be measured.

A1.2.3.4, Design Preservation System Functional Infrastructure
To develop a comprehensive, integrated design for the permanent preservation system
and each of its records information, selection, acquisition, description, storage, retrieval
and access sub-systems.

Al.3, Implement Framework
To acquire, test and activate all the components of the record-making, recordkeeping, and
permanent preservation systems, and issue information about implementation problems.

Al.4, Maintain Framework
To assess information about the performance of the record-making, recordkeeping and
permanent preservation systems and to make recommendations on the revision of the
overall framework design and/or its constituent systems.

A2, Manage Records in a Record-making System
To provide overall control and co-ordination of activities in the record-making system,
including the creation and setting aside of records, and monitoring of the performance of
the record-making system.

A2.1, Monitor Performance of Record-making System
To assess the efficacy of the performance of the record-making system by analyzing
performance reports on the operation of each of the record-making system’s sub-systems and
issue activity directives for record-making activities and information on the performance of
the record-making system for use in continued maintenance of the chain of preservation
framework.
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A2.2, Manage Making and Receipt of Records
To provide overall control and co-ordination of document and record making and receipt
activities, including the capture and identification of documents made or received by the
creator and their subsequent declaration and execution as records.

A2.2.1, Make Documents
To compile digital information in a syntactic manner in accordance with the specifications
of the creator’s documentary forms, integrated business and documentary procedures and
record-making access privileges.

A2.2.2, Capture Documents
To record and save (i.e., affix to a digital medium in a stable syntactic manner) particular
instantiations of incoming external documents or internal documents made by the creator
in the record-making system in accordance with the specifications of the creator’s
integrated business and documentary procedures and record-making access privileges.

A2.2.3, Identify Documents
To attach to each document identity metadata that convey the action in which the
document participates and its immediate context.

A2.2.4, Declare Records
To intellectually set aside records by assigning classification codes from the classification
scheme to made or received documents and adding these codes to the identifying metadata
and by assigning to the documents registration numbers based on the registration scheme,
and adding these numbers to the identifying metadata.

A2.2.5, Execute Records
To attach to each record metadata that convey information related to, and actions taken
during the course of, the formal execution phase of the administrative procedure in which
the record participates, which may also involve transmitting documents to external
physical or juridical persons and making record copies of the sent documents.

A2.3, Manage Setting Aside of Completed Records
To provide overall control and co-ordination of the transfer of executed or completed
records to the recordkeeping system by preparing the records for transfer, transferring the
records and monitoring the performance of the record-making transfer system.

A2.3.1, Monitor Performance of Record-making Transfer System
To assess the efficacy of the performance of the record-making transfer system by
analyzing reports on the operation of record-making activities, and issue activity
directives for transfer activities and issue information on the performance of the record-
making transfer system for use in continued maintenance of the record-making system.

A2.3.2, Prepare Completed Records for Transfer to Recordkeeping System
To attach to completed records integrity and related metadata that convey information
related to, and actions taken during the course of, managing the records for records
management purposes prior to setting them aside in the recordkeeping system; compile
information about the records that is needed to meet all transfer information
requirements; and ensure that the records are in the proper format for transfer to the
recordkeeping system as prescribed by recordkeeping system rules and procedures and
technological requirements.

A2.3.3, Transfer Completed Records to Recordkeeping System
To send or transmit completed records prepared for transfer to the office responsible for the
recordkeeping function with the accompanying documentation necessary for recordkeeping.
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A3, Manage Records in a Recordkeeping System
To provide overall control and co-ordination of activities in the recordkeeping system,
including records storage, retrieval and access, disposition, and monitoring of the
performance of the recordkeeping system.

A3.1, Monitor Performance of Recordkeeping System
To assess the efficacy of the performance of the recordkeeping system by analyzing
performance reports on the operation of recordkeeping sub-system activities, and issue activity
directives for recordkeeping activities and information on the performance of the recordkeeping
system for use in continued maintenance of the chain of preservation framework.

A3.2, Manage Maintenance of Kept Records
To provide overall control and co-ordination of the recordkeeping storage system and the
records stored in the system by managing information about kept records and their digital
components, placing the records in storage, maintaining the digital components and
monitoring the performance of the storage system.

A3.2.1, Manage Information About Kept Records
To compile information about records in the recordkeeping system and about records
maintenance activities and to provide overall control and co-ordination of that information
for use in records appraisal activities by the preserver and in records indexing, storage,
access and disposition activities by the creator.

A3.2.2, Manage Indexing of Kept Records
To provide overall control and co-ordination of records indexing activities, including
monitoring the indexing system, indexing kept records and developing indexing instruments
to help facilitate records discovery and retrieval.

A3.2.2.1, Monitor Performance of Recordkeeping Indexing System
To assess the efficacy of the performance of the recordkeeping indexing system by
analyzing reports on the operation of recordkeeping activities, and issue activity
directives for indexing activities and information on the performance of the indexing
system for use in continued maintenance of the recordkeeping system.

A3.2.2.2, Index Kept Records
To establish and record access points for kept records within the context of a controlled
recordkeeping vocabulary applied according to recordkeeping indexing system rules,
procedures and strategies.

A3.2.2.3, Develop Indexing Instruments
To prepare tools that facilitate discovery and retrieval of the records in the recordkeeping
system, such as guides, inventories and indexes.

A3.2.3, Manage Storage of Kept Records
To provide overall control and co-ordination of the recordkeeping storage system and the
records stored in the system by placing the records in storage, maintaining their digital
components and monitoring the performance of the storage system.

A3.2.3.1, Monitor Performance of Recordkeeping Storage System
To assess the efficacy of the performance of the recordkeeping storage system by
analyzing reports on the operation of recordkeeping activities, and issue activity
directives for storage activities and information on the performance of the recordkeeping
storage system for use in continued maintenance of the recordkeeping system.
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A3.2.3.2, Place Kept Records in Storage
To place the digital components of kept records and their metadata into storage in
accordance with the procedures for maintaining authentic records and the actions prescribed
by the recordkeeping storage system strategies, rules and procedures and activity directives.

A3.2.3.3, Maintain Records in Recordkeeping Storage System
To monitor the storage of kept records and their digital components and metadata,
periodically back-up the recordkeeping storage system and, as necessary, correct
problems with and update the digital components, and/or refresh storage media to ensure
the records in the system remain accessible, legible and intelligible over time.

A3.2.3.3.1, Monitor Kept Records in Storage
To keep track of the condition and maintenance requirements of kept records and their
digital components--more specifically, their digital components and metadata--and the
media on which they are stored in the recordkeeping storage system to identify storage
that needs backing-up, digital components and/or metadata that need correcting or
updating and media that need refreshing; and to issue reports on maintenance activities.

A3.2.3.3.2, Back-up Recordkeeping Storage System
To routinely make a copy of all digital content in the recordkeeping storage system,
including the operating system, the software applications and all digital objects in the
system, for the purpose of recovery in the event of a disaster resulting in system failure or
corruption, and record information about these back-up activities.

A3.2.3.3.3, Correct Problems with Kept Records in Storage
To take the actions prescribed by the recordkeeping storage system strategies, rules and
procedures and activity directives, in accordance with the procedures for maintaining
authentic records, to eliminate problems in storage, and record information about these
correction activities.

A3.2.3.3.4, Update Kept Records in Storage
To carry out conversion actions on the digital components of stored kept records in
accordance with the procedures for maintaining authentic records and the actions
prescribed by the recordkeeping storage system strategies, rules and procedures and
activity directives, to ensure the records remain accessible, legible and intelligible over
time (such as by migration, standardization or transformation to persistent form), and
record information about these updating activities.

A3.2.3.3.5, Refresh Media for Kept Records in Storage
To copy or transfer the digital components of kept records in storage from one medium to
another, or otherwise ensure the storage medium remains sound, in accordance with the
procedures for maintaining authentic records and the actions prescribed by the
recordkeeping storage system strategies, rules and procedures and activity directives, and
record information about these media refreshment activities.

A3.3, Manage Access to Kept Records
To facilitate discovery of, and manage requests for, kept records and/or information about
kept records, and monitor the performance of the recordkeeping access system.

A3.3.1, Monitor Performance of Recordkeeping Access System
To assess the efficacy of the performance of the recordkeeping access system by
analyzing reports on the operation of recordkeeping activities, and issue activity
directives for access activities and information on the performance of the recordkeeping
access system for use in continued maintenance of the recordkeeping system.
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A3.3.2, Facilitate Discovery of Kept Records and/or Information
To provide authorized internal and external users access to, and assistance in the use of,
the tools and resources necessary to support querying and searching for, and discovery of,
information, records and/or records aggregates in the recordkeeping system suited to a
particular inquiry or purpose.

A3.3.3, Manage Requests for Kept Records and/or Information
To provide overall control and co-ordination of internal and external requests for access to
records and/or information about kept records by processing access requests, retrieving
digital components for requested records and/or information, verifying retrieved
components and information and providing access to retrieved records and/or information.

A3.3.3.1, Process Requests for Kept Records and/or Information
To register access requests for kept records and/or information, translate them, define
request specifications, generate retrieval requests and account for any problems with
processing requests.

A3.3.3.1.1, Register Recordkeeping Access Requests
To record registration information about received requests for access to kept records
and/or information about the records and issue notifications of receipt to the persons
requesting the records.

A3.3.3.1.2, Retrieve Information to Process Recordkeeping Access Requests
To gather the information, from indexing instruments, record profiles and other record-
keeping tools, needed to process access requests for kept records and/or information about
records.

A3.3.3.1.3, Generate Recordkeeping Retrieval Requests
To translate access requests for kept records and/or information into requests to the
recordkeeping storage and information systems for retrieval of the exact digital components
and/or information required to fulfil the access requests.

A3.3.3.1.4, Generate Recordkeeping Requests Specifications
To issue instructions to the recordkeeping retrieval and access systems on how to fulfil requests
for kept records and/or information about the records based on analyses of the requests and
processing information in relation to recordkeeping access system strategies, rules and
procedures (including procedures for maintaining authentic records) and access privileges.

A3.3.3.2, Retrieve Requested Kept Records and/or Information
To output copies of digital components of records, information about digital components
of records, rendering information about records and/or content information about records
retrieved from storage in the recordkeeping system in response to retrieval requests for
components and/or information.

A3.3.3.3, Verify Retrieved Kept Records and/or Information
To determine whether all components and information necessary to satisfy requests for
kept records and/or information about kept records have been received and can be
processed for output and, in cases where digital components are encountered that need
updating or correcting, redirect them (or information about the problems encountered) to
the maintenance function of the recordkeeping storage system.

A3.3.3.4, Provide Access to Retrieved Kept Records and/or Information
To fulfil access requests by either reconstituting the retrieved digital components of kept
records and/or information in authentic form and presenting the manifested records or
information to users, or by packaging the retrieved digital components with information
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about how to reconstitute and present the records and/or information with the appropriate
extrinsic form and issuing the packaged materials to users, and account for the success or
failure of either activity.

A3.3.3.4.1, Reconstitute Kept Records and/or Information
To link or assemble all the verified digital components of requested kept records and/or
information about kept records as necessary to reproduce and present the records and/or
information in authentic form and, if necessary, redact records and/or information to meet
privacy and/or copyright requirements.

A3.3.3.4.2, Manifest Kept Records and/or Information
To present copies of the reconstituted requested kept records and/or requested
information about the records with the appropriate extrinsic form and with information
about their relationships to one another (archival bond) and, if requested, produce a
Certificate of Authenticity for the records copies.

A3.3.3.4.3, Package Kept Records and/or Information for QOutput
To combine the digital components of the requested kept records and/or requested
information about kept records with information on how to reconstitute and manifest the
records or information with the appropriate extrinsic form.

A3.4, Manage Disposition of Kept Records
To provide overall control and co-ordination of records disposition activities, including
monitoring the performance of the disposition system, processing disposition information
and, in accordance with disposition activity directives and disposition rules and
procedures, destroying kept records and/or preparing and transferring kept records to the
designated preserver.

A3.4.1, Monitor Performance of Disposition System
To assess the efficacy of the performance of the recordkeeping disposition system by
analyzing reports on the operation of recordkeeping activities, and issue activity directives
for disposition activities and information on the performance of the recordkeeping storage
system for use in continued maintenance of the recordkeeping system.

A3.4.2, Identify Kept Records for Disposition
To identify records and information about records in the recordkeeping system earmarked
either for destruction or transfer to the designated preserver, as determined by the
creator’s retention schedule.

A3.4.3, Destroy Kept Records
To obliterate kept records, and information related to the records, identified for
destruction and provide documentation about the records destroyed.

A3.4.4, Prepare Kept Records for Transfer to Designated Preserver
To attach to kept records integrity and related metadata about actions taken during the
course of preparing the records for transfer to the designated preserver in accordance with
the terms and conditions of transfer, and compile information about the records that is
needed to meet all transfer information requirements.

A3.4.5, Transfer Kept Records to Designated Preserver
To send or transmit kept records prepared for transfer to permanent preserver (or, as
applicable, the office of the creator responsible for the permanent preservation function)
with the accompanying documentation necessary for permanent preservation.
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A4, Manage Records in a Permanent Preservation System
To provide overall control and co-ordination of activities in the permanent preservation
system, including records appraisal and selection, acquisition, description, storage, retrieval
and access, and monitoring of the performance of the permanent preservation system.

A4.1, Monitor Performance of Permanent Preservation System
To assess the efficacy of the performance of the permanent preservation system by
analyzing performance reports on the operation of permanent preservation sub-system
activities, and issue activity directives for preservation activities and information on the
performance of the permanent preservation system for use in continued maintenance of
the chain of preservation framework.

A4.2, Appraise Records for Permanent Preservation
To make appraisal decisions by compiling information about kept records and their
context, assessing their value, and determining the feasibility of their preservation; and to
monitor appraised records and appraisal decisions to identify any necessary changes to
appraisal decisions over time.

A4.2.1, Monitor Performance of Preservation Selection System
To assess the efficacy of the performance of the permanent preservation selection system
by analyzing reports on the operation of preservation activities, and issue activity directives
for selection activities and information on the performance of the permanent preservation
selection system for use in continued maintenance of the permanent preservation system.

A4.2.2, Analyze Kept Records for Preservation
To assess information concerning the kept records being appraised, including their
contexts, value and preservation feasibility.

A4.2.2.1, Analyze Information About Records
To collect, organise, record and assess relevant information from the kept records being
appraised and about their juridical-administrative, provenancial, procedural, documentary
and technological contexts.

A4.2.2.2, Assess Value of Records
To analyze and judge: (1) the capacity of records being appraised to serve the continuing
interests of their creator and society; and (2) the grounds for presuming the records to be
authentic.

A4.2.2.2.1, Assess Continuing Value of Records
To analyze and judge the capacity of records being appraised to serve the continuing
interests of their creator and society.

A4.2.2.2.2, Assess Authenticity of Records
To analyze and judge the grounds for presuming records being appraised to be authentic.

A4.2.2.2.2.1, Compile Evidence Supporting the Presumption of Authenticity
To collect, organize and record evidence of the identity and integrity of records being
appraised and about the procedural controls applied to them, to support the presumption
of authenticity of those records.

A4.2.2.2.2.2, Measure Evidence Against Requirements For Authentic Records
To compare the evidence compiled about the identity, integrity and procedural controls of
the records being appraised with the requirements for authentic records.

A4.2.2.2.2.3, Verify Authenticity
To use verification methods to determine the authenticity of records being appraised in
cases where there is insufficient evidence to meet the requirements for presuming the
authenticity of records.
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A4.2.2.2.3, Determine Value of Records
To establish the value of records being appraised based on assessments of their continuing
value and their authenticity.

A4.2.2.3, Determine Feasibility of Preservation
To identify the elements and digital components of the records being appraised, reconcile
their preservation requirements with the preserver’s current and anticipated preservation
capabilities, and provide documentation about the digital components to be preserved and
the feasibility of preservation.

A4.2.2.3.1, Determine Record Elements to be Preserved
To identify the necessary documentary components (e.g., record profile, attachments,
annotations, etc.) and elements of form (e.g., author, date, subject line, etc.) of records to
be preserved to determine which record elements must be preserved to protect the
authenticity of those records.

A4.2.2.3.2, Identify Digital Components to be Preserved
To identify the digital components that manifest the record elements that need to be
preserved to protect the authenticity of records selected for permanent preservation.

A4.2.2.3.3, Reconcile Preservation Requirements with Preservation Capabilities
To determine whether the digital components manifesting the record elements that need to be
preserved to protect the authenticity of records selected for permanent preservation can in
fact be preserved given the preserver’s current and anticipated preservation capabilities.

A4.2.3, Make Appraisal Decisions
To decide on and document the retention and disposition of records based on valuation
and feasibility information, and to agree on and document the terms and conditions of
transfer of the records to the preserver.

A4.2.4, Monitor Appraisal Decisions
To keep track of appraisal decisions in relation to subsequent developments within the
creator’s and/or preserver’s activities that might make it necessary to adjust or redo an
appraisal, such as substantial changes to: (1) appraised records and/or their context, (2)
the creator’s organizational mandate and responsibilities, (3) the creator’s record-making
or recordkeeping activities or systems, (4) the preserver’s records preservation activities
or systems and/or (5) the preserver’s organizational mandate and responsibilities.

A4.3, Acquire Selected Records
To bring records selected for permanent preservation into the custody of the preserver by
registering and verifying transfers, confirming the feasibility of preservation, and
accessioning the records or rejecting transfers if they are inadequate.

A4.3.1, Monitor Performance of Preservation Acquisition System
To assess the efficacy of the performance of the permanent preservation acquisition system
by analyzing reports on the operation of preservation activities, and issue activity directives
for acquisition activities and information on the performance of the permanent preservation
selection system for use in continued maintenance of the permanent preservation system.

A4.3.2, Process Records Transfers
To register records transfers received by the designated preserver, confirm the authorization
for the transfers, verify their content, confirm the authenticity of the records in the transfers
and confirm the feasibility of preserving the transferred records.

A4.3.2.1, Register Transfers
To record registration information about received transfers and issue notifications of receipt
to the persons transferring the records.
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A4.3.2.2, Confirm Authorization for Transfers
To verify the authority for transfer of records selected for preservation and, in cases of
unauthorized transfers, issue notifications of rejection of transfer to the persons
transferring the records.

A4.3.2.3, Verify Content of Transfers
To determine whether transfers of records selected for preservation have been successfully
transmitted (i.e., are not corrupted) and include all records and aggregates of records
specified in the terms and conditions of the transfers and, in corrupted or unverified cases,
issue notifications of rejection of transfer to the persons transferring the records.

A4.3.2.4, Confirm Authenticity of Records
To determine whether the assessment of the authenticity of the creator’s records being
transferred, which was conducted as part of the appraisal process, is still valid by
verifying that the attributes relating to the records’ identity and integrity have been
carried forward with them along with any relevant documentation.

A4.3.2.5, Confirm Feasibility of Preservation
To confirm that the determinations of the feasibility of preservation made during the
process of appraisal are still valid and, in unconfirmed cases, issue notifications of
rejection of transfer to the persons transferring the records.

A4.3.3, Accession Records
To formally accept records selected for permanent preservation into custody and
document transfers in accessions documentation.

A4.4, Preserve Accessioned Records
To manage information about, and the description and storage of, records acquired for
permanent preservation.

A4.4.1, Manage Information About Preserved Records
To compile information about records in the permanent preservation system and about
records preservation activities and to provide overall control and co-ordination of that
information for use in records selection, acquisition, description, storage and access activities.

A4.4.1.1, Monitor Performance of Preservation Information System
To assess the efficacy of the performance of the permanent preservation information system
by analyzing reports on the operation of preservation activities, and issue activity directives
for information activities and information on the performance of the permanent preservation
selection system for use in continued maintenance of the permanent preservation system.

A4.4.1.2, Compile Information for Preservation
To collect, organise and record relevant appraisal, acquisition, accession and preservation
information about acquired records for their preservation, description, storage, retrieval and
output.

A4.4.1.3, Update Information on Preservation Actions
To record information about actions taken to back-up, correct, update and refresh digital
components of records acquired for permanent preservation or their storage.

A4.4.2, Manage Arrangement of Preserved Records
To provide overall control and co-ordination of records arrangement activities.

A4.4.3, Manage Description of Preserved Records
To provide overall control and co-ordination of records description activities, including
monitoring the preservation description system, describing preserved records and
developing description instruments.

InterPARES 2 Project, Modeling Cross-domain Task Force Page 125 of 233



InterPARES 2 Project Book: Appendix 14

A4.4.3.1, Monitor Performance of Preservation Description System
To assess the efficacy of the performance of the permanent preservation description
system by analyzing reports on the operation of preservation activities, and issue activity
directives for description activities and information on the performance of the permanent
preservation selection system for use in continued maintenance of the permanent
preservation system.

A4.4.3.2, Describe Preserved Records
To record information about the nature and make-up of records acquired for permanent
preservation and about their juridical-administrative, provenancial, procedural, documentary
and technological contexts, as well as information about any changes they have undergone
since they were first created.

A4.4.3.3, Develop Descriptive Instruments
To prepare tools that provide intellectual and physical control over the records in the
preservation system, such as guides, inventories, indexes, repository locators and related
finding aids.

A4.4.4, Manage Storage of Preserved Records
To provide overall control and co-ordination of the permanent preservation storage
system and the records stored in the system by placing the records in storage, maintaining
their digital components and monitoring the performance of the storage system.

A4.4.4.1, Monitor Performance of Permanent Preservation Storage System
To assess the efficacy of the performance of the permanent preservation storage system
by analyzing reports on the operation of preservation activities, and issue activity
directives for storage activities and information on the performance of the permanent
preservation selection system for use in continued maintenance of the permanent
preservation system.

A4.4.4.2, Place Preserved Records in Storage
To place the digital components of preserved records and their metadata into storage in
accordance with the procedures for maintaining authentic copies of records and the
actions prescribed by the preservation storage system strategies, rules and procedures and
activity directives.

A4.4.4.3, Maintain Records in Permanent Preservation Storage System
To monitor the storage of preserved records and their digital components, periodically
back-up the permanent preservation storage system and, as necessary, correct problems
with and update the digital components, and/or refresh storage media to ensure the
records in the system remain accessible, legible and intelligible over time.

A4.4.4.3.1, Monitor Preserved Records in Storage
To keep track of the condition and maintenance requirements of preserved records--more
specifically, their digital components and metadata--and the media on which they are
stored in the permanent preservation storage system to identify storage that needs
backing-up, digital components and metadata that need correcting or updating and media
that need refreshing; and to issue reports on maintenance activities.

A4.4.4.3.2, Back-up Preservation Storage System
To routinely make a copy of all digital content in the preservation storage system,
including the operating system, the software applications and all digital objects in the
system, for the purpose of recovery in the event of a disaster resulting in system failure or
corruption, and record information about these back-up activities.
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A4.4.4.3.3, Correct Problems with Preserved Records in Storage
To take the actions prescribed by the preservation storage system strategies, rules and
procedures and activity directives, in accordance with the procedures for maintaining
authentic copies of records, to identify and eliminate problems in storage to ensure that
the records remain accessible, legible and intelligible over time; and record information
about these correction activities.
A4.4.4.3.4, Update Preserved Records in Storage
To carry out conversion actions on the digital components of preserved records in storage
in accordance with the procedures for maintaining authentic copies of records and the
actions prescribed by the preservation storage system strategies, rules and procedures and
activity directives, to ensure the records remain accessible, legible and intelligible over
time (such as by migration, standardization or transformation to persistent form), and
record information about these updating activities.
A4.4.4.3.5, Refresh Media for Preserved Records in Storage
To copy or transfer the digital components of preserved records in storage from one
medium to another, or otherwise ensure the storage medium remains sound, in
accordance with the procedures for maintaining authentic copies of records and the
actions prescribed by the preservation storage system strategies, rules and procedures and
activity directives, and record information about these media refreshment activities.
A4.5, Output Records
To facilitate discovery of records and/or information about records in the permanent
preservation system, manage requests for preserved records and/or information about the
records and monitor the performance of the permanent preservation access system.
A4.5.1, Monitor Performance of Preservation Access System
To assess the efficacy of the performance of the permanent preservation access system by
analyzing reports on the operation of preservation activities, and issue activity directives
for access activities and information on the performance of the permanent preservation
access system for use in continued maintenance of the permanent preservation system.
A4.5.2, Facilitate Discovery of Preserved Records and/or Information
To provide authorized internal and external users with mediated access to and, as necessary,
assistance in the use of; the tools and resources needed to support querying and searching for
information, records and/or records aggregates in the permanent preservation system.
A4.5.3, Manage Requests for Preserved Records and/or Information
To provide overall control and co-ordination of internal and external requests for access to
preserved records and/or information about the records by processing access requests,
retrieving digital components for requested records and/or information, verifying retrieved
components and information and providing access to retrieved records and/or information.
A4.5.3.1, Process Requests for Preserved Records and/or Information
To register access requests for preserved records and/or information, translate them,
define request specifications, generate retrieval requests and account for any problems
with processing access requests.
A4.5.3.1.1, Register Preservation Access Requests
To record registration information about received requests for access to preserved records
and/or information about the records and issue notifications of receipt to the persons
requesting the records.
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A4.5.3.1.2, Retrieve Information to Process Preservation Access Requests
To gather the information, from descriptive instruments and other preservation information,
needed to process access requests for preserved records and/or information about records.

A4.5.3.1.3, Generate Preservation Retrieval Requests
To translate access requests for preserved records and/or information translated into
requests to the permanent preservation storage and information systems for retrieval of
the exact digital components and/or information required to fulfil the access requests.

A4.5.3.1.4, Generate Preservation Requests Specifications
To issue instructions to the preservation retrieval and access systems on how to fulfil
requests for preserved records and/or information about the records based on analyses of
the requests and processing information in relation to preservation retrieval and access
systems’ strategies, rules and procedures (including procedures for maintaining authentic
copies of records) and access privileges.

A4.5.3.2, Retrieve Requested Preserved Records and/or Information
To output copies of digital components of records, information about digital components of
records, rendering information about records and/or content information about records
retrieved from storage in the permanent preservation system in response to retrieval requests
for components and/or information and in accordance with any request specifications.

A4.5.3.3, Verify Retrieved Preserved Records and/or Information
To determine whether all components and information necessary to satisfy access
requests for preserved records and/or information about the records have been received
and can be processed for output and, in cases where digital components are encountered
that need updating or correcting, redirect them, along with information about the
problems encountered, to the maintenance function of the permanent preservation storage
system for further action..

A4.5.3.4, Provide Access to Retrieved Preserved Records and/or Information
To fulfil access requests by either reconstituting the retrieved digital components of
preserved records and/or information in authentic form and presenting the manifested
records or information to users, or by packaging the retrieved digital components with
information about how to reconstitute and present the records and/or information with the
appropriate extrinsic form and issuing the packaged materials to users, and account for
the success or failure of either activity.

A4.5.3.4.1, Reconstitute Preserved Records and/or Information
To link or assemble all the verified digital components of requested preserved records
and/or information about preserved records as necessary to reproduce and present the
records and/or information in authentic form and, if necessary, redact information to meet
privacy and/or copyright requirements.

A4.5.3.4.2, Manifest Preserved Records and/or Information
To present copies of the reconstituted requested preserved records and/or requested
information about the records with the appropriate extrinsic form and with information
about their relationships to one another (archival bond) and, if requested, produce a
Certificate of Authenticity for the records copies.

A4.5.3.4.3, Package Preserved Records and/or Information for Output
To combine the digital components of the requested preserved records and/or requested
information about preserved records with information on how to reconstitute and
manifest the records or information with the appropriate extrinsic form.
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Chain of Preservation Model Arrow Definitions

Accession Registration Scheme
A plan for assigning a unique identifier to each accessioned records transfer.

Accessioned Records
Records that are taken into the custody of the preserver for permanent preservation.

Accounting for Preservation Access Requests
Information about successful access requests for preserved records and/or information
about preserved records, including a log of the records or information provided to users, the
dates when access was provided and the names of the users to whom access was provided.

Accounting for Recordkeeping Access Requests
Information about successful access requests for kept records and/or information about
kept records, including a log of the records or information provided to users, the dates
when access was provided and the names of the users to whom access was provided.

Analysis of Creator's Records
An analysis of the records generated by the creator in the course of its activity and of the
way they were created, organized, maintained and used.

Analysis of Designated Records Preserver
An analysis of the designated records preserver's mission, organizational structure, activities,
functions and existing technological, financial and human resources, and records preservation
related needs and risks relevant to the identification of the framework requirements.

Analysis of Records Creator
An analysis of the record creator's mission, organizational structure, activities, functions
and existing technological, financial and human resources, and records related needs and
risks relevant to the identification of the framework requirements.

Appraisal Decisions
Determinations of the retention periods and disposition of records, including the terms
and conditions of transfer from the creator to the preserver.

Archival Concepts, Principles and Requirements
The concepts, principles and methodologies governing the treatment of records, including
the requirements for maintaining authentic copies of records.

Arranged Records
Records of a creator that have been identified as to their provenance and relationships
according to the concepts and principles of archival arrangement.

Assessments of Authenticity
Documentation of the grounds for presuming the authenticity of records or, in cases of
insufficient evidence to support such presumption, documentation of the verification of
authenticity.

Assessments of Continuing Value
Documentation of the reasons for continuing preservation of records with regard to their
capacity to serve the continuing interests of their creator and/or society.

Authentic Records
Records whose authenticity is presumed or has been verified.

Authorized Transfers
Transfers of records selected for preservation that have been submitted by persons having
the authority to transfer the records.
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Captured Documents
Documents made or received by the creator that are recorded and saved in the record-
making system with fixed form and stable content.

Completed Records
Records, made or received by the creator, which have participated in the formal
execution phase of an administrative procedure.

Completed Records Prepared for Transfer to Recordkeeping System
Executed records in the proper format for transfer to the recordkeeping system as
prescribed by recordkeeping system rules and procedures and technological requirements.

Completed Records Transfers
Completed records that have been adjudged worthy of retention for future use or reference
by the creator and that meet all requirements for transfer to the recordkeeping system.

Controlled Preservation Vocabulary/Thesaurus
A managed set of purposefully delimited and standardised terms, phrases and concepts
used by the designated preserver to control the values of a metadata element.

Controlled Recordkeeping Vocabulary/Thesaurus
A managed set of purposefully delimited and standardised terms, phrases and concepts
used by the creator to control the values of a metadata element.

Corrected Kept Records
Kept records from which problems with locating, retrieving or reconstituting their digital
components and/or presenting the reconstituted records have been eliminated.

Corrected Preserved Records
Preserved records from which problems with locating, retrieving or reconstituting their
digital components and/or presenting the reconstituted records have been eliminated.

Creator
An entity that generates records in the course of its activity.

Creator's Certificates of Authenticity
Attestations by the creator that one or more records are authentic.

Creator's Existing Records
Inactive, semi-active and active records of the creator, regardless of the medium and
location of the records, which predate development and implementation of the chain of
preservation framework and that need to be incorporated into any new record-making and
recordkeeping systems.

Declared Records
Identified documents made or received by the creator that have been given a
classification code based on the classification scheme and that have been registered
according to the registration scheme.

Described Records
Arranged records for which information about their nature, make-up and contexts
(juridical-administrative, provenancial, procedural, documentary and technological) are
recorded to facilitate intellectual and physical control.

Descriptive Instruments
Tools prepared in the course of archival description and indexing of records for the
purposes of intellectual and physical control.
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Design Requirements
The record-making, recordkeeping and permanent preservation needs that guide the
framework design.

Disposition Rules and Procedures
The authoritative instructions governing the process of determining the transfer and
destruction of kept records.

Documentation About Destroyed Records
Formal instruments documenting the destruction of kept records, including information
about the quantity and characteristics of records that have been destroyed, copies of
which are maintained by the creator as evidence of the activity.

Evidence for the Presumption of Authenticity
Information that has been drawn from records, from metadata related to the records
and/or from their various contexts and that provides evidence to support a presumption of
the authenticity of records.

Facilities
Physical space and infrastructure needed to manage the lifecycle of records.

Feasibility Reports
Assessments of whether the record elements and digital components of a given body of
records proposed for preservation can be preserved given the preserver's current and
anticipated preservation capabilities.

Framework Policies
Collective, high-level management principles that help guide and control development of
the framework requirements.

Identified Documents
Documents made or received by the creator to which identity metadata (e.g., persons,
actions and dates of compilation) have been attached.

Indexed Records
Kept records for which access points have been established using a controlled record-
keeping vocabulary to facilitate record discovery and retrieval.

Indexing Instruments
Tools that facilitate efficient and effective discovery and retrieval of kept records and/or
records aggregates suited to a particular inquiry or purpose.

Information About Accessioned Records
Documentation of the provenance and custody of clearly identified sets of records for
which the preserver has accepted responsibility for permanent preservation.

Information About Appraisal Decisions
Documentation explaining the justifications of appraisal decisions according to
assessment of the value of records and the feasibility of their permanent preservation.

Information About Appraised Records
Documentation compiled during the appraisal process containing information about the
context and content of appraised records, including information about digital components
to be preserved.

Information About Available Technology
Documentation concerning the software and hardware available on the market to the
creator and to the preserver.
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Information About Completed Records Prepared for Transfer to Recordkeeping System
Documentation, either in the form of metadata inextricably attached to records or
inextricably linked to records in record profiles, about the identity, integrity, format,
form, context and other characteristics of completed records adjudged worthy of transfer
to the recordkeeping system that is needed to order the records properly with respect to
their relationships with each other, to maintain their authenticity and to meet
recordkeeping system transfer requirements.

Information About Context
Documentation compiled about the juridical-administrative, provenancial, procedural,
documentary and/or technological contexts of kept records that is not available from the
records themselves, for the purpose of facilitating appraisal.

Information About Creator
Documentation concerning the records creator's mission, organizational structure,
activities, and existing technological, financial and human resources, as well as
information about records related needs and risks.

Information About Creator's Existing Records
Documentation about the character and extent of the records created and kept by the
creator prior to developing the framework requirements.

Information About Digital Components of Kept Records in Storage
Technical documentation compiled about digital components of records in the
recordkeeping storage system for the purpose of facilitating discovery of, and/or
processing access requests for, records and/or information about records.

Information About Digital Components of Preserved Records in Storage
Technical documentation concerning digital components of records in the preservation
storage system that is needed to facilitate discovery of, and/or process access requests for,
the records and/or information about the records.

Information About Digital Components to be Preserved
Documentation about how record elements to be preserved are manifested in the
electronic environment, construed for the purposes of instructing preservation activities.

Information About Executed Records
Documentation, either in the form of metadata inextricably attached to the records or
inextricably linked to the records in record profiles, about the identity, integrity, format,
form, context and other characteristics of executed records that is needed to order the
records properly with respect to their relationships with each other and to maintain their
authenticity.

Information About Implementation Problems
Documentation compiled about problems encountered during implementation of the
record-making, recordkeeping, and/or permanent preservation systems for the purpose of
revising the framework design process.

Information About Kept Records for Appraisal
Documentation compiled about the identity, integrity, format, form, context or other
characteristics of records in the recordkeeping system for the purpose of appraising
records and making appraisal decisions.

Information About Kept Records for Creation
Documentation compiled about records in the recordkeeping system for the purpose of
helping direct records creation activities.
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Information About Kept Records Identified for Destruction
Documentation about records in the recordkeeping system that are earmarked for
destruction that is to be destroyed along with the records and/or that is used to provide
information for documentation about destroyed records.

Information About Kept Records Identified for Preservation
Documentation about records in the recordkeeping system that are earmarked for transfer
to the designated preserver that is needed to prepare the records in accordance with the
terms and conditions of transfer.

Information About Kept Records in Storage
Documentation compiled about kept records in the recordkeeping storage system for the
purpose of processing retrieval requests for records and/or information about records.

Information About Kept Records Prepared for Transfer to Preserver
Documentation about kept records and any modifications made to them in preparation for
transfer to the designated preserver that is used to generate documentation about the
records being transferred.

Information About Made Documents' Context
Documentation about the juridical-administrative, provenancial, procedural, documentary
and/or technological context of documents made by the creator that is not available from
the documents themselves and that needs to be recorded as metadata (e.g., the action or
matter of the documents).

Information About Maintenance of Kept Records in Storage
Continuously updated documentation indicating the location of digital components of
kept records in storage, the presence, nature and locations of recordkeeping system
backups, the occurrence of storage problems, the actions taken to correct storage
problems, the actions taken to update records and refresh storage media, the results of
such actions and their impact, if any, on the authenticity of the records.

Information About Maintenance of Preserved Records in Storage
Continuously updated documentation indicating the location of digital components of
preserved records in storage, the presence, nature and locations of permanent
preservation system backups, the occurrence of storage problems, the actions taken to
correct storage problems, the actions taken to update records and refresh storage media,
the results of such actions--including any problems encountered--and their impact, if any,
on the authenticity of the records.

Information About Outgoing Documents
Documentation about the identity, integrity, format, form, context, content or other
characteristics about documents sent to external juridical or physical persons by the
creator, either in the form of metadata inextricably attached to record copies of the
documents retained by the creator or inextricably linked to such copies in record profiles.

Information About Preservation Storage Correction Activities
Continuously logged and updated documentation concerning actions taken to identify and
eliminate problems in permanent preservation system storage, and the results of such
actions, including any problems that occurred in the process and any impacts to the
authenticity of preserved records and their digital components.

Information About Preservation Storage Media Refreshment Activities
Continuously logged and updated documentation concerning refreshment actions taken to
ensure preservation storage media remain sound, and the results of such actions,
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including any problems that occurred in the process and any impacts to the authenticity of
preserved records and their digital components.

Information About Preservation Storage Updating Activities
Continuously logged and updated documentation concerning conversion actions taken to
ensure preserved records remain accessible, legible and intelligible over time, and the
results of such actions, including any problems that occurred in the process and any
impacts to the authenticity of preserved records and their digital components.

Information About Preservation System Backup Activities
Continuously logged and updated documentation concerning permanent preservation
system backup and recovery activities and the results of such actions, including any
problems that occurred in the process and any impacts to the authenticity of preserved
records and their digital components.

Information About Preserved Records in Storage
Documentation compiled about preserved records in the permanent preservation storage
system for the purpose of processing retrieval request for records and/or information about
records.

Information About Preserver
Documentation concerning the designated preserver's mission, organizational structure,
activities, and existing technological, financial and human resources, as well as
information about records preservation-related needs and risks.

Information About Preserver's Existing Holdings
Documentation compiled about the records and aggregations of records already in the
preserver's custody for the purposes of helping make valuation determinations during
appraisals and helping facilitate accessioning of accruals during acquisition.

Information About Received Documents' Context
Documentation about the context of incoming documents that is not available from the
documents themselves and that needs to be recorded as metadata (e.g., the action or
matter of the documents).

Information About Recordkeeping Storage Correction Activities
Continuously logged and updated documentation concerning actions taken to identify and
eliminate problems in recordkeeping system storage, and the results of such actions,
including any impacts on the authenticity of kept records and their digital components.

Information About Recordkeeping Storage Media Refreshment Activities
Continuously logged and updated documentation concerning refreshment actions taken to
ensure recordkeeping storage media remain sound, and the results of such actions,
including any impacts on the authenticity of kept records and their digital components.

Information About Recordkeeping Storage Updating Activities
Continuously logged and updated documentation concerning conversion actions taken to
ensure kept records remain accessible, legible and intelligible over time, and the results of
such actions, including any impacts on the authenticity of kept records and their digital
components.

Information About Recordkeeping System Backup Activities
Continuously logged and updated documentation concerning recordkeeping system
backup and recovery activities and the results of such actions, including any impacts on
the authenticity of kept records and their digital components.
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Information About Reproduced Kept Records Presented to Users
Documentation about the identity, integrity, format, form, context, content or other
characteristics of reproduced kept records that were presented to users to satisfy requests.

Information About Reproduced Preserved Records Presented to Users
Documentation about the identity, integrity, format, form, context, content or other
characteristics of reproduced preserved records that were presented to users to satisfy
requests.

Information About Reproducible Kept Records Issued to Users
Documentation about the identity, integrity, format, form, context, content or other
characteristics of reproducible kept records that were issued to users to satisfy requests.

Information About Reproducible Preserved Records Issued to Users
Documentation about the identity, integrity, format, form, context, content or other
characteristics of reproducible preserved records that were issued to users to satisfy requests.

Information About Retrieved Digital Components of Kept Records
Technical documentation compiled about digital components of kept records in storage for
the purpose of reconstituting the requested records from the components and presenting
them in authentic form to users.

Information About Retrieved Digital Components of Preserved Records
Technical documentation compiled about digital components of preserved records in
storage for the purpose of reconstituting the requested records from the components and
presenting them in authentic form to users.

Information About Retrieved Digital Components that Need Updating or Correcting
Documentation about retrieved digital components that cannot be reconstituted or
presented in accordance with current access strategies applicable to those records.

Information About Retrieved Kept Records
Documentation compiled about retrieved kept records for the purpose of fulfilling access
requests: 1) for records properly ordered with respect to their relationships with each
other, or 2) for information about the identity, integrity, format, form, context, content or
other characteristics of the records.

Information About Retrieved Preserved Records
Documentation compiled about retrieved preserved records for the purpose of fulfilling
access requests: 1) for records properly ordered with respect to their relationships with
each other, or 2) for information about the identity, integrity, format, form, context,
content or other characteristics of the records.

Information About Transferred Completed Records
Documentation compiled about completed records transferred to the recordkeeping system
for the purpose of: 1) establishing the identity and demonstrate the integrity of the records
being transferred, 2) identifying their logical format, constituent digital components,
documentary form and other recordkeeping-related characteristics, 3) properly ordering the
records with respect to their relationships with each other (archival bond) and 4) placing the
records in their relevant contexts (juridical-procedural, provenancial, procedural,
documentary, technical).

Information About Transferred Kept Records
Documentation compiled about kept records transferred to the designated preserver for
the purposes of: 1) establishing the identity and demonstrating the integrity of the records
being transferred, 2) identifying their logical format, constituent digital components,
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documentary form and other preservation-related characteristics, 3) properly ordering the
records with respect to their relationships with each other (archival bond) and 4)
associating the records with their relevant contexts (juridical-procedural, provenancial,
procedural, documentary, technical).

Information About Valuation Determinations
Information about the criteria used to assess the value of records and their application in a
given case.

Information for Appraisal
Documentation compiled about records and their contexts for the purpose of assessing
their value and authenticity.

Information for Arrangement
Documentation compiled about acquired and accessioned records and their preservation
for the purpose of arranging the preserved records of a given creator.

Information for Description
Documentation compiled about acquired and accessioned records and their preservation
for the purpose of describing preserved records and creating descriptive instruments.

Information for Feasibility
Documentation compiled about records and their contexts for the purpose of determining
the feasibility of their preservation.

Information for Indexing
Documentation compiled about kept records for the purpose of establishing access points
and creating indexing instruments to facilitate record discovery and retrieval.

Information for Preservation
Documentation compiled about accessioned records and their elements and digital
components for the purpose of facilitating preservation.

Information for Preservation Retrieval Requests
Documentation compiled about preserved records and/or information about preserved
records and their digital components for the purpose of generating retrieval requests and
request specifications.

Information for Recordkeeping Retrieval Requests
Documentation compiled about kept records and/or information about kept records and
their digital components for the purpose of generating retrieval requests and request
specifications.

Information for Storage of Kept Records
Documentation compiled about kept records and their elements and digital components
for the purpose of facilitating their storage and continued maintenance.

Information for Storage of Preserved Records
Documentation compiled about preserved records and their elements and digital
components for the purpose of facilitating their storage and long-term preservation.

Integrated Business and Documentary Procedures
Procedures for carrying out the creator's business that have been linked to a scheme or
plan for organization of the creator's records.

Juridical system
A social group that is organized on the basis of a system of rules and that includes three
components: the social group, the organizational principle of the social group and the
system of binding rules recognized by the social group.
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Kept Records Identified for Destruction
Records and information about records in the recordkeeping system that are identified for
destruction in accordance with retention decisions.

Kept Records Identified for Preservation
Records and information about records in the recordkeeping system that are identified, in
accordance with retention decisions, for transfer to the designated preserver for long-term
preservation.

Kept Records in Storage
Kept records whose digital components have been placed in a storage system on digital media.

Kept Records on Media that Need Refreshing
Kept records whose digital components are stored on media that need to be refreshed to
ensure the records remain accessible, legible and intelligible over time.

Kept Records on Refreshed Storage Media
Kept records and/or their digital components that have been copied or transferred to new
storage media.

Kept Records Prepared for Transfer to Preserver
Records and information about records in the recordkeeping system in the proper format
for transfer to the designated preserver.

Kept Records that Need Correcting
Kept records whose digital components cannot be located, retrieved, reconstituted or
presented in accordance with current recordkeeping strategies applicable to those records.

Kept Records that Need Updating
Kept records whose digital components require conversion to ensure the records remain
accessible, legible and intelligible over time.

Kept Records Transfers
Aggregations of kept records adjudged worthy of transfer to the designated preserver for
long-term preservation and that meet all terms and conditions of transfer.

Lists of Digital Components to be Preserved
Information about the components in the electronic environment manifesting record
elements that should be preserved to maintain authenticity.

Lists of Record Elements to be Preserved
Information about the extrinsic and intrinsic elements of form that need to be preserved to
maintain the authenticity of records.

Made Documents
Discrete aggregations of digital information that have been compiled in a syntactic manner in
accordance with the specifications of the creator's documentary forms, integrated business
and documentary procedures and record-making access privileges, but which have not yet
been captured (i.e., affixed to a digital medium with fixed form and stable content).

Management Policies
Formalized statements designed to provide governance and guidance in the establishment
of overall framework design requirements.

Mediated Access Requests for Kept Records and/or Information
Requests from internal or external users to consult or receive copies of kept records or
information about kept records in storage that have been formulated following access to
and, as necessary, assistance in the use of, the tools and resources needed to support
querying and searching for, and discovery of, information, records and/or records
aggregates in the recordkeeping system.
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Mediated Access Requests for Preserved Records and/or Information
Requests from internal or external users to consult or receive copies of preserved records
or information about preserved records in storage that have been formulated following
access to and, as necessary, assistance in the use of, the tools and resources needed to
support querying and searching for, and discovery of, information, records and/or records
aggregates in the permanent preservation system.

Need for Verification
The need to employ methods of verification of the authenticity of records as a result of
there being weak evidence for the presumption of their authenticity.

Notifications of Receipt of Preservation Access Request
Formal instruments sent to the persons requesting access to preserved records and/or
information about the records acknowledging that the preserver has received the request and,
if needed, asking requestors to address any problems identified in registering the requests.

Notifications of Receipt of Recordkeeping Access Request
Formal instruments sent to the persons requesting access to kept records and/or
information about the records acknowledging that the creator has received the request and,
if needed, asking requestors to address any problems identified in registering the requests.

Notifications of Receipt of Transfer
Formal instruments sent to the creator acknowledging that the preserver has received the
transfers and, if needed, asking the creator to address any problems encountered in
registering the transfers.

Notifications of Rejection of Preservation Access Request
Formal instruments sent to the persons requesting access to preserved records and/or
information about the records indicating that requests cannot be fulfilled because the
requests are unauthorized (e.g., due to copyright restrictions), do not contain information
that is sufficiently accurate, valid or complete to process the request, or are for records
and/or information that cannot be located, retrieved, verified, reconstituted, manifested
and/or packaged due to administrative, technical or other problems.

Notifications of Rejection of Recordkeeping Access Request
Formal instruments sent to the persons requesting access to kept records and/or
information about the records indicating that requests cannot be fulfilled because the
requests are unauthorized (e.g., due to access restrictions), do not contain information that
is sufficiently accurate, valid or complete to process the request, or are for records and/or
information that cannot be located, retrieved, verified, reconstituted, manifested and/or
packaged due to administrative, technical or other problems.

Notifications of Rejection of Transfer
Formal instruments sent to the creator by the preserver indicating that transfers of records
do not satisfy requirements for being accessioned or preserved, because the transfers are
unauthorized, do not contain the proper records, or contain records that cannot be
authenticated or whose preservation is not feasible.

Orders to Rectify Unverifiable Retrievals
Official requests issued by access activity management staff to remedy problems that
resulted in retrieval of incomplete, incorrect or unprocessable digital components and/or
information and, as appropriate, reattempt retrievals.

Outgoing Documents
Records that are sent to external juridical and physical persons in the course of the activities
of the records creator, drafts of which are also sent to and stored in the recordkeeping system.
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Permanent Preservation System
A set of rules governing the permanent intellectual and physical maintenance of records
and the tools and mechanisms used to implement these rules.
Permanent Preservation System Design
The plan for the permanent preservation system outlining the selection, acquisition,
description, storage, retrieval and access sub-systems.
Permanent Preservation System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation system.
Preservation Access System
A set of rules governing the methods and strategies for discovering, reconstituting and
presenting and/or packaging retrieved records and/or information about records in the
permanent preservation system and the tools and mechanisms used to implement these rules.
Preservation Access System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the preservation access system.
Preservation Access System Design
The plan for the access sub-system of the permanent preservation system.
Preservation Access System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation access sub-system in
relation to the established performance requirements for the sub-system.
Preservation Access System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
access sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.
Preservation Access System Performance Information
Continuously logged and updated documentation concerning the ability of the permanent
preservation access sub-system to fulfil is purpose and achieve its performance objectives.
Preservation Access System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation access sub-system to fulfil its purpose.
Preservation Access System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation access sub-system.
Preservation Access System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
access sub-system.
Preservation Access System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation access sub-system.
Preservation Access System Technological Requirements
Specification of the hardware and software needed for the permanent preservation access
sub-system.
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Preservation Acquisition System
A set of rules governing the acquisition and accessioning of records transfers and the
tools and mechanisms used to implement these rules.
Preservation Acquisition System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the preservation acquisition system.
Preservation Acquisition System Design
The plan for the acquisition sub-system of the permanent preservation system.
Preservation Acquisition System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation acquisition sub-
system in relation to the established performance requirements for the sub-system.
Preservation Acquisition System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
acquisition sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.
Preservation Acquisition System Performance Information
Continuously logged and updated documentation concerning the ability of the permanent
preservation acquisition sub-system to fulfil is purpose and achieve its performance objectives.
Preservation Acquisition System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation acquisition sub-system to fulfil its purpose.
Preservation Acquisition System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation acquisition sub-system.
Preservation Acquisition System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
acquisition sub-system.
Preservation Acquisition System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation acquisition sub-system.
Preservation Acquisition System Technological Requirements
Specification of the hardware and software needed for the permanent preservation
acquisition sub-system.
Preservation Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the permanent preservation system.
Preservation Description System
A set of rules governing the description of preserved records and the development of
description instruments and the tools and mechanisms used to implement these rules.
Preservation Description System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the preservation description system.
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Preservation Description System Design
The plan for the description sub-system of the permanent preservation system.
Preservation Description System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation description sub-
system in relation to the established performance requirements for the sub-system.
Preservation Description System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
description sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.
Preservation Description System Performance Information
Continuously logged and updated documentation concerning the ability of the permanent
preservation description sub-system to fulfil is purpose and achieve its performance
objectives.
Preservation Description System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation description sub-system to fulfil its purpose.
Preservation Description System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation description sub-system.
Preservation Description System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
description sub-system.
Preservation Description System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation description sub-system.
Preservation Description System Technological Requirements
Specification of the hardware and software needed for the permanent preservation
description sub-system.
Preservation Information System
A set of rules governing the management and maintenance of information about the
operation of the permanent preservation system and about the preserved records in the
system, including their digital components and the preservation actions applied to them,
and the tools and mechanisms used to implement these rules.
Preservation Information System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the preservation information system.
Preservation Information System Design
The plan for the information sub-system of the permanent preservation system.
Preservation Information System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation information sub-
system in relation to the established performance requirements for the sub-system.
Preservation Information System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
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information sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.
Preservation Information System Performance Information
Continuously logged and updated documentation concerning the ability of the permanent
preservation information sub-system to fulfil is purpose and achieve its performance
objectives.
Preservation Information System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation information sub-system to fulfil its purpose.
Preservation Information System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation information sub-system.
Preservation Information System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
information sub-system.
Preservation Information System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation Information sub-system.
Preservation Information System Technological Requirements
Specification of the hardware and software needed for the permanent preservation
information sub-system.
Preservation Metadata Schemes
Lists of all necessary metadata to be recorded to ensure the identification and integrity of
records preserved in the permanent preservation system.
Preservation Reporting Schemes
Plans for the systematic generation of documentation or reports of the preserver's preservation
activities according to logically structured conventions, methods and procedural rules.
Preservation Retrieval System
A set of rules governing the retrieval of records, their digital components and/or information
about the records and their components from the permanent preservation storage system and
the tools and mechanisms used to implement these rules.
Preservation Retrieval System Design
The plan for the permanent preservation retrieval system outlining preservation retrieval rules
and procedures, preservation retrieval strategies, and preservation retrieval technological
requirements.
Preservation Retrieval System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation retrieval sub-system
in relation to the established performance requirements for the sub-system.
Preservation Retrieval System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
retrieval sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.
Preservation Retrieval System Performance Information
Continuously logged and updated documentation concerning the ability of the permanent
preservation retrieval sub-system to fulfil is purpose and achieve its performance objectives.
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Preservation Retrieval System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation retrieval sub-system to fulfil its purpose.
Preservation Retrieval System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation retrieval sub-system.
Preservation Retrieval System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
retrieval sub-system.
Preservation Retrieval System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation retrieval sub-system.
Preservation Retrieval System Technological Requirements
Specification of the hardware and software needed for the permanent preservation
retrieval sub-system.
Preservation Selection System
A set of rules governing the appraisal of kept records and the tools and mechanisms used
to implement these rules.
Preservation Selection System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the preservation selection system.
Preservation Selection System Design
The plan for the selection sub-system of the permanent preservation system.
Preservation Selection System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation selection sub-system
in relation to the established performance requirements for the sub-system.
Preservation Selection System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
selection sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.
Preservation Selection System Performance Information
Continuously logged and updated documentation concerning the ability of the
preservation selection sub-system to fulfil its purpose and achieve its performance
objectives.
Preservation Selection System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation selection sub-system to fulfil its purpose.
Preservation Selection System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation selection sub-system.
Preservation Selection System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
selection sub-system.
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Preservation Selection System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation selection sub-system.

Preservation Selection System Technological Requirements
Specification of the hardware and software needed for the permanent preservation
selection sub-system.

Preservation Storage System
A set of rules governing the storage of records, their digital components and/or
information about the records and components in the permanent preservation system and
the tools and mechanisms used to implement these rules.

Preservation Storage System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the preservation storage system.

Preservation Storage System Design
The plan for the storage sub-system of the permanent preservation system.

Preservation Storage System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation storage sub-system in
relation to the established performance requirements for the sub-system.

Preservation Storage System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
storage sub-system against which the continuing performance and adequacy of all
activities, functions, processes and structures within the sub-system are measured.

Preservation Storage System Performance Information
Continuously logged and updated documentation concerning the ability of the permanent
preservation storage sub-system to fulfil is purpose and achieve its performance objectives.

Preservation Storage System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation storage sub-system to fulfil its purpose.

Preservation Storage System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the permanent preservation storage sub-system.

Preservation Storage System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation
storage sub-system.

Preservation Storage System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation storage sub-system.

Preservation Storage System Technological Requirements
Specification of the hardware and software needed for the permanent preservation storage
sub-system.

Preservation Storage that Needs Backing Up
All software applications and digital objects in the preservation storage system that need
backing up as specified by permanent preservation storage system strategies.
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Preservation System Access Privileges
The authority to compile, annotate, read, retrieve, transfer, and/or destroy records in the
preservation system, granted to officers and employees of the entity responsible for
preservation.
Preservation System Administrative Infrastructure
A comprehensive, integrated set of administrative policies, strategies, rules and
procedures, and instruments that support preservation activities and enable the permanent
preservation system to meet its functional requirements.
Preservation System Backup
A copy of all digital content in the preservation storage system.
Preservation System Functional Infrastructure Design
The comprehensive, integrated design for the permanent preservation system and each of its
records information, selection, acquisition, description, storage, retrieval and access sub-
systems.
Preservation System Functional Requirements
The comprehensive and integrated performance, monitoring and technological requirements
for the permanent preservation system.
Preservation System Instruments
The administrative tools that support the preservation of records in the permanent
preservation system, such as preservation metadata schemes, records transfer and
accession registration schemes and controlled preservation vocabularies and thesauri.
Preservation System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the permanent preservation system in relation to
the established performance requirements for the system.
Preservation System Performance Criteria
The operational benchmarks or standards for operation of the permanent preservation
system against which the continuing performance and adequacy of all activities,
functions, processes, sub-systems and structures within the system are measured.
Preservation System Performance Information
Information about the ability of the individual components of the permanent preservation
system to fulfil their purposes.
Preservation System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the permanent preservation system to fulfil its purpose.
Preservation System Rules and Procedures
The authoritative instructions governing the operation of the permanent preservation system.
Preservation System Strategies
The authoritative objectives and methods governing the operation of the permanent
preservation system.
Preservation System Technological Requirements
Specification of the hardware and software needed for the permanent preservation system.
Preserved Records in Storage
Preserved records whose digital components have been placed in a storage system on
digital media.
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Preserved Records on Media that Need Refreshing
Preserved records whose digital components are stored on media that need to be
refreshed to ensure the records remain accessible, legible and intelligible over time.
Preserved Records on Refreshed Storage Media
Preserved records and/or their digital components that have been copied or transferred to
new storage media.
Preserved Records that Need Correcting
Preserved records whose digital components cannot be located, retrieved, reconstituted or
presented in accordance with current preservation strategies applicable to those records.
Preserved Records that Need Updating
Preserved records whose digital components require conversion to ensure the records
remain accessible, legible and intelligible over time.
Preserver
The entity responsible for managing the permanent preservation of records.
Preserver's Certificates of Authenticity
Attestations by the preserver that one or more records are authentic.
Preserver's Mission
For an archival institution or program: the jurisdiction, mandate, functions, and requirements
to preserve the appraised records; for an individual: the goals, purposes, objectives, and
related business needs to preserve selected records.
Procedures for Assessing Authenticity of Records
Authoritative procedural orders designed to facilitate evaluation of the authenticity of the
creator's records during appraisal and/or acquisition of the records by the designated
preserver.
Procedures for Ensuring the Accuracy of Records
Authoritative procedural orders designed to ensure that records are created accurate in the
record-making system.
Procedures for Ensuring the Reliability of Records
Authoritative procedural orders designed to ensure that records are created reliable in the
record-making system.
Procedures for Maintaining Authentic Copies of Records
Authoritative procedural orders outlining pre-established requirements for maintaining
authentic copies of the creator's records in the custody of the designated preserver.
Procedures for Maintaining Authentic Records
Authoritative procedural orders designed to ensure that records maintain their identity
and integrity as they are managed and maintained in the recordkeeping system.
Received Documents
Documents received by the creator from external juridical or physical persons.
Recommendations of Need to Update Appraisal Decisions
Instructions to revise appraisal decisions as a result of substantial changes in appraised
records and their context, or as a result of substantial changes to a creator's organizational
mandate and responsibilities and/or its record-making or recordkeeping activities or
systems.
Recommended Framework Revisions
Suggestions on revising the framework design based on assessments of performance
information of the record-making, recordkeeping, and permanent preservation systems.
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Reconstituted Kept Records and/or Information
The linked or reassembled digital components of, and/or information about, kept records
retrieved from storage for the purpose of reproducing and presenting the requested
records and/or information to users.

Reconstituted Preserved Records and/or Information
The linked or reassembled digital components of, and/or information about, preserved
records retrieved from storage for the purpose of reproducing and presenting the
requested records and/or information to users.

Record Copies of Outgoing Documents
Drafts or record copies of documents sent to external juridical or physical persons, which
are also sent to the recordkeeping system.

Record Copies of Redacted Kept Records Issued to Users
Record copies of kept records and/or information issued to users that were redacted to
meet privacy and/or copyright requirements.

Record Copies of Redacted Preserved Records Issued to Users
Record copies of preserved records and/or information issued to users that were redacted
to meet privacy and/or copyright requirements.

Record Descriptions
Descriptive information about preserved records, including their nature, make-up and
contexts (juridical-administrative, provenancial, procedural, documentary and technological)
that is recorded to facilitate intellectual and physical control of the records and, together
with descriptive instruments, to facilitate discovery.

Record Profile Schemes
Plans for the systematic generation of digital forms designed to contain the attributes of
records that attest to their identity and integrity, and which are generated when users
create, send and/or close records, are updated when users subsequently modify or
annotate completed records, and remain inextricably linked to the records for the entire
period of their existence while in the custody of the creator.

Recordkeeping Access System
A set of rules governing the methods and strategies for discovering, reconstituting and
presenting and/or packaging retrieved records and/or information about records in the
recordkeeping system and the tools and mechanisms used to implement these rules.

Recordkeeping Access System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the recordkeeping access system.

Recordkeeping Access System Design
The plan for the access sub-system of the recordkeeping system.

Recordkeeping Access System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping access sub-system in relation to
the established performance requirements for the sub-system.

Recordkeeping Access System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping access sub-
system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.
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Recordkeeping Access System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
keeping access sub-system to fulfil is purpose and achieve its performance objectives.

Recordkeeping Access System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping access sub-system to fulfil its purpose.

Recordkeeping Access System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping access sub-system.

Recordkeeping Access System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping access sub-
system.

Recordkeeping Access System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
access sub-system.

Recordkeeping Access System Technological Requirements
Specification of the hardware and software needed for the recordkeeping access sub-
system.

Recordkeeping Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the recordkeeping system.

Recordkeeping Classification Scheme
A plan for the systematic identification and arrangement of the creator's business
activities and records into categories according to logically structured conventions,
methods and procedural rules.

Recordkeeping Disposition System
A set of rules governing the disposition of kept records and the tools and mechanisms
used to implement these rules.

Recordkeeping Disposition System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the recordkeeping disposition system.

Recordkeeping Disposition System Design
The plan for the disposition sub-system of the recordkeeping system.

Recordkeeping Disposition System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping disposition sub-system in
relation to the established performance requirements for the sub-system.

Recordkeeping Disposition System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping disposition
sub-system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.

Recordkeeping Disposition System Performance Information
Continuously logged and updated documentation concerning the ability of the recordkeeping
disposition sub-system to fulfil is purpose and achieve its performance objectives.
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Recordkeeping Disposition System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping disposition sub-system to fulfil its purpose.
Recordkeeping Disposition System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping disposition sub-system.
Recordkeeping Disposition System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping disposition
sub-system.
Recordkeeping Disposition System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
disposition sub-system.
Recordkeeping Disposition System Technological Requirements
Specification of the hardware and software needed for the recordkeeping disposition sub-
system.
Recordkeeping Indexing System
A set of rules governing the indexing of kept records and the tools and mechanisms used
to implement these rules.
Recordkeeping Indexing System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the recordkeeping indexing sub-system.
Recordkeeping Indexing System Design
The plan for the indexing sub-system of the recordkeeping system.
Recordkeeping Indexing System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping indexing sub-system in relation
to the established performance requirements for the sub-system.
Recordkeeping Indexing System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping indexing
sub-system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.
Recordkeeping Indexing System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
keeping indexing sub-system to fulfil is purpose and achieve its performance objectives.
Recordkeeping Indexing System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping indexing sub-system to fulfil its purpose.
Recordkeeping Indexing System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping indexing sub-system.
Recordkeeping Indexing System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping indexing sub-
system.
Recordkeeping Indexing System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
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indexing sub-system.

Recordkeeping Indexing System Technological Requirements
Specification of the hardware and software needed for the recordkeeping indexing sub-
system.

Recordkeeping Information System
A set of rules governing the management and maintenance of information about the
operation of the recordkeeping system and about the kept records in the system, including
their digital components and metadata and the recordkeeping actions applied to them, and
the tools and mechanisms used to implement these rules.

Recordkeeping Information System Design
The plan for the information sub-system of the recordkeeping system.

Recordkeeping Information System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping information sub-system in
relation to the established performance requirements for the sub-system.

Recordkeeping Information System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping information
sub-system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.

Recordkeeping Information System Performance Information
Continuously logged and updated documentation concerning the ability of the recordkeeping
information sub-system to fulfil is purpose and achieve its performance objectives.

Recordkeeping Information System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping information sub-system to fulfil its purpose.

Recordkeeping Information System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping information sub-system.

Recordkeeping Information System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping information
sub-system.

Recordkeeping Information System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
information sub-system.

Recordkeeping Information System Technological Requirements
Specification of the hardware and software needed for the recordkeeping information
sub-system.

Recordkeeping Metadata Schemes
Lists of all necessary metadata to be recorded to ensure the identification and integrity of
records maintained in the recordkeeping system.

Recordkeeping Registration Scheme
A plan for assigning a unique identifier to each record in the recordkeeping system.

Recordkeeping Reporting Schemes
Plans for the systematic generation of documentation or reports of the creator's record-
keeping activities according to logically structured conventions, methods and procedural
rules.
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Recordkeeping Retrieval System
A set of rules governing searching and finding records and/or information about records
in a recordkeeping system, and the tools and mechanisms used to implement these rules.

Recordkeeping Retrieval System Design
The plan for the retrieval sub-system of the recordkeeping system.

Recordkeeping Retrieval System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping retrieval sub-system in relation
to the established performance requirements for the sub-system.

Recordkeeping Retrieval System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping retrieval
sub-system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.

Recordkeeping Retrieval System Performance Information
Continuously logged and updated documentation concerning the ability of the recordkeeping
retrieval sub-system to fulfil is purpose and achieve its performance objectives.

Recordkeeping Retrieval System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping retrieval sub-system to fulfil its purpose.

Recordkeeping Retrieval System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping retrieval sub-system.

Recordkeeping Retrieval System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping retrieval sub-
system.

Recordkeeping Retrieval System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
retrieval sub-system.

Recordkeeping Retrieval System Technological Requirements
Specification of the hardware and software needed for the recordkeeping retrieval sub-
system.

Recordkeeping Storage System
A set of rules governing the storage of records, their digital components and/or
information about the records and components in the recordkeeping system and the tools
and mechanisms used to implement these rules.

Recordkeeping Storage System Activity Directives
Authoritative procedural orders/instruments, issued in response to ongoing system
monitoring and performance evaluations, that are intended to help direct, update and
coordinate the ongoing activities of the recordkeeping storage system.

Recordkeeping Storage System Design
The plan for the recordkeeping storage system outlining a set of rules governing the
storage of records and/or information about records in a recordkeeping system, record-
keeping storage strategies, and recordkeeping storage technological requirements.

Recordkeeping Storage System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping storage sub-system in relation
to the established performance requirements for the sub-system.
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Recordkeeping Storage System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping storage sub-
system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.
Recordkeeping Storage System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
keeping storage sub-system to fulfil is purpose and achieve its performance objectives.
Recordkeeping Storage System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping storage sub-system to fulfil its purpose.
Recordkeeping Storage System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping storage sub-system.
Recordkeeping Storage System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping storage sub-
system.
Recordkeeping Storage System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
storage sub-system.
Recordkeeping Storage System Technological Requirements
Specification of the hardware and software needed for the recordkeeping storage sub-system.
Recordkeeping Storage that Needs Backing Up
All software applications and digital objects in the recordkeeping storage system that
need backing up as specified by recordkeeping storage system strategies.
Recordkeeping System
A set of rules governing the storage, use, maintenance and disposition of records and/or
information about records and the tools and mechanisms used to implement these rules.
Recordkeeping System Access Privileges
The authority to annotate, read, retrieve, transfer and/or destroy records in the record-
keeping system, granted to officers and employees of the creator.
Recordkeeping System Administrative Infrastructure
A comprehensive, integrated set of administrative policies, strategies, rules and procedures,
and instruments that support recordkeeping activities and enable the recordkeeping system
to meet its functional requirements.
Recordkeeping System Backup
A copy of all digital content in the recordkeeping storage system.
Recordkeeping System Design
The plan for the recordkeeping system outlining the recordkeeping metadata schemes,
classification scheme, retention schedule, registration scheme, recordkeeping retrieval
system, recordkeeping technological requirements, recordkeeping access privileges, and
procedures for maintaining authentic records.
Recordkeeping System Functional Infrastructure Design
The comprehensive, integrated design for the recordkeeping system and each of its
records information, storage, retrieval, access and disposition sub-systems.
Recordkeeping System Functional Requirements
The comprehensive and integrated performance, monitoring and technological requirements
for the recordkeeping system.
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Recordkeeping System Instruments
The administrative tools that support the maintenance of records in the recordkeeping
system, such as recordkeeping metadata schemes, records registration and classification
schemes, a retention schedule and controlled recordkeeping vocabularies and thesauri.

Recordkeeping System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the recordkeeping system in relation to the
established performance requirements for the system.

Recordkeeping System Performance Criteria
The operational benchmarks or standards for operation of the recordkeeping system
against which the continuing performance and adequacy of all activities, functions,
processes and structures within the system are measured.

Recordkeeping System Performance Information
Continuously logged and updated documentation about the ability of the individual
components of the recordkeeping system to fulfil their purposes.

Recordkeeping System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the recordkeeping system to fulfil its purpose.

Recordkeeping System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the recordkeeping system.

Recordkeeping System Rules and Procedures
The authoritative instructions governing the operation of the recordkeeping system.

Recordkeeping System Strategies
The authoritative objectives and methods governing the operation of the recordkeeping
system.

Recordkeeping System Technological Requirements
Specification of the hardware and software needed for the recordkeeping system.

Record-making Access Privileges
The authority to compile, annotate, read, retrieve, transfer and/or destroy records in the
record-making system, granted to officers and employees of the creator.

Record-making Activity Directives
Authoritative procedural orders/instruments intended to facilitate effective, co-ordinated
and responsive record-making activities.

Record-making Capture System Design
The plan for the capture sub-system of the record-making system.

Record-making Capture System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the record-making capture sub-system in relation
to the established record-making requirements for the sub-system.

Record-making Capture System Performance Criteria
The operational benchmarks or standards for operation of the record-making capture sub-
system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.

Record-making Capture System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
making capture sub-system to fulfil is purpose and achieve its performance objectives.
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Record-making Capture System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the record-making capture sub-system to fulfil its purpose.
Record-making Capture System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the record-making capture sub-system.
Record-making Capture System Rules and Procedures
The authoritative instructions governing the operation of the record-making capture sub-
system.
Record-making Capture System Strategies
The authoritative objectives and methods governing the operation of the record-making
capture sub-system.
Record-making Capture System Technological Requirements
Specification of the hardware and software needed for the record-making capture sub-system.
Record-making Declaration System Design
The plan for the declaration sub-system of the record-making system.
Record-making Declaration System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the record-making declaration sub-system in
relation to the established record-making requirements for the sub-system.
Record-making Declaration System Performance Criteria
The operational and administrative specifications for measuring the continuing ability of
the record-making declaration sub-system to fulfil its purpose.
Record-making Declaration System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
making declaration sub-system to fulfil is purpose and achieve its performance objectives.
Record-making Declaration System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the record-making declaration sub-system to fulfil its purpose.
Record-making Declaration System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the record-making declaration sub-system.
Record-making Declaration System Rules and Procedures
The authoritative instructions governing the operation of the record-making declaration
sub-system.
Record-making Declaration System Strategies
The authoritative objectives and methods governing the operation of the record-making
declaration sub-system.
Record-making Declaration System Technological Requirements
Specification of the hardware and software needed for the record-making declaration sub-
system.
Record-making Execution System Design
The plan for the execution sub-system of the record-making system.
Record-making Execution System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the record-making execution sub-system in
relation to the established record-making requirements for the sub-system.
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Record-making Execution System Performance Criteria
The operational benchmarks or standards for operation of the record-making execution
sub-system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.
Record-making Execution System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
making execution sub-system to fulfil is purpose and achieve its performance objectives.
Record-making Execution System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the record-making execution sub-system to fulfil its purpose.
Record-making Execution System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the record-making execution sub-system.
Record-making Execution System Rules and Procedures
The authoritative instructions governing the operation of the record-making execution
sub-system.
Record-making Execution System Strategies
The authoritative objectives and methods governing the operation of the record-making
execution sub-system.
Record-making Execution System Technological Requirements
Specification of the hardware and software needed for the record-making execution sub-
system.
Record-making Identification System Design
The plan for the identification sub-system of the record-making system.
Record-making Identification System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the record-making identification sub-system in
relation to the established record-making requirements for the sub-system.
Record-making Identification System Performance Criteria
The operational and administrative specifications for measuring the continuing ability of
the record-making identification sub-system to fulfil its purpose.
Record-making Identification System Performance Information
Continuously logged and updated documentation concerning the ability of the record-making
identification sub-system to fulfil is purpose and achieve its performance objectives.
Record-making Identification System Performance Requirements
The operational benchmarks or standards for operation of the record-making identification
sub-system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.
Record-making Identification System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the record-making identification sub-system.
Record-making Identification System Rules and Procedures
The authoritative instructions governing the operation of the record-making identification
sub-system.
Record-making Identification System Strategies
The authoritative objectives and methods governing the operation of the record-making
identification sub-system.
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Record-making Identification System Technological Requirements
Specification of the hardware and software needed for the record-making identification
sub-system.

Record-making Metadata Schemes
Lists of all necessary record-making metadata to be recorded to ensure the reliability,
accuracy, identification and integrity of records created in the record-making system.

Record-making Reporting Schemes
Plans for the systematic generation of documentation or reports of the creator's record-
making activities according to logically structured conventions, methods and procedural
rules.

Record-making System
A set of rules governing the making of records, and the tools and mechanisms used to
implement these rules.

Record-making System Administrative Infrastructure
A comprehensive, integrated set of administrative policies, strategies, rules and procedures,
and instruments that support record-making activities and enable the record-making system
to meet its functional requirements.

Record-making System Design
The plan for the record-making system outlining the integrated business and documentary
procedures, record-making metadata schemes, records forms, record-making technological
requirements, and record-making access privileges.

Record-making System Functional Infrastructure Design
The comprehensive, integrated design for the record-making system and each of its documents
and records capture, identification, declaration, execution and transfer sub-systems.

Record-making System Functional Requirements
The comprehensive and integrated performance, monitoring and technological requirements
for the record-making system.

Record-making System Instruments
The administrative tools that support the preservation of records in the record-making
system, such as record-making metadata schemes and records forms.

Record-making System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the record-making system in relation to the
established record-making system requirements.

Record-making System Performance Criteria
The operational benchmarks or standards for operation of the record-making system
against which the continuing performance and adequacy of all activities, functions,
processes and structures within the system are measured.

Record-making System Performance Information
Continuously logged and updated documentation concerning the ability of the individual
components of the record-making system to fulfil their purposes.

Record-making System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the record-making system to fulfil its purpose.

Record-making System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the record-making system.
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Record-making System Rules and Procedures
The authoritative instructions governing the operation of the record-making system.
Record-making System Strategies
The authoritative objectives and methods governing the operation of the record-making
system.
Record-making System Technological Requirements
Specification of the hardware and software needed for the record-making system.
Record-making Transfer System Activity Directives
Authoritative procedural orders/instruments intended to facilitate effective, co-ordinated
and responsive record-making transfer system activities.
Record-making Transfer System Design
The plan for the transfer sub-system of the record-making system.
Record-making Transfer System Monitoring Requirements
The operational and administrative conditions that need to be established to facilitate
ongoing assessment of the operation of the record-making transfer sub-system in relation
to the established record-making requirements for the sub-system.
Record-making Transfer System Performance Criteria
The operational benchmarks or standards for operation of the record-making transfer sub-
system against which the continuing performance and adequacy of all activities,
functions, processes and structures within the sub-system are measured.
Record-making Transfer System Performance Information
Continuously logged and updated documentation concerning the ability of the record-
making transfer sub-system to fulfil is purpose and achieve its performance objectives.
Record-making Transfer System Performance Requirements
The operational and administrative specifications for measuring the continuing ability of
the record-making transfer sub-system to fulfil its purpose.
Record-making Transfer System Policies
The collective, high-level management principles that guide and control development,
implementation and execution of the record-making transfer sub-system.
Record-making Transfer System Rules and Procedures
The authoritative instructions governing the operation of the record-making transfer sub-
system.
Record-making Transfer System Strategies
The authoritative objectives and methods governing the operation of the record-making
transfer sub-system.
Record-making Transfer System Technological Requirements
Specification of the hardware and software needed for the record-making transfer sub-
system.
Records Forms
Specifications of the documentary forms for the various types of records of the creator.
Records Manager
Person responsible for the management of active and semi-active records of a creator.
The role of a records manager should be that of a trusted records officer.
Records to be Accessioned
Records in transfers that have been registered, are authorized, meet the terms and
conditions of transfer, and meet the preserver's feasibility requirements, and consequently
can be accessioned for permanent preservation.
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Records Transfer Registration Scheme
A plan for assigning a unique identifier to each received records transfer.
Registered Preservation Access Requests
Access requests for preserved records and/or information about the records that have
been received from internal and external users and registered by the preserver.
Registered Recordkeeping Access Requests
Access requests for kept records and/or information about the records that have been
received from internal and external users and registered by the records manager.
Registered Transfers
Transfers of records selected for preservation that have been received from the creator
and registered by the preserver.
Reports on Operation of Permanent Preservation Activity
Documentation concerning the efficacy of the operation of activities of the permanent
preservation system.
Reports on Operation of Recordkeeping Activity
Documentation concerning the efficacy of the operation of activities of the recordkeeping
system.
Reports on Operation of Record-making Activity
Documentation concerning the efficacy of the operation of the activities of the record-
making system.
Reproduced Kept Records Presented to Users
Authentic representations or other versions of kept records reconstituted from their digital
components.
Reproduced Preserved Records Presented to Users
Authentic representations or other versions of records reconstituted from their digital
components.
Reproducible Kept Records Issued to Users
The digital components of kept records together with the technical information or
software necessary to reproduce them from the digital components.
Reproducible Preserved Records Issued to Users
The digital components of preserved records together with the technical information
necessary to reproduce them from the digital components.
Request Specifications for Kept Records
Instructions to the recordkeeping retrieval and access systems on how to fulfil requests
for digital components of kept records and/or information about kept records in storage.
Request Specifications for Preserved Records
Instructions to the preservation retrieval and access systems on how to fulfil requests for digital
components of preserved records and/or information about preserved records in storage.
Requests for Updated Information About Creator
Requests for updated information concerning any significant changes to the designated
preserver's mission, organizational structure, activities, and existing technological, financial
and human resources, as well as information about any significant changes to the
preserver's preservation-related needs and risks.
Retention Schedule
A document providing description of records series and/or classes and specifying their
authorized dispositions.
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Retrieval Requests for Kept Records and/or Information
Access requests for kept records and/or information translated into requests to the record-
keeping storage and information systems for retrieval of the exact digital components
and/or information required to fulfil the access requests.

Retrieval Requests for Preserved Records and/or Information
Access requests for preserved records and/or information translated into requests to the
permanent preservation storage and information systems for retrieval of the exact digital
components and/or information required to fulfil the access requests.

Retrieved Digital Components of Kept Records
The digital components of kept records retrieved from storage in response to requests.

Retrieved Digital Components of Kept Records that Need Updating or Correcting
Digital components of kept records that cannot be reconstituted or presented in
accordance with current recordkeeping access strategies applicable to those records.

Retrieved Digital Components of Preserved Records
The digital components of preserved records retrieved from storage in response to
requests.

Retrieved Digital Components of Preserved Records that Need Updating or Correcting
Digital components of preserved records that cannot be reconstituted or presented in
accordance with current preservation access strategies applicable to those records.

Retrieved Information About Kept Records
Documentation about the identity, integrity, format, form, context, content or other
characteristics of kept records retrieved from the recordkeeping information sub-system
and/or, as necessary, through examination of the records themselves, in response to requests.

Retrieved Information About Preserved Records
Documentation about the identity, integrity, format, form, context, content or other
characteristics of preserved records retrieved from the permanent preservation information
sub-system and/or, as necessary, through examination of the records themselves, in response
to requests.

Standards
Sets of rules or guidelines co-operatively adhered to by peer entities.

State of Technology
The availability and/or capability of technology at any given time.

Technical Description of Records Proposed for Preservation
Information about the technical components and requirements of records proposed for
preservation that is necessary for helping to determine the feasibility of preserving the
records.

Terms and Conditions of Transfer
Formal instruments that identify in archival and technological terms digital records to be
transferred, together with relevant documentation, and that identifies the medium and
format of transfers, when the transfers will occur, and the parties to the transfers.

Tools
Information technology and other equipment and supplies used to manage the lifecycle of
records.

Transfer Documentation for Preservation
Formal instruments indicating the entity transferring records, the contents of transfers and
the terms and conditions governing the transfers, copies of which are sent to the preserver
and maintained by the creator as evidence of the transaction.
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Transfer Documentation for Recordkeeping
Formal instruments indicating the entity transferring records, the contents of transfers and, as
necessary, information about the records being transferred for the purposes of maintaining
the records in the recordkeeping system and for providing evidence of the transaction.

Unmediated Access Requests for Kept Records and/or Information
Requests from external users to consult or receive copies of kept records and/or
information about kept records that were formulated without the assistance of records
management staff or access to record indexing instruments.

Unmediated Access Requests for Preserved Records and/or Information
Requests from external users to consult or receive copies of preserved records and/or
information about preserved records that were formulated without the assistance of
archives staff or access to record descriptions or other formal description instruments.

Updated Information About Creator
Updated information concerning significant changes to the records creator's mission,
organizational structure, activities, and existing technological, financial and human
resources, as well as to the creator's records-related needs and risks.

Updated Information for Preservation
Updated information about records and their elements and components that is needed for
preservation.

Updated Kept Records
Kept records whose digital components have been converted or updated.

Updated Preserved Records
Preserved records whose digital components have been converted or updated.

Valuation Determinations
Decisions concerning the overall value of appraised records in relation to assessments of
their authenticity and capacity to serve the continuing interests of their creator and/or
society, as well as their suitability and relevance in relation to the preserver's mission and
existing holdings.

Verified Information About Retrieved Digital Components of Kept Records
Technical documentation compiled about digital components of kept records retrieved
from storage that has been verified to ensure that the information received is correct (i.e.,
pertains to the requested records), complete and sufficient to enable the records to be
reconstituted in authentic form from the retrieved components.

Verified Information About Retrieved Digital Components of Preserved Records
Technical documentation compiled about digital components of preserved records
retrieved from storage that has been verified to ensure that the information received is
correct (i.e., pertains to the requested records), complete and sufficient to enable the
records to be reconstituted in authentic form from the retrieved components.

Verified Information About Retrieved Kept Records
Documentation compiled about kept records retrieved from storage that has been verified
to ensure that the information received is correct (i.e., pertains to the requested records),
complete and sufficient to fulfil access requests: 1) for records properly ordered with
respect to their relationships with each other, or 2) for information about the identity,
integrity, format, form, context, content or other characteristics of the records.
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Verified Information About Retrieved Preserved Records
Documentation compiled about preserved records retrieved from storage that has been
verified to ensure that the information received is correct (i.e., pertains to the requested
records), complete and sufficient to fulfil access requests: 1) for records properly ordered
with respect to their relationships with each other, or 2) for information about the
identity, integrity, format, form, context, content or other characteristics of the records.

Verified Retrieved Digital Components of Kept Records
The aggregations of digital components of kept records retrieved from storage in
response to requests, which have been verified to ensure that all requested components
have been received.

Verified Retrieved Digital Components of Preserved Records
The aggregations of digital components of preserved records retrieved from storage in
response to requests, which have been verified to ensure that all requested components
have been received.

Verified Retrieved Information About Kept Records
Documentation about the identity, integrity, format, form, context, content or other
characteristics of kept records retrieved from the recordkeeping information sub-system
and/or, as necessary, through examination of the records themselves, which has been verified
to ensure that the information received is correct (i.e., pertains to the requested records),
complete and sufficient to satisfy access requests for information about kept records.

Verified Retrieved Information About Preserved Records
Documentation about the identity, integrity, format, form, context, content or other
characteristics of preserved records retrieved from the permanent preservation
information sub-system and/or, as necessary, through examination of the records
themselves, which has been verified to ensure that the information received is correct
(i.e., pertains to the requested records), complete and sufficient to satisfy access requests
for information about preserved records.

Verified Transfers
Transfers of records selected for preservation that have been successfully received from
the creator (i.e., were not corrupted in transmission) and include all records and
aggregates of records specified in the terms and conditions of the transfers.
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Appendix 15
Business-driven Recordkeeping Model

Diagrams and Definitions
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Business-driven Recordkeeping Model Activity Definitions

A0, Manage Business
Under the control of organisational/business, juridical and legal requirements, and limited
by the actual capacity of the organisation and the possibilities available within the State
of the Art of Information Technology, create and manage records as long as required in
order to enable and support one or more identified business activities as well as to meet
the applicable juridical requirements.

Al, Manage Business Framework
Establish a framework for records creation and management in an organisation, in line
with its business needs, implement it based on the capability level that is identified for the
organisation, monitor and evaluate the performance and application of the established
framework both for the business activities and recordkeeping processes, and if necessary
subsequently adjust the framework to the needs and level required.

Al.1, Analyse Needs and Risks
Establish the business needs for records and identify the risks if these records will not be
properly created and managed in relation to the business context to identify the requirements
for recordkeeping. This activity is controlled by legal, juridical and organisational or business
requirements.

Al.2, Establish Governance
Set the overall strategic direction of an organisation by establishing the set and levels of
responsibilities and practices necessary to ensure that the organisation is accountable for
fulfilling its mandate, complying to its legal obligations, achieving its stakeholders’
objectives, meeting the current societal, ethical and moral duties, managing its risks
appropriately, using its resources responsibly and monitoring its performance effectively.

Al.3, Manage Strategic Framework
Establish strategic plans outlining the organisation’s current and future direction,
priorities and resource allocation strategies, in line with its business needs and key
stakeholder interests, as well as including the required mitigation of business risks
identified, implement them within an overall strategic framework, monitor the
performance and application of the established plans both for the business activities and
recordkeeping processes and, if necessary, subsequently adjust the plans to continue to
meet business and key stakeholder needs and interests.

A1.3.1, Analyse Mandates
Critically evaluate an organisation’s external mandate, identify the responsibilities
involved within the context of the organisation’s corporate culture and accountability
framework, and subsequently identify the key mandate drivers that will guide, support
and control the organisation’s activities.

A1.3.2, Analyse Stakeholder Interests
Collect, evaluate input from key stakeholders (individuals, groups, other organisations,
etc.) and identify their interests with respect to the organisation’s business activities and
objectives, its current and future direction, and its operational priorities and outcomes.

A1.3.3, Analyse Market
Collect and evaluate economic, operational, and/or competitive performance data
regarding the business sector(s) within which the organisation operates for the purpose of
identifying the products and/or services the organisation should produce and provide, the
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needs and interests of its customers, and the strengths and weaknesses of its competition.
A market analysis provides an organisation with the baseline information it needs to
develop and manage its operations to best achieve its goals and enhance its competitive
success.

A1.3.4, Develop Strategic Framework
Develop, implement and manage the different (strategic) specific frameworks and
integrate them into one strategic framework, based on the outcome of the analysis of the
mandate(s), the stakeholders’ interests and the market. The strategic framework will
provide the guidance and control needed to coordinate the key risk management, business
and recordkeeping functions of the organisation.

Al.3.4.1, Develop Risk Management Framework
Develop, implement and manage a comprehensive administrative and operational
framework for managing identified or potential risks based upon the analysis of the
juridical requirements, the organization’s responsibilities, societal influences, stakeholder
interests, mandate drivers and market analyses within the constraints of the organisation’s
business.

A1.3.4.2, Develop Business Framework
Develop, implement and manage a comprehensive administrative and operational
framework that will guide and control an organisation’s business activities, within the
constraints of the juridical requirements, the existing corporate culture and the risk
management framework, through consideration of recordkeeping implementation plans
and progress reports, the business infrastructural framework, mandate analysis, market
analysis, stakeholder interest information, and business performance analyses. The
business framework will be the basis for accountability reports and be accompanied by
financial plans.

A1.3.4.2.1, Analyse External and Internal Drivers and Constraints
Collect and evaluate information about the key internal and external operational,
administrative, cultural, documentary and resource allocation factors that may impact
upon an organisation’s ability to carry out its business, to meet its purpose and to achieve
its outcomes, in order to provide a contextual analysis for establishing an organisation’s
business framework.

A1.3.4.2.2, Define Business Framework
Design and specify a comprehensive operational and administrative structure for guiding
and overseeing an organisation’s business activities, within the constraints of the existing
corporate culture and the risk management framework, and based upon the thorough
consideration of the contextual analysis, the recordkeeping implementation plans, the
recordkeeping infrastructure framework, and performance analyses.

A1.3.4.2.3, Monitor and Evaluate Business Framework
Periodically assess whether the way an organisation’s business framework 1is
operationalised and still appropriate based upon analysis of business performance
information in relation to the existing risk management framework and the contextual
analysis of key drivers and constraints. Based on the monitoring, produce reports to
inform the define business framework function to confirm or revise the business
framework.

InterPARES 2 Project, Modeling Cross-domain Task Force Page 198 of 233



InterPARES 2 Project Book: Appendix 15

A1.3.4.3, Develop RK Framework
Develop, implement and manage a comprehensive administrative and operational structure
that will guide and control an organisation’s recordkeeping activities, within the constraints
of the current state of technology, the organisation’s existing corporate culture, its risk
management and business frameworks, the financial plan, and its juridical requirements,
and taking into account performance reports on business and recordkeeping activities.

A1.3.4.3.1, Analyse Recordkeeping Needs and Risks
Identify, describe, document and analyse an organisation’s work processes (‘sequential
analysis’), identify what records are needed to adequately document and support those
processes, and identify potential associated risks in relation to performing the record-
keeping function.

A1.3.4.3.1.1, Identify/Describe Business Processes
Given the relevant juridical, legal and organisational requirements, and past information
about business and recordkeeping performance, identify the requirements for retention of
the records created.

A1.3.4.3.1.2, Identify Business Need for Records
Identify what records are needed for the business processes at transaction level based on a
risk analysis of these processes in connection to legal, business, organisational and
societal requirements.

A1.3.4.3.1.2.1, Analyse Legal and Juridical Requirements in Relation to Business Activities
For the business processes/activities, determine the related legal and juridical
requirements for records creation and the risks of not meeting these requirements.

A1.3.4.3.1.2.2, Identify Records to be Created
Given the relevant juridical, legal and organisational requirements, and past information
about business and recordkeeping performance, identify what records should be created,
their structure and form, and with what technologies.

A1.3.4.3.1.2.3, Identify the Retention Requirements for the Records to be Created
Given the relevant juridical, legal and organisational requirements, and past information
about business and recordkeeping performance, identify the requirements for retention of
the records created.

A1.3.4.3.1.2.4, Derive Requirements for Authenticity
Given the requirements for the records to be created in the different business processes
specify, if possible, the characteristics of those records that are essential to their intent
and the message they are supposed to convey in the given business context.

A1.3.4.3.1.3, Identify Risks from RK Perspective
Based on a functional analysis of an organisation’s business processes, as well as
consideration of the organisation’s mandate drivers, the business need for records and the
requirements for retention, identify the potential associated risks in relation to performing
the recordkeeping function.

A1.3.4.3.2, Define Recordkeeping Framework
Design and specify a comprehensive operational and administrative structure for guiding
and overseeing the recordkeeping function in the organisation a) within the constraints of
the business framework, the financial plans, the current state of technology, the
organisation’s existing corporate culture, and b) based upon an analysis of the business
needs for records and the risk analysis, identification of the requirements for creating and
managing records and the related functionality in systems, assign who will be responsible
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for the different recordkeeping roles, establish policies for retention, appraisal, preservation
and access and determine criteria for evaluation of the performance.

A1.3.4.3.2.1, Synthesise Requirements for Records
Synthesise the requirements that will ensure the authenticity, reliability, usability and
integrity of records, within the given business context, including the requirements for
organizing and presenting records and/or their aggregates.

A1.3.4.3.2.1.1, Derive Record-type Properties Critical for Authenticity
Determine the structure and documentary form of the different types of records required
to carry out the various business functions that are essential to their authenticity in the
given business context, including their technical characteristics.

A1.3.4.3.2.1.2, Determine Guidelines for Organising Records and for Metadata Framework
Determine the rules and guidelines for classifying records, identify what metadata
standards to follow and the requirements for developing metadata schema in relation to
the business and recordkeeping activities, and the levels of aggregation needed.

A1.3.4.3.2.1.3, Determine Requirements for Presenting Records/Aggregates
Analyse, define and document the requirements for presenting records and their
aggregates, based upon the guidelines for organizing them, so they can be presented to
fulfill requests for records or record aggregates in ways that reflects their inter-
relationships.

A1.3.4.3.2.1.4, Synthesise Requirements for Records/Aggregates
Combine the set of recordkeeping framework requirements that determine the type of
records, their characteristics critical for authenticity, the rules for organising and presenting
records and their aggregates and rules and requirements for the required metadata.

A1.3.4.3.2.2, Define Appraisal Policy
Determine the method and rules for appraisal of records based upon the retention
requirements identified in the risk analysis, the infrastructural framework, and upon the
business, legal, organisational, and societal requirements.

A1.3.4.3.2.2.1, Manage Appraisal Policy
Provide overall control and co-ordination of an organisation’s appraisal policy function
via guidelines and directives issued in response to information received from the monitor/
evaluate function.

A1.3.4.3.2.2.2, Develop Appraisal Policy
In response to the appraisal guidelines and directives, and based on consideration of the
business framework, the organisation’s synthesised records needs and risks requirements,
its recordkeeping risk analysis, risk management plan, and its consolidated records usage
information, define and document the guidelines, methods and rules that will make up the
appraisal policy.

A1.3.4.3.2.2.3, Monitor/Evaluate Appraisal Policy
Periodically assess whether the way the appraisal policy is formulated and carried out in
the organisation is still appropriate and in line with the business framework, and retention
requirements based upon evaluation of recordkeeping performance in relation to the
existing risk management assessment and appraisal policy directives. Based on the
monitoring, produce reports to inform the appraisal policy management function to
confirm or revise the appraisal policy.
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A1.3.4.3.2.3, Define Preservation Policy
Determine the requirements, methods and rules for preserving records and related digital
components within the framework of the existing business needs, the appraisal policy, the
state of the art of technology, and the synthesised record requirements, and based upon
the infrastructural framework and evaluation information of recordkeeping performance.

A1.3.4.3.2.3.1, Manage Preservation Policy
Based on critical characteristics of the created record types, the appraisal policy, the
existing infrastructural framework, and the given state of the art of technology, determine
the preservation requirements and preservation principles, rules and methods.

A1.3.4.3.2.3.2, Develop Preservation Policy
Develop the guidelines, methods and rules for preservation based on the identified
preservation requirements, the appraisal policy, the essential characteristics of record
types, and the evaluation of the preservation policy, and subsequent evaluate the most
suitable preservation strategies, and the organisation’s given infrastructural framework
and the current state of the art of technology.

A1.3.4.3.2.3.2.1, Develop Experiments for Evaluating Most Suitable Preservation Strategies
Design experiments for evaluating the most suitable preservation strategies based on the
essential characteristics of the different types of records (including their digital
components), a sample of relevant record types, the preservation principles and the
preservation requirements.

A1.3.4.3.2.3.2.2, Evaluate Potential Preservation Methods
Conduct experiments on samples of record types to assess the most suitable preservation
strategy for each type of record (and their digital components) given the state of
technology.

A1.3.4.3.2.3.2.3, Compile Preservation Policy
Synthesise information about targeted preservation methods with information from
preservation policy evaluation reports, check this with the given appraisal policy, and
reconcile these with identified preservation principles, the preservation requirements, and
technological constraints to formulate a coordinated preservation policy.

A1.3.4.3.2.3.3, Monitor/ Evaluate Preservation Policy
Evaluate the suitability of the preservation policy based upon the information about the
recordkeeping performance, the actual preservation policy and the needs of the business
activities

A1.3.4.3.2.4, Define Access Framework
Determine the use and outreach within the given business context, identify the targeted
communities and users, and their requirements for access and use of the records and
develop and manage a comprehensive administrative and operational structure that will
guide and control the access to records.

A1.3.4.3.2.4.1, Establish Retrieval Requirements
Based on prior usage, organisational requirements/business framework, and appraisal
policy, specify retrieval requirements.

A1.3.4.3.2.4.2, Establish RK Security Policy
Determine objectives, methods, and rules for recordkeeping security including access for
authorised individuals, denial of access for unauthorised individuals, data integrity, and
auditability of access and violation of access.
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A1.3.4.3.2.4.3, Establish Privacy Policy
Determine what privacy rules are valid and needed given the juridical requirements, the
risk management framework, and information about the kinds of information in business
records.

A1.3.4.3.2.4.4, Establish IPR Policy
Determine the rules for IPR and copy rights with respect to records given the business
activities, the risk management framework, and legal and organisational requirements.

A1.3.4.3.2.4.5, Identify Access Rights
Given a security policy, IPR policy, privacy policy and recordkeeping security policy,
identify privileges/rights for access to records and recordkeeping functions.

A1.3.4.3.2.4.6, Consolidate Access Framework
Consolidate retrieval requirements, privacy policy, Intellectual Property Rights (IPR)
policy, and access privileges into a coherent framework and reconcile this with the
identified reach within the given business context, and the targeted communities and
users, and their requirements for access and use of the records.

A1.3.4.3.2.5, Specify Recordkeeping Framework
Establish 1) the recordkeeping framework’s overall design, structure and integrated
functionality, 2) the recordkeeping job functions, competencies and staff education/
training instruments needed to implement, use and maintain the recordkeeping functions,
and 3) the criteria against which to measure performance of the recordkeeping functions
within the framework.

A1.3.4.3.2.5.1, Assign Recordkeeping Responsibilities
Identify the different roles with respect to recordkeeping and assign responsibilities to
them, based upon the business and risk management frameworks and the established
appraisal, preservation and access policies

A1.3.4.3.2.5.2, Develop Recordkeeping Competencies/Job Descriptions
Identify 1) competencies for recordkeeping functions, 2) develop job descriptions and 3)
develop instruments that will support increasing the capabilities in staff with assigned
recordkeeping responsibilities.

A1.3.4.3.2.5.3, Integrate Recordkeeping Functionality
Analyze various sets of records requirements and recordkeeping policies, translate them
into functional requirements and design integrated recordkeeping functionality based
upon the infrastructural framework, the risk management framework and the assigned
responsibilities.

A1.3.4.3.2.5.3.1, Analyse Different Sets of Requirements
Analyse preservation policy, appraisal policy, synthesised record requirements and access
framework to produce a requirements analysis document also taking into account record-
keeping HRM instruments, the recordkeeping framework and the risk management
framework.

A1.3.4.3.2.5.3.2, Compare identified RK Functional Requirements with Existing Standards/Sets
Compare identified functional recordkeeping requirements with existing standards/sets of
requirements, taking into account the infrastructural framework

A1.3.4.3.2.5.3.3, Define Set of RK Functional Requirements
Compile/define an integrated set of recordkeeping functional requirements based on the
comparison with existing standards and the identified functional requirements needed to
support the recordkeeping framework and processes.
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A1.3.4.3.2.5.4, Compile Recordkeeping Framework
Compile the integrated recordkeeping functionality, preservation policy, appraisal policy
and evaluation of recordkeeping performance to produce a comprehensive recordkeeping
framework with assigned responsibilities and associated recordkeeping competencies

A1.3.4.3.3, Implement Recordkeeping Framework
Manage the implementation of the recordkeeping framework in line with the capacity of
the organisation, carry out the actual implementation and monitor and evaluate its
progress. This is a continuous process that will be influenced by the changes in business
function(s) or by changes in legal juridical or technological circumstances.

A1.3.4.3.3.1, Manage RK Implementation
Analyze the readiness of the organisation and its capacity level, design the transition
strategies and establish implementations plans and monitor their progress.

A1.3.4.3.3.1.1, Analyse Readiness of Organisation/ Capacity Level
Analyse the business and recordkeeping frameworks in close relation with the record-
keeping performance, information about business performance and implementation
progress reports in order to identify the capacity level of the organisation for improving
its recordkeeping.

A1.3.4.3.3.1.2, Design Transition Strategies
Use information about business performance, the infrastructural framework and the
capacity assessment to produce transition strategies within the constraints of financial
plans and the business framework.

A1.3.4.3.3.1.3, Establish RK Implementation Plan
Define scope, goals, resources and deliverables of implementation plans based on the
capacity assessment, the proposed transition strategies, the financial plans and the
recordkeeping performance, and develop performance criteria.

A1.3.4.3.3.1.3.1, Define RK Scope, Goals, Resources and Deliverables
Transform the transition strategy into implementation scope and goals, needed resources
and deliverables, given the capacity assessment.

A1.3.4.3.3.1.3.2, Define RK Implementation Plan
Within the constraints of an organisation’s capacity assessment, the financial plans and
the current recordkeeping framework, define the specifications for implementing the
organisation’s recordkeeping function through consideration of the defined objectives
and deliverables, of the evaluation of the performance of the recordkeeping function, and
of updated information regarding the progress of the actual implementation.

A1.3.4.3.3.1.3.3, Develop RK Implementation Performance Criteria
Develop performance criteria for monitoring the progress of implementation of record-
keeping within the organisation and the achievement of the objectives set in the
implementation plans, based on the implementation goals, resources, and identify what
information should be measured and provided in implementation progress reports.

A1.3.4.3.3.2, Develop Recordkeeping Instruments
Develop metadata sets and rules, metadata encoding schemes, appraisal instruments, and
education program and courses within the given business and recordkeeping frameworks.

A1.3.4.3.3.2.1, Develop RK Metadata Schemas and Rules
Define metadata requirements and rules, identify and select appropriate metadata
standards and sets, and if needed construct metadata schemags).

InterPARES 2 Project, Modeling Cross-domain Task Force Page 203 of 233



InterPARES 2 Project Book: Appendix 15

A1.3.4.3.3.2.1.1, Identify RK Metadata Requirements
Analyze business metadata structures, match recordkeeping needs for metadata, identify
potential metadata sources, and define metadata specifications.
A1.3.4.3.3.2.1.1.1, Analyse Business Metadata Structures
Identify and analyse existing business metadata schema’s that should be taken into
account and can be used in developing a recordkeeping metadata framework.
A1.3.4.3.3.2.1.1.2, Match Recordkeeping Needs for Metadata
Match the recordkeeping needs for metadata with the identified business metadata sets to
identify potential sources for extracting recordkeeping metadata.
A1.3.4.3.3.2.1.1.3, Establish RK Metadata Specifications
Specify metadata requirements based on recordkeeping metadata needs, the integrated
recordkeeping functionality and identified metadata sources in the business processes.
A1.3.4.3.3.2.1.2, Select Appropriate Metadata Standards/Sets
Select appropriate recordkeeping metadata standards and sets from identified and available
recordkeeping metadata standards and existing sets and assess their usability based upon
the recordkeeping metadata requirements within the given recordkeeping framework.
A1.3.4.3.3.2.1.3, Develop Metadata Structures
Construct customised recordkeeping metadata schemas taking into account the selected
and usable components from existing recordkeeping metadata schema’s, based upon the
identified recordkeeping metadata requirements.
A1.3.4.3.3.2.2, Develop RK Metadata Encoding Schemes
Develop classification schemas, controlled vocabularies, thesauri, and a system for
unique and persistent identification as needed within the given recordkeeping framework.
A1.3.4.3.3.2.2.1, Develop Classification Schemes
Assess the metadata requirements and the integrated RM functionality to develop an
activity classification scheme and an access classification scheme.
A1.3.4.3.3.2.2.2, Develop Controlled Vocabularies/Thesaurus
Based upon the metadata requirements, the classification schemes and the functional
analysis develop the controlled vocabularies and thesauri that are needed.
A1.3.4.3.3.2.2.3, Establish System for Unique Identification
Identify or design and subsequently implement a system for unique and persistent
identifiers (within the organisation or beyond depending on the needs) of records and/or
their aggregates.
A1.3.4.3.3.2.3, Develop Retention Schedule
Based on the results of the functional analysis, the analysis of the usage of records and
their aggregates, and an analysis of the relationships between business systems develop a
retention schedule.
A1.3.4.3.3.2.3.1, Analyse Use of Records
Analyse information about relevant business processes based upon the functional
analysis, consolidated usage information, and business need(s) for records and other
identified retention requirements as laid down in the business and recordkeeping
frameworks to identify primary and secondary uses of records.
A1.3.4.3.3.2.3.2, Analyse Relationships Between Business Systems
Based upon the primary and secondary uses of records, and the infrastructural framework
assess the relationships between business systems in order to identify the primary sources
of records.
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A1.3.4.3.3.2.3.3, Compile Retention Schedule
Based upon the functional appraisal report, information about relevant relationships
between systems, primary and secondary uses of records, and the recordkeeping
framework compile the appropriate retention schedule.

A1.3.4.3.3.2.4, Develop RK Education Program and Courses
Based on the recordkeeping framework, customised schemas, the retention schedule and
activity and access classification schemes develop an education program and courses in
close relation with the recordkeeping implementation plans.

A1.3.4.3.3.3, Design Recordkeeping Infrastructure
Analyse integrated recordkeeping functionality, recordkeeping instruments, the infra-
structural framework and retrieval requirements and design recordkeeping processes and
identify requirements for recordkeeping in systems.

A1.3.4.3.3.3.1, Analyse Recordkeeping System Requirements
Analyse recordkeeping instruments, integrated recordkeeping functionality and retrieval
requirements under the constraints of the metadata and recordkeeping framework to
produce requirements for recordkeeping processes and recordkeeping in systems.

A1.3.4.3.3.3.2, Design Recordkeeping Processes
Design recordkeeping processes from recordkeeping requirements in systems based on
the infrastructural framework and within the recordkeeping framework.

A1.3.4.3.3.3.3, Design RK Technical Infrastructure
Design the technical infrastructure for recordkeeping based on the design of
recordkeeping processes, recordkeeping requirements for systems and the infrastructural
framework given the state of technology.

A1.3.4.3.3.4, Train Staff
Use recordkeeping education program and courses, the recordkeeping instruments and
information about staff and assigned responsibilities (recordkeeping framework) to train staff.

A1.3.4.3.3.5, Monitor/Evaluate RK Implementation
Based on the recordkeeping framework, the recordkeeping implementation plans, and
implementation performance criteria, the results of training, and the evaluation information
of recordkeeping performance monitor and evaluate the progress of recordkeeping
implementation and produce progress reports.

A1.3.4.3.4, Evaluate RK Performance and Adequacy
Assess based on business and recordkeeping performance whether the way the record-
keeping framework is implemented and carried out in the organisation is still appropriate
based upon the established recordkeeping performance criteria. Based on this analysis
monitoring reports will be produced to inform the recordkeeping framework management
function to confirm or revise the recordkeeping framework.

A1.3.4.4, Develop Infrastructural Framework
Design, develop, implement and monitor a comprehensive, administrative and
operational infrastructure with integrated recordkeeping functionality and processes to
effectively manage (plan, build, use and leverage) all of an organisation’s strategic
framework components and compile performance and progress reports.

A1.3.4.5, Establish Integrated Strategic Framework
Integrate the business and recordkeeping frameworks into one robust and functional
framework that will govern all business and recordkeeping activities, systems, and
processes.
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A1l.4, Define Business Processes and Structures

Define an organisation’s business operational targets and outcomes, delegate and assign
resources, develop business and workplans, and design and develop business work
processes, necessary instruments and systems structures to effectively manage the
organisation’s resources and support its work processes.

A1.4.1, Define Business Targets and Outcomes

Develop business plans with an organisation’s current and future performance goals,
operational priorities, and product/service development and delivery strategies and
objectives in line with the organisation’s mandate and business and accountability
framework, and, as necessary to continue to meet evolving business and stakeholder
needs and interests, refine these targets and outcomes in response to information about
ongoing business performance.

A1.4.2, Assign Resources

Based on the objectives and directives of an organisation’s business plan(s), develop
work plans for the allocation of the organisation’s human and material resources needed
to achieve the business targets and to support business work processes, instruments and
systems, and, as necessary to continue to meet evolving business and stakeholder needs
and interests, refine these work plans in response to ongoing business workflow and
performance information.

A1.4.3, Develop Work Processes

Based on the objectives of an organisation’s business work plan(s), analyse business
work processes and develop workflows for operationalising the organisation’s those work
processes, and, as necessary to continue to meet evolving business and stakeholder needs
and interests, refine the work process analysis and workflow strategy in response to
business work plan revisions.

Al.4.4, Design and Develop Business Instruments and Systems

Al.S,

A2,

A3,

In response to the particular operational, material, technological, or other requirements
related to an organisation’s work plans and workflows, create, install or otherwise
provide the instruments and systems needed to support the execution of an organisation’s
business work processes.

Monitor/Evaluate Business Performance

Periodically assess the performance of the business processes in relation to the
organisation’s strategic framework and the accountability framework. Based on the
monitoring, produce business performance reports to inform the organisation’s
appropriate management functions to confirm or revise the business strategic framework,
or business processes and structures.

Carry Out Business Activity

Carry out a business function, activity or perform task or a set of one or more related
activities to provide services, make or deliver services, products or any other specified
result.

Manage Records

Manage in an efficient and systematic way the capture, receipt, maintenance, use and
disposition of records, including processes for capturing and maintaining evidence of and
information about business activities and transactions in the form of records
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A3.1, Capture Records
Based on rules established in the recordkeeping framework the capture function identifies
and brings under control the records that are created in the business activity and need to
be maintained. With the capture of those records, the required metadata are also captured/
extracted to ensure the authenticity, usability, integrity and reliability of the records. The
capture of metadata is done every time a record or aggregation of records is used in a
business process. The capture process includes the registration and classification of the
records as well as, if needed, the assignment of key words, so that the records are
identifiable and searchable. The valid RK instruments will guide the registration and
classification. Identification and information about the performance of this function are
produced for evaluation purposes.

A3.1.1, Document Records and Their Provenance
Attach to records all the contextual metadata, needed to know when, why, by whom and
in what business process the record has been created and/or used, as well as the inter-
relationships with other records in order to ensure the authenticity, usability and
reliability.

A3.1.2, Register Records
Assign a unique identifier to records and/or their aggregates in accordance with the
identification and registration rules and document the registration.

A3.1.3, Classify Records
Classify identified and captured records or aggregates by assigning a classification code
from the classification scheme and, if necessary, add key words for retrievability.

A3.2, Maintain Records
Following direction established in the preservation strategy as part of the recordkeeping
framework for a given body of records selected for preservation, apply preservation
method(s) targeted to that body of records to implement the preservation action plan for
those records by maintaining the digital components of accessioned digital records, along
with related information necessary to reproduce the records, certify their authenticity and
enable correct interpretation of the records.

The maintain activity carries out also the disposition function, so that records are kept no
longer than needed.

This maintenance activity enables the output, in response to a retrieval request, of the
digital components of a record, along with information about that record, or, if the
request is only for information, the requested information. The ‘maintain’ process also
produces management information which is used to evaluate execution of the ingest
function. The process is carried out by persons responsible for preservation, using
infrastructure technology.

A3.2.1, Manage Preservation of Records
Provide overall control and co-ordination of the records preservation function via
preservation action plans issued in response to information about the current state of
technology, the organisation’s preservation strategy, updated storage information and
ongoing performance information.
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A3.2.2.1, Manage Information About Records

Collect and maintain information necessary to carry out the Preservation Action Plan in
support of the overall Preservation Strategy for a body of electronic records being preserved,
including information about their digital components, the archival aggregates they comprise,
their authenticity, their interpretation, and the preservation activities performed on them. In
carrying out actions specified in the Preservation Action Plan, information about (captured /
accessioned) Electronic Records is collected when they are accessioned and is combined
with Storage Information identifying the files, locations, and other relevant data about the
digital components of the (captured/ accessioned) Electronic Records when they are placed
in storage and subsequently when storage parameters are changed.

When a Preservation Action Plan entails any modifications to digital components,
Information About those Digital Components is provided to ensure that all affected
components are updated appropriately and, after the modification, Information about the
Updated Digital Components is also updated.

In response to a Retrieval Request for information, Retrieved Information About a
Preserved Record is provided. In response to a Retrieval Request for a record,
information identifying the digital components of the record and their storage location(s)
is retrieved to produce a Request for Digital Components, which is used to retrieve those
components from storage; Information About those Digital Components and Retrieved
Information About the Preserved Record is output to support reproduction of the record
and, if needed, certification of its authenticity.

A3.2.2.1, Maintain Information About Records
Manage information about the provenance, aggregation, content, form, structure, or other
essential characteristics of records and/or their digital components that are needed to
preserve them over time as well as to satisfy user requests.

A3.2.2.2, Retrieve Information About Records
Output information about the provenance, aggregation, content, form, and structure of
records in storage.

A3.2.2.3, Retrieve Information About Digital Components
Output technical information concerning digital components of records that is required to
facilitate preservation and updating of digital components.

A3.2.3, Manage Storage of Digital Components
In accordance with the Preservation Strategy established for a body of records, and
applying the Storage Method selected to implement that Strategy, place the digital
components of (Accessioned) Electronic Records into storage, taking the specific steps
defined in the Preservation Action Plan for these records and maintain them. In response to
a Request for Digital Components, retrieve the requested components and output them.

When digital components are output for updating in accordance with a Preservation Action
Plan, place the Updated Digital Components in storage and, as provided by the Action
Plan, either maintain or delete the older versions of these components. Provide to the
‘Manage Information’ process Updated Storage Information about the identities, locations
and other relevant parameters of stored digital components whenever components are
updated or other changes, such as media refreshment, are made in storage.
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A3.2.3.1, Place Digital Components in Storage
Store digital components of records, if required into one or more digital containers for
preservation purposes, in accordance with the Storage Plan outlined in the Preservation
Action Plan.

A3.2.3.2, Refresh Storage
Convert storage of digital components of records from one medium to another, or
otherwise ensure that the storage medium remains sound, in accordance with the Storage
Update Method outlined in the Preservation Action Plan.

A3.2.3.3, Monitor Storage
Supervise the operation of the storage system, the media on which the digital components
of records are stored, the digital components, and the facilities where the system and
components are located, in accordance with the Monitoring Method outlined in the
Preservation Action Plan.

A3.2.3.4, Correct Storage Problems
Take the appropriate actions prescribed by the Problem Correction Method outlined in
the Preservation Action Plan to eliminate any identified problem regarding the storage of
digital components.

A3.2.3.5, Retrieve Digital Components from Storage
Output copies of retrieved digital components of records in storage, in accordance with
the Retrieval Method outlined in the Preservation Action Plan, in response to requests for
records that consist of those components, and, in cases where digital components are
encountered that need updating, redirect them to be updated.

A3.2.4, Update Digital Components
As indicated by the Preservation Strategy established for a given body of electronic
records (tunnelled to this diagram), take the steps indicated in the applicable Preservation
Action Plan, applying the Method(s) for Updating Components prescribed by the strategy
to update Digital Components of a Record that cannot be Preserved because of
technological obsolescence, changes in Preservation Strategy, or similar factors.
Examples of update processes include migration, standardisation, and transformation to
persistent form. Return the Updated Digital Components to Storage, providing
Information about the Updated Digital Components to the ‘Manage Information’ process.
If the Updated Digital Components belong to a record that is the subject of a Retrieval
Request, also send the components, along with related information, to the Output
Electronic Record process. However, if the updating was done only to satisfy conditions
of a Retrieval Request and was not required to conform to Preservation Strategy, the
Updated Digital Components are sent, along with related information, to the Output
Electronic Record process, but they are not sent to storage.

This process may be invoked directly when records in a transfer are being examined and
it is determined that there is a need to take action to preserve a record, before the
components are sent to storage.

A3.2.4.1, Migrate Digital Components to Current Formats
When the format of a type of digital components is obsolete, use a targeted preservation
strategy to migrate these digital components to the chosen current format, and associate
with this group of digital components documentation of the actual migration.
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A3.2.4.2, Convert Digital Components to Standard Formats
When the format of a type of digital components is proprietary, use a targeted preservation
strategy to convert/migrate these digital components in proprietary format to the chosen
standard format.

A3.2.4.3, Transform Digital Components to Persistent Formats
When the preservation action for the digital components of a record aggregation is to
transform them to persistent format, apply the method for transforming the digital components
to a software and hardware independent format that has been identified as persistent.

A3.3, Facilitate Access
Governed by the access framework, support search facilities for users and, if successful,
provide information about or provide access to reproduced (authentic) records or
produce, if requested, a reproducible digital record; that is, the digital component(s) of
the record along with instructions for producing an authentic copy of the record and
information necessary to interpret the record as kept under the regime of the
recordkeeping framework.

A3.3.1, Manage Access
Control and co-ordinate all actions and the authoritative, procedural, and technological
competences to retrieve, represent/reproduce, read, annotate, transfer, and/or destroy
stored records and define the access procedures within the given access framework.

A3.3.2, Search for Information
Based on a request for records or information about records search and retrieve all
components and/or information that comply to this request and can be processed for
output. In case of no hit produce a negative response.

A3.3.3, Process Requests
Verify requests for records based upon access procedures and the search results, reject
requests if access is restricted or requester is not authorised and inform requester, define
further specifications if needed (e.g. redaction of records), facilitate retrieval of records or
their aggregates and their digital components, and account for any problems with requests
in accordance with the prescribed Access Procedures.

A3.3.4, Output Records
Check correctness, integrity and completeness of retrieved records or their aggregates,
their digital components, and/or information about requested records, reconstitute
requested records and either present them as reproduced records (with a certificate of
authenticity if required) with accompanying information, or package the outputs as
reproducible records.

A3.3.5, Monitor Usage and Access
Monitor access to records and their components and the information about them based upon
the usage information, collect and compile statistical information about usage, analyse any
failures or mistakes related to access and report this to the manage access function.

A3.4, Collect Performance Information
Synthesise and compile reports on the performance of the capture, maintain and facilitate
access functions based on information continuously collected from these functions in order
to inform the manage recordkeeping framework function. These reports may contain
information about the applicability of policies, rules and methods, deviations from
policies/rules, malfunctioning of systems, as well as suggestions for improvement. Other
reports will be made with consolidated information about usage of records or aggregations.
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Business-driven Recordkeeping Model Arrow Definitions

Access classification scheme
A systematic classification of categories of access rights and restrictions used for the
purpose of controlling access to stored records; aggregates and/or information about
records.

Access framework
A comprehensive set of administrative and operational rules, procedures and methods that
will guide and control the use of records/aggregates and the information about them, and
the outreach within the given business context for the identified and targeted communities
and users, and taking into account their requirements for access and use of the records.

Access procedures
A set of regularised, administrative steps taken in procuring, granting or denying access
to records/aggregates and/or information about records and to administrative and
operational functions within an organisation’s recordkeeping system in a certain business
context.

Access rights
Indicators of which users have what degree of access to which resources and to what
administrative and operational functions within an organisation’s recordkeeping system.

Accountability framework
A comprehensive, integrated, operational and administrative set of policies, procedures
and rules that provides for: (1) consistent management of an organisation’s various
(external) stakeholders, (2) continuous monitoring and assessment of compliance to the
accountability framework within the organisation, (3) continuous monitoring and
assessment of the impact of new business processes, legislation, policies, juridical and
social requirements or other relationships on the attribute of accountability within the
organisation, and (4) modification of the organisation’s accountability framework design,
as necessary, in response to these monitoring and assessment activities.

Accountability reports
Reports that provide information on the state and performance of the management of the
records continuum in the related business context.

Activity classification scheme
A plan based on the systematic identification and arrangement of an organisation’s business
activities into categories that will govern the arrangement of records and/or aggregates.

Aggregation information
Information about rules for aggregating records, and the agreed levels of aggregation.

Analysis of legal and juridical requirements
An analysis of an organisation’s legal and juridical obligations in relation to its business
and the effect with respect to the recordkeeping requirements needed to meet those
obligations.

Appraisal policy
A set of cohesive and coherent policies, procedures, rules, standards, guidelines, criteria
and methods for determining what records should be created/captured, how long they
should be kept and how they should be preserved, based on, among other things,
consideration of the organisation’s recordkeeping risk analysis as well as evaluation of
record context, value (i.e., current and future uses), and preservation feasibility.
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Appraisal policy evaluation reports
An evaluation of the suitability of the current appraisal policy based upon the
recordkeeping performance information and the consolidated records usage information.
It contains an assessment on how the current appraisal policy suits the needs of the
organisation.

Assigned RK responsibilities
Formal, documented indications of which (groups of) users are assigned what
responsibilities with respect to the administrative and operational functions with respect
to an organisation’s recordkeeping.

Business framework
A comprehensive, integrated, operational and administrative structure that will guide, and
govern an organisation's business processes, people, systems, operations and projects in
line with the organisation's overall mandate.

Business performance reports
Reports that state the performance of the various business activities of an organisation
based on particular benchmark criteria provided in the integrated strategic framework.

Business plans
Operational plans that spell out an organisation’s expected course of action for a
specified period in relation to one or more business activities and, for example, services
and products, the market, the industry, management policies, marketing policies,
production needs and available resources, and usually including an analysis of risks and
uncertainties and how to mitigate them.

Business systems and instruments
All systems, instruments and tools needed to support and conduct the business activities.

Capacity assessment
Assessment of the current situation in the organisation with respect to creating,
managing, and preserving records and determining what needs to be done to improve it to
the next level as identified and agreed. The capacity assessment includes assessing the
level of awareness and understanding of management and staff, the available technical
infrastructure, the level of expertise of the Recordkeeping staff, the available resources, ...

Classification scheme + identifier
A logical plan based on subjects or business activities used for classifying records/
aggregates.

Communication/ transactions
Messages or other information exchanges between persons and/or systems in the course
of a business activity.

Consolidated records usage information
Aggregated information regarding: (1) the history of successful, unsuccessful and
rejected access requests for records (and/or information), including data about the nature
of the requests, about which records (and/or information) were successfully accessed
when and by whom, about which access requests were unsuccessful and why, and about
which access requests were rejected and why, (2) the purposes for which the records
(and/or information) were requested, (3) the retrieval questions asked, (4) the frequency
of requests for records (and/or information), and (5) problems encountered in fulfilling
requests or retrieving requested records (and/or information).
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Contextual analysis
The integration of an organisation’s mandate, mission, business function and activities,
history, corporate culture, strengths, weaknesses, market position, and legal, social and
corporate responsibilities.

Controlled vocabulary/thesaurus
A managed set of purposefully delimited and standardised terms, phrases and concepts
used by an organisation to control the values of a metadata element.

Corporate culture
An organisation’s values, beliefs, business principles, traditions, ways of operating, and
internal work environment.

Customised schemas
Recordkeeping metadata schemas customised according to targeted recordkeeping
metadata requirements and based upon selected recordkeeping metadata standards.

Defined RK objectives and deliverables
An accounting of the overall scope, performance goals and objectives, and expected
output of an organisation’s recordkeeping function, and the resources required to support
that function.

Design of RK processes
An organisation’s formal plan outlining the related, structured activities that are part of
each discrete recordkeeping process, the rules governing them and their workflow.

Digital components of records
One or more binary (digital) components in a certain format that are required to
reconstitute a record.

Digital components that need updating
Digital components of maintained records that cannot be reconstituted or presented in
accordance with current maintenance strategies applicable to those records.

Education program and courses
An education program and courses in understanding the need for recordkeeping as well in
skills in using and applying recordkeeping instruments such as metadata schemas for
record, an activity classification scheme, retentions schedules, in line with the
responsibilities of the staff involved.

Essential characteristics of record types
The intrinsic and extrinsic characteristics of records, as well as the technological
characteristics of their digital components, identified as critical for reflecting the intent of
the record in the business activity. They regard form, structure, content, context and
sometimes behaviour.

Evaluation of RK performance
Consolidated information derived from the evaluation of performance gathered from the
recordkeeping processes under control of the given recordkeeping framework. The
assessment is done based on the performance criteria.

Existing business metadata structures
The metadata schemas and encoding schemes in use in the business activities and
systems.

Existing sets of functional RK requirements
Sets of functional requirements for recordkeeping that are available as standard or made
by other organisations or institutions
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Existing standards or sets of functional requirements to be used
Choice of (parts of) existing sets of functional requirements for recordkeeping that may
fulfil the needs of the organisation in this area within the given infrastructural framework.
Experiment designs
Designs for carrying out experiments to get a better insight in the usability of available
preservation strategies for certain types of digital components. They will be properly
documented.
External mandate
External directive, law or decision for assigning the responsibility for a business function
or set of business activities.
Facilities
Physical space, systems, resources and technical infrastructure needed to enable the
business.
Financial information
Information collected and required by an organisation to support its financial decisions or
to meet its financial requirements.
Financial plans
A budgetary planning document reflecting the way an organisation plans to acquire or
earn and use its financial resources in a given year.
Functional analysis
An analysis of an organisation’s business functions and supporting business processes,
that identifies how they are interrelated including, in particular, the key relationships
between the constituent operational and administrative elements (tasks and transactions).
Functional requirements for RK
The requirements for recordkeeping functionality in systems.
Guidelines and directives for appraisal
The set of guidelines and rules that will govern the appraisal policy and processes.
Guidelines for organising records
A set of guidelines and procedures for structuring records and/or aggregates, for
developing classification schemes based upon business activities, and for identifying
aggregation layers.
Identified metadata sources
Metadata sources that could serve as a source for extracting recordkeeping metadata.
Identified records
Records or their aggregates to which the contextual metadata (e.g., persons, actions and
dates) have been attached.
Identified set of RK functional requirements
The set of functional recordkeeping requirements derived from preservation and appraisal
policies, access framework, synthesised records requirements and evaluation information
of recordkeeping performance, needed to serve the organisations needs for managing
records.
Indexes
Tools that facilitate efficient and effective location records and/or records aggregates
suited to a particular inquiry or business purpose. Indexes may be supported by record-
keeping Instruments, such as controlled vocabularies and thesauri.
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Information about business performance
Information about the way business activities are carried out in accordance with the
strategic framework and the business plans, as well as information about deviations and
needs and other relevant evaluation information.
Information about destroyed records
Formal information documenting the destruction of records, including information about
the quantity and characteristics of records that have been destroyed, and the reason why.
Information about digital components
Technical information concerning digital components of records that is required to
facilitate updating of the digital components.
Information about records
Information about the provenance, aggregation, content, structure, form, format or other
characteristics of records and/or aggregates in storage.
Information about related records
Information about other records participating in the same business process or activity.
Information about relevant business processes
Description of those business processes that should and will produce/create and need
records. This description includes an analysis of the constituting steps, transactions,
responsibilities, constraints, workflow, and the related required records.
Information about updated digital components
Information about changes that have been made to digital components of records in the
process of updating them, about any problems that occurred in the process, the dates of
the updating, and the persons responsible for the updating.
Information identifying digital components of a requested record
Technical composition and location information concerning digital components of a
requested record that is necessary to reconstitute the record from its digital components.
Infrastructural framework
A comprehensive, integrated, operational and administrative set of policies, standards,
procedures and guidelines for managing all the ‘hard’ and ‘soft’ structural elements that
support the human and organisational capabilities required to effectively plan, build, use
and leverage all of an organisation’s integrated framework components.
Integrated RK functionality
The consolidated set of functional requirements necessary to support the recordkeeping
framework and the underlying recordkeeping processes.
Integrated strategic framework
A comprehensive administrative and operational set of policies, standards, procedures
and guidelines that includes the integration of an organisation’s strategic risk
management, business and recordkeeping frameworks, and that will govern and guide the
organisation’s business activities as well as the support of business and recordkeeping
applications and processes.
Internal mandates
The authority derived from external mandates and within the given strategic framework,
invested by management or a corporate board or subsidiary to perform specific functions.
Internal requests for records or information
Requests from internal users to consult or receive records, their aggregates, or
information about records.
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IPR policy
An authoritative set of cohesive and coherent policy, rules, guidelines, and methods for
protecting the intellectual property rights of the organisation or other stakeholders from
unauthorised access or use.

Juridical requirements
The current laws and regulations that govern the organisation and its business activities
and recordkeeping, and/or social, professional, or sectoral/domain specific requirements
that influence the need for records.

Keywords
Key terms that have been attributed to a record or aggregate.

Maintained information about digital components
Information about the technical composition and location of digital components that is
necessary to maintain/update, store and retrieve the components, and to reconstitute the
records from their components.

Maintained information about records
Information about the provenance, aggregation, content, form, structure, and behaviour of
records, and/or about the administrative and technical information about them.

Mandate
The legal basis or the intention to achieve a certain goal. This can be translated into
different mission statements for carrying out a certain business depending on the
interpretation, the identified needs at a certain moment in time, and the available resources.

Mandate drivers
The most basic, core incentives for carrying out business activities.

Market analysis
An evaluation of the business environment, the potential markets in relation to the
organisation’s main (envisaged) products or services, potential customers, possible
competitors, and of what its strengths and weaknesses are, especially in relation to its
customers and competitors.

Market information
Information produced or collected by an organisation about the organisation’s products
and/or services, its customers, and its competitors for the purpose of supporting the
organisation’s economic, operational and/or competitive success.

Monitoring method
The preservation oversight method stipulated in the Preservation Action Plan for
determining whether a storage system is properly maintained and functioning or whether
storage media are intact and free from problems that would interfere with reading the data
written on the media.

Outgoing communication
Messages and other documents communicated with external parties in relation to the
business activities, as well as the final result(s) of carrying out business activities.

Performance analysis
An assessment, based on consideration of business performance reports and other formal
and informal data, of the actual performance or functionality of an organisation’s
business framework at any point in time, relative to the desired performance or
functionality of the business framework as specified in the business framework plan.
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Performance information
Information about the performance of recordkeeping activities, including registration of
exceptions, errors, inadequacy or deviations of established rules and methods.

Preservation action plans
Set of rules, procedures, methods, and technical requirements governing the specific
preservation actions to be taken for the classes of digital components covered by the
Preservation Policy, and which also indicate the time or conditions when such actions
should be taken.

Preservation policy
The authoritative set of coherent policies, standards, guidelines, and criteria for
maintaining and preserving records, their aggregates and their related metadata as well as
their constituent digital components, as long as required according to the retention policy.
These policies and standards include guidelines and criteria for maintaining digital
components, and for reconstituting and reproducing records in authentic form. The policy
is taking into account the evaluation of the recordkeeping framework, performance
information, prior preservation policies and the state of technology.

Preservation policy evaluation reports
Definition 1: An evaluation of the suitability of the current preservation policy based
upon the recordkeeping performance information.
Definition 2: Assessment information on how the current preservation policy suits the
needs of the organization.

Preservation principles
The core and authoritative instructions governing the process of preserving records that
are used to help guide the preservation policy.

Preservation requirements
The requirements identified to preserve the record types, aggregations, associated
metadata and digital components, for as long as they need to be preserved.

Primary and secondary use
The value of records both with respect to their ability to serve the purposes of the
business and the organisation and to their ability to serve as sources of information for
persons and organisations other than the business and the organisation (e.g. freedom of
information, collective memory).

Privacy policy
An organisation’s authoritative set of cohesive and coherent rules and guidelines, and
methods for protecting the information on (human) subjects contained in the
organisation’s records from unauthorised access.

Problem correction method
The strategy stipulated in the preservation action plan for correcting storage and/or access
problems of a specified type.

Processed requests
Requests for information about records or aggregates or for records/aggregates and/or
their digital components that have been accepted as eligible for processing.

Product or service
Any product or service that is the result of a business activity and falls under the mandate
of the organisation.
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Record to be created
Those records deemed necessary and/or desirable to support business needs and
obligations as determined based on the appraisal policy.
Records
Information created, received, and maintained as evidence and information by an
organisation or person, in pursuance of legal obligations or in the transaction of business
(ISO 15489-1:2001).
Recovered file
A physical or logical file to which the problem correction method prescribed in the
preservation action plan has been successfully applied after one or more storage problems
affecting the file were found.
Refreshed file
A physical or logical file that have been copied from an older storage medium or system
to a newer one using the storage update method prescribed in the preservation action plan.
Registered and classified records
Records that have been checked, registered and classified according to the rules and
classification scheme and that need to be stored.
Registered records
Records that have been assigned an unique identifier and the necessary registration
metadata, according to the registration rules.
Registration information
Information about the records that have been captured, including an unique identification
number, registration date, and other registration information deemed necessary.
Registration rules
A formal set of rules specifying how records need to registered and what metadata need
to be captured and what procedures for assigning a unique identifier to each record need
to be followed.
Rejected requests
Requests that do not meet the criteria or requirements for access. Reasons for rejection
may include restrictions on records or information about them, incomplete requests.
Relevant relationships between systems
Analysis of the relationships between an organisation’s various business (administrative
and operational) systems, and the business functions, processes and transactions they
support, necessary to develop an appropriate retention schedule.
Reproduced/reproducible records and information about them
Reproduced Electronic Record. An authentic representation or other version of a record
reconstituted from its digital components, along with information supporting the
interpretation of the record.
Request for digital components
An instruction to retrieve the digital components of one or more records or of one
specific type (format).
Requested digital components/packages
Digital components of one or more records retrieved from storage based on a request
either as individual entities or wrapped in metadata and with instructions.
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Requested records
Records requested either by internal users in support of business activities, or by external
users for support of their own activities.

Requests for records or information
Requests from either internal or external users to consult or receive records, their
aggregates, or information about records.

Requirements for presenting records/aggregates
An accounting of the contextual and provenancial characteristics of records and records
aggregates necessary for ensuring that records are presented properly ordered, identified
and documented with respect to their relationships with each other. As a result the
records/aggregates can be properly interpreted and used.

Requirements for RK in system(s)
The functional requirements for recordkeeping in systems necessary to adequately support
an organisation’s recordkeeping processes within the constraints of available technology.

Retention requirements
Requirements that from a business perspective determine how long records should be
preserved based on the identified needs and risks.

Retention schedule
An overview of how long records and/or aggregates need to be kept based upon a functional
classification business records in an organisation, including authorised disposition
instructions for those records.

Retrieval method
The method identified in a preservation action plan for retrieving information about
records/aggregates and/or retrieving the digital components in response to requests for
records or information about or contained in records.

Retrieval requirements
The set of requirements that should support the retrieval of records/aggregates and
information about records/aggregates and their digital components based upon the usage
information and patterns of users either within or outside the organisation.

Rights and responsibilities
The set of legal, moral and/or ethical expectations of, and obligations to, any and all
affected parties with respect to the impact of such expectations and obligations on an
organisation’s activities, employees, partners, clients, etc.

Risk analysis
Report on an analysis of the risks that may exist based on an assessment of existing
internal and external requirements and frameworks, the business needs and ensuring the
continuity of an organisation. This risk analysis identifies the consequences for the
creation, management, maintenance of and access to records (and provides options how
to take care of them)..

Risk management framework
A set of cohesive and coherent policies, procedures, rules, standards, guidelines, criteria
and methods based on identified risks, the probability of these risks occurring, (possible)
measures to mitigate them, including the assignment of responsibilities.

This framework will be based on an analysis of the rights and responsibilities,
stakeholder interests, mandate drivers and market analyses within the constraints of
society, the organisation’s accountability framework and its corporate culture.
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RK framework
A set of cohesive and coherent policies, procedures, rules, standards, guidelines, criteria
and methods that will guide, manage and align an organisation's recordkeeping functions
with the organisation's juridical requirements and its business and risk management
frameworks.

RK HRM instruments
Description of recordkeeping competencies and of recordkeeping job functions as well as
information about education/training of staff in recordkeeping skills.

RK implementation performance criteria
The set of criteria used to measure the progress and success of the implementation of the
recordkeeping program (or parts of it) within the organisation.

RK implementation plans
Plans stating the scope and goals of implementation of recordkeeping in the organisation,
including the required resources and deliverables

RK implementation plans & progress reports
Plans stating the scope and goals of recordkeeping implementation, including the
required resources and deliverables, as well as reports detailing the current state of
implementation progress.

RK implementation progress reports
Reports detailing the current state of progress in implementing recordkeeping in relation
to the goals and deliverables.

RK instruments
Instruments that will support the creation and management of records/aggregates, such as
classification scheme(s), retention schedule, controlled vocabularies, access classification
scheme.

RK metadata requirements
Metadata specifications based on recordkeeping metadata needs within the given business
context, the integrated recordkeeping functionality and identified metadata sources.

RK performance criteria
Operational criteria that enable the assessment of the recordkeeping activities, processes,
procedures, and systems in relation to the requirements and the goals set in the record-
keeping framework

RK performance reports
Reports with periodically compiled information about the ability of the individual
components of the recordkeeping function to meet the performance criteria.

RK principles, standards and methods
The principles, standards and methods governing the management of records within the
Recordkeeping profession.

RK process and system requirements
The set of requirements for recordkeeping processes and for supporting systems and
technical infrastructure, needed to fulfill the identified needs of the organisation for the
creation, maintenance and disposal of records.

RK risk analysis
An evaluation of the business context and related legal, business, organisational and
societal requirements to identify risks to which the recordkeeping function needs to
respond, their probability and how to mitigate them.
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RK security policy
An organisation’s authoritative set of cohesive and coherent rules/guidelines, criteria and
methods for establishing, updating and enforcing access rights to records based on
(re)evaluation of the organisation’s recordkeeping infrastructure framework and record-
keeping system performance, in concert with the constraints of the organisation’s
appraisal policy and risk management framework.

RK theory and methods
The existing theoretical concepts, principles, standards, tools, and approaches in the
recordkeeping domain

Sample records
A set of records well-described and randomly retrieved from storage, which, along with
preservation performance information, are used to support/evaluate preservation strategies,
tests. There may be different sets of different composition (e.g., by type, or by complexity)

Search results
Information provided to the user based on his/her search question that can be used
determine what records should be retrieved or to refine a search question.

Selected metadata components
Metadata standards and sets selected from recordkeeping framework and integrated RM
functionality.

Societal influence
Social, moral and ethical standards and expectations of (external) communities.

Specifications for authentic records
Information identifying and describing/specifying what essential characteristics of records
determine the authenticity of records seen from the perspective of the business activity.

Staff
An organisation’s personnel who have been assigned tasks.

Stakeholder interest information
Information about the interests of an individual or group in the performance of an
organisation, its capability to be profitable, in delivering the intended results/products,
and maintaining the viability of the organisation's products and/or services.

Stakeholder interests
The interests of an individual or group with respect to the success of an organisation in
delivering intended results and maintaining the viability of the organisation's products
and/or services.

State of technology
The state of the art of the information technology with respect to its ability to satisfy
recordkeeping requirements, the state of the underlying computer science with respect to
its ability to develop relevant capabilities not within the state of the technology, and the
existence and prevalence of applicable standards.

Storage plan
Set of rules, procedures and technical requirements governing storage of the digital
components of records. Also part of the Preservation Action Plan that specifies files and
directories (and their relative and absolute locations) into which one or more digital
components of records are placed in the storage system.
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Storage problem
A problem with storage media, storage formats, digital components, a storage system or
facility that could impact on access to, and the continued preservation of, stored records.

Storage update method
A method used to ensure that stored digital components are completely and correctly
brought forward when any component of a storage subsystem is changed or when digital
components are moved or migrated to newer storage media.

Stored digital file
Digital files placed in a storage system on digital media.

Synthesised records requirements
The coherent set of requirements from a business perspective that include the
characteristics critical for authenticity for each type of records, rules for metadata, and
the rules for organising the records.

System for unique identifiers
A systematic way of identification that is documented and consistently applied and
enables the assignment and persistently linking of a unique, unambiguous, and permanent
code (potentially any combination of numeric and alphabetical values) to every record
and/or aggregation.

Targeted preservation methods
For specific record formats, methods for overcoming technological obsolescence of file
formats. Includes methods such as emulation, conversion to current format, conversion of
proprietary formats to standard formats, and conversion to self-describing file formats.

Technical infrastructure
The planned configuration of an organisation’s computing systems (hardware and
software), associated communications and network systems, as well as any services that
may be needed to operate and maintain such systems.

Trained staff
All employees who have been trained to perform specific Recordkeeping activities within
an organisation. This includes also staff that is not exclusively working within the
recordkeeping function.

Transition strategies
A description of the strategies and related activities necessary to move the organisation
from the current level of recordkeeping to the identified next level, based upon the
capacity assessment. This includes criteria to assess whether the organisation has reached
the next level.

Unique identifier
The code with which a record or aggregate uniquely can be identified. The domain of
uniqueness will be at least the organisation. The code should be persistent through time.

Updated digital components
An updated digital component is a component that has been modified under a preservation
action plan.

Updated storage information
Information indicating a change in the location of a digital component in storage, the
occurrence of a storage problem, the action taken to correct a storage problem, the results
of such action, or the copying of digital files from older to new storage media.
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Usage information
Information about the need for and the use of records, the questions asked, the frequency
of use, problems in retrieval.

Work plans
Schedules, charts, graphs or other documents that summarises clearly the various
components of particular business processes or activities and how they fit together, while
outlining the significant responsibilities and duties of individuals or entities with respect
to those processes or activities.

Work process analysis
The precise mapping of the sequence of steps or actions required to produce a business
outcome that complies with the organisation's functions, its systems and rules. It may be
extended to describe the derivation of the organisational procedures and rules from the
socio-legal context in which the organisation is located.

Workflow
A descriptive and analytical account of one or more work processes, including the
sequence of inherent steps, required to achieve a defined outcome.

It describes the transfer of documents, records, information and/or tasks from one
participant (human or machine) to another for action, according to a set of procedural
rules and within the constraints of the current state of technology.
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Business-driven Recordkeeping Model

Definitions of the classes occurring in the UML class diagrams

11 January 2008 Version
by Hans Hofman

Note: The following list of definitions of the entities used in the UML class diagrams of
the BDR model (see Narrative associated with the Consultation Draft of the model) are
derived from many different sources and may be subject to comments.

Access action
The action of finding, using, or retrieving information, usually subject to rules and conditions.
(NAA Recordkeeping Glossary)

(Business) activity
Activities are the major tasks performed by an organisation to accomplish each of its functions.
An activity is identified by the name it is given and its scope note. The scope of the activity
encompasses all the transactions that take place in relation to it. Depending upon the nature of
the transactions involved, an activity may be performed in relation to one function, or it may be
performed in relation to many functions. (NAA4 Recordkeeping Glossary)

Business activity is used as a broad term, not restricted to commercial

activity, but including public administration, non-profit and other activities.

Agent

Responsible agent
Individual, workgroup or organization responsible for or involved in record creation, capture
and/or records management processes (/SO 23081-1:2006).

Analysis
A systematic approach to problem solving. Complex problems are made simpler by separating
them into more understandable elements. This involves the identification of purposes and facts,
the statement of defensible assumptions, and the formulation of conclusions.
www.ojp.usdoj.gov/BJA/evaluation/glossary/glossary a.htm

Risk analysis

Market analysis

Archive(s)
1. Records that are appraised as having archival value. (NAA Recordkeeping Glossary)
2. A level of aggregation of records generated by an individual or organisational body.

Behaviour
The set of dynamic and interactive characteristics of a digital record that are necessary for using
it in a way that reflects the original intent and thus its authenticity.
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Business rules
Set of the operations, definitions and constraints that apply to an organization in achieving its
goals.
For example a business rule might state that no credit check is to be performed on return
customers. en.wikipedia.org/wiki/Business_rules

Capture

A deliberate action that results in the registration of a record into a recordkeeping system. For
certain business activities this functionality maybe built into computer systems so that the
capture of records is concurrent with the creation of records. (NAA4 recordkeeping glossary)

Code of practice
A set of written rules that state operating requirements for specified activities.
www3.gov.ab.ca/env/air/Info/definitions.html

Code of ethics
An organized group of ethical behaviour guidelines, which govern the day-to-day activities of a
profession or organization. www.peakagents.ca/glossary/c10.htm

Computer file
A set of data with the same file format.

Cultural values

The accumulated habits, attitudes, and beliefs of a group of people (or social group) that define
for them their general behaviour and way of life; the total set of learned activities of a people.
www.geographic.org/glossary.html

Customer relations
The interaction between an organisation (or individual) and one or more persons who expect,
request, buy something from it.

Disposition

Any action that changes the circumstances of a record or removes a record from its usual setting.
Disposal can include destruction, damage, alteration, or transfer of custody or ownership of
records. The National Archives of Australia authorises disposal of Commonwealth records for
the purposes of the Archives Act 1983. Also called disposal, usually in the Australian context.
(NAA recordkeeping glossary)

Encoding scheme
Controlled list of all the acceptable values in natural language and/or as a syntax-encoded text
string designed for machine processing (/SO 23081-1:2006).

Extraction action
A preferably automated activity that extracts, based on a cross-walk between two metadata
schema’s, (meta)data from one environment (mostly system) into another.
NB. In case it is not automated the tool has to be informed manually what metadata
should be extracted.
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Form
The extrinsic elements of a record that reflect the lay-out, structure and if needed the behaviour.

File
(Noun) An organised unit of documents accumulated during current use and kept together
because they deal with the same subject, activity or transaction. (NAA recordkeeping glossary)

Framework
A system of rules, ideas or principles that is used to plan or decide something.
www3.gov.ab.ca/env/air/Info/definitions.html

Risk management framework

Strategic framework

Business framework

Infrastructural framework

Accountability framework

Financial framework

Function

Functions represent the major responsibilities that are managed by the organisation to fulfil its
goals. They are high-level aggregates of the organisation’s activities. (NAA4 Recordkeeping
Glossary)

Jurisdiction
The extent of authority: 1) of a court over a certain matter or person; 2) of a government
organization. (adapted from www.websiteupgrades.ca/glossary/free/J.shtml)

Legislation
A law including acts of parliament and other general legal rules.
www.apheda.org.au/campaigns/burma_schools_kit/resources/1074040257 16812.html

Mandate
Identifies and provides information about the instrument that imposes a requirement to make and
keep a record or group of records.

Internal mandate

External mandate
Mandates can be internal or external. Internal mandates include policy, administrative
instructions, business decisions or authorisations. External mandates include laws, regulations,

standards or statements of best practice etc that incorporate requirements to make and keep
records. (NSW RKMS)

Market

A public place where goods and services are traded, purchased and sold.
www.valic.com/valic2003/aigvalic.nsf/contents/edu_glossary-m

or

1. The interaction between supply and demand to determine the market price and corresponding
quantity bought and sold.
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2. The determination of economic allocations by decentralized, voluntary interactions among
those who wish to buy and sell, responding to freely determined market prices.
www-personal.umich.edu/~alandear/glossary/m.html

Metadata
Data describing the context, content and structure of records and their management through time
(ISO 15489-1:2001, 3.12). As such, metadata are structured or semi-structured information that
enables the creation, registration, classification, access, preservation and disposition of records
through time and within and across domains.
Structural metadata: metadata documenting the record structure
Technical metadata: metadata documenting the technical environment in which the
record has been originally generated as well as the technical environment necessary to
reproduce it
Contextual metadata: metadata documenting the provenance of the record or any
aggregation

Plan
A proposed or intended method of getting from one set of circumstances to another. They are
often used to move from the present situation, towards the achievement of one or more
objectives or goals. en.wikipedia.org/wiki/Plan

Risk management plan

Work plan

Budget plan

Resource plan

Preservation action

The processes and operations involved in ensuring the physical, technical and/or intellectual
survival of authentic records through time.

Preservation encompasses environmental control, security, creation, storage, handling, and
disaster planning for records in all formats, including digital records. (NAA Recordkeeping
Glossary)

Record
Information created, received, and maintained as evidence and information by an organization or

person, in pursuance of legal obligations or in the transaction of business (ISO 15489:2001,
clause 3.15).

Record instance
The description of how a record can be expressed or reproduced without losing its authenticity,
reliability and integrity, using one or more specified computer files.

Record characteristics

The coherent set of essential aspects that given the business context in which a record (or
aggregate) is created or used, make that record authentic, reliable, and usable. They regard the
structural, behavioural and form aspects of a record.
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Requirements
Business requirements
RK requirements

Rights
Entitlements assured by law, custom, or property.
[ITPR, copy rights, privacy]|

Risk

The possibility of suffering loss, harm, danger, damage
Business risk
RK risk

Schema

RK metadata schema

Business metadata schema
Logical plan showing the relationships between metadata elements, normally through
establishing rules for the use and management of metadata specifically as regards the semantics,
the syntax and the optionality (obligation level) of values (ISO 23081-1:2006).

Series
A level of aggregation of records, above the case file.
NB. May be named differently in different jurisdictions.

Social structure

[nation, community, family]

A system of social relations.

Social structure does not concerns itself with people—individuals forming the society or their
social organisations, neither does it study who are the people/organisation forming it, or what is
the ultimate goal of their relations. Social structure deals rather with the very structure of their
relations—how are they organized in a pattern of relationships.
en.wikipedia.org/wiki/Social_structure

Technical environment
The platform of hard- and software needed to reproduce or render authentic records in digital
form.

Transaction

The smallest unit of business activity. Uses of records are themselves transactions.
See also Function and Activity.
Sources: Adapted from Standards Australia, AS 4390, Part 1, Clause 4.27;
Standards Australia, AS ISO 15489, Part 2, Clause 4.2.2.2.
RK transaction
Business transaction
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Transformation

It holds information on the process of performing a migration. It consists of a collection of
transformation units (which in turn hold information on which files have been migrated into
what).

Transformation unit

A logical unit that will be migrated together as one unit. This could be a single file (e.g., a Word
document) or a large set of files (e.g., an entire database of multiple files). It contains two sets of
files: the Pre-Transformation File Set (the set of files that are to be or have been migrated) and
the Post-Transformation File Set (the set of files created as a result of this transformation).
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Appendix 16

Overview of the Records Continuum Concept'
The following text was extracted and adapted from:

Xiaomi An, “An Integrated Approach to Records Management,” Information

Management Journal July/August (2003): 24-30.

As defined in Australian Standard 4390, the records continuum is “...a consistent and
coherent regime of management processes from the time of the creation of records (and before
creation, in the design of recordkeeping systems) through to the preservation and use of records
as archives.”

The earliest view of the continuum concept came from Australian national archivist lan
Maclean in the 1950s. He said records managers were the true archivists, and that archival
science should be directed toward studying the characteristics of recorded information,
recordkeeping systems, and classification processes. His view promoted the search for continuity
between archives and records management.

The records continuum as a model concept was formulated in the 1990s by Australian
archival theorist Frank Upward based on four principles:

5. A concept of “record” inclusive of records of continuing value (archives) stresses their
uses for transactional, evidentiary, and memory purposes, and unifies approaches to
archiving/recordkeeping, whether records are kept for a split second or a millennium.

6. There is a focus on records as logical rather than physical entities, regardless of whether
they are in paper or electronic form.

7. Institutionalization of the recordkeeping profession’s role requires a particular emphasis
on the need to integrate recordkeeping into business and societal processes and purposes.

8. Archival science is the foundation for organizing knowledge about recordkeeping. Such
knowledge is revisable but can be structured and explored in terms of the operation of
principles for action in the past, the present, and the future.’

In her book Yesterday, Today and Tomorrow: A Continuum Responsibility, Sue McKemmish
writes: “The model provides a graphical tool for framing issues about the relationship between
records managers and archivists, past, present, and future, and for thinking strategically about
working collaboratively and building partnerships with other stakeholders.”

In Records Management: A Guide to Corporate Recordkeeping, Jay Kennedy and Cherry
Schauder explain the four dimensions that Upward used in his concept of the continuum model:

9. At level one, the model identifies accountable acts and creates reliable evidence of such
acts by capturing records of related/supporting transactions. Records of business

! See also http://www.sims.monash.edu.au/research/rerg/.

2 Standards Australia, Australian Standard 4390, Records Management (Homebush, New South Wales: Standards Australia,
1996).

3 Frank Upward, “In Search of the Continuum: Tan Maclean’s ‘Australian Experience’ Essays on Recordkeeping,” in S.
McKemmish and M. Piggot, eds. The Records Continuum: lan Maclean and Australian Archives First Fifty Years (Sydney:
Ancora Press in association with Australian Archives, 1994). Online reprint available at
http://www.sims.monash.edu.au/research/rcrg/publications/fuptrc.html.

* See Sue McKemmish (1997), “Yesterday, Today and Tomorrow: A Continuum Responsibility,” in Proceedings of the Records
Management Association of Australia 14th National Convention, RMAA Perth, 15-17 September 1997.
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activities are created as part of business communication processes within the organization
(e.g., through e-mail, document management software, or other software applications).

10. At level two, recordkeeping systems manage “families” of transactions and records series
documenting processes at the work-unit or single-function scope of complexity. Records
that have been created or received in an organization are tagged with metadata, including
how they link to other records.

11. At level three, a seamless recordkeeping scheme embraces the multiple systems and
families of records that serve the entire documentary needs (i.e., business, regulatory, and
cultural/educational/historical) of a single juridical entity. Records become part of a
formal system of storage and retrieval that constitutes the organization’s corporate
memory.

12. At level four, a collaborative recordkeeping establishment under the guidance of a
suitably empowered public recordkeeping authority serves the needs of the total society,
its constituent functions, and the entities that carry them out. The recordkeeping
establishment serves the documentary needs of many entities within its jurisdiction and
ensures the accountability and the cultural memory of the society as a whole. Records
required for purposes of societal accountability (e.g., by corporate law) or other forms of
collective memory become part of wider archival systems that comprise records from a
range of organizations.’
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5 Jay Kennedy and Cherryl Schauder, Records Management: A Guide to Corporate Recordkeeping, 2nd edition (South
Melbourne: Longman, 1998).
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In the article “The Records Continuum Model in Context and Its Implications for Archival
Practice,” Sarah Flynn explains that the records continuum model is significant because it

e broadens the interpretation of records and recordkeeping systems offered by the lifecycle
model. Such broadening is helpful, given the variety of contexts in which archivists and
records managers operate and in which archives and records are used;

e reminds us that records (including archives) are created and maintained for use as a result
of business and administrative functions and processes, rather than as ends in themselves;
and

e emphasizes cooperation beyond the walls of repositories, especially between the closely
related, if occasionally estranged, professions of archives administration and records
management—a cooperation that is more important than ever in the contemporary
climate of outsourcing and cross-sector working.®

In the article “Life Cycle Versus Continuum: What Is the Difference?” Peter Marshall states
that the records continuum’s primary focus is the multiple purposes of records.” It aims for the
development of recordkeeping systems that capture, manage, and maintain records with sound
evidential characteristics for as long as the records are of value to the organization, any
successor, or society. It promotes the integration of recordkeeping into the organization’s
business systems and processes.

According to McKemmish, the best-practice mechanism behind the records continuum
model uses an integrated approach for managing records and archives. Records managers and
archivists are brought together under an integrated recordkeeping framework with the same goal:
to guarantee the reliability, authenticity, and completeness of records. The framework provides
common understanding, consistent standards, unified best-practice criteria, and interdisciplinary
approaches and collaborations in recordkeeping and archiving processes for both paper and
digital worlds. It provides sustainable recordkeeping to connect the past to the present and the
present to the future. It can coherently exist in a broader dynamic, changeable context that can be
influenced by legal, political, administrative, social, commercial, technological, cultural, and
historical variables across time and space. The integrated recordkeeping framework would:

e facilitate provenance

e underpin accountability

e constitute memory

e construct identity

e provide authoritative sources of value-added information

The continuum’s purpose-oriented, systems approach to records management fundamentally
changes the role of recordkeeping. Instead of being reactive, managing records after they have
been created, recordkeeping becomes proactive. In partnership with other stakeholders,
identifying records of organization activities that need to be retained, then implementing
business systems designed with built-in recordkeeping capability ensures capturing records of
evidential quality as they are created. Built-in capture and assessment mean that records of value
are created in the first place whenever electronic systems are used for business transactions. With
appropriate metadata to ensure that they are accurate, complete, reliable, and usable, these
records have the necessary attributes of content, context, and structure to act as evidence of
business activity. And, Marshall notes, knowing from the outset which digital records must be

8 Sarah J. A. Flynn (2001), “The Records Continuum Model in Context and its Implications for Archival Practice,” Journal of the
Society of Archivists 22(1): 79-93.
7 Peter Marshall (2000), “Life Cycle Versus Continuum: What is the Difference?” Informaa Quarterly 16(2): 20-25.
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kept for the longer term means such records can be migrated across systems as hardware and
software upgrades occur.

The mechanisms of best practice behind the records continuum model are ideal for
integrating records and archives management because the records continuum focuses on:

similarities rather than differences

qualities and quantities rather than quantities alone

positive and cohesive ways of thinking rather than disparate or passive ways
integrated policy making rather than fragmented frameworks

integrated control of policy implementation rather than separate control

integrated rather than disparate approaches to problem solving

meeting customers’ needs through collaboration rather than by duplication and overlap

These arguments highlight the records continuum model’s importance as a best-practice
model for managing digital records when the aim is to improve responsiveness, increase
efficiency and satisfy users’ requirements.
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